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reductions in social security benefits 
which are required in the case of 
spouses and surviving spouses who are 
also receiving certain Government pen-
sions shall be equal to the amount by 
which two-thirds of the total amount 
of the combined monthly benefit (be-
fore reduction) and monthly pension 
exceeds $1,200, adjusted for inflation. 

S. 453 

At the request of Mrs. HUTCHISON, the 
name of the Senator from Oregon (Mr. 
SMITH) was added as a cosponsor of S. 
453, a bill to authorize the Health Re-
sources and Services Administration 
and the National Cancer Institute to 
make grants for model programs to 
provide to individuals of health dis-
parity populations prevention, early 
detection, treatment, and appropriate 
follow-up care services for cancer and 
chronic diseases, and to make grants 
regarding patient navigators to assist 
individuals of health disparity popu-
lations in receiving such services. 

S. 556 

At the request of Mr. BINGAMAN, his 
name was added as a cosponsor of S. 
556, a bill to amend the Indian Health 
Care Improvement Act to revise and 
extend that Act. 

S. 847 

At the request of Mr. SMITH, the 
name of the Senator from Indiana (Mr. 
BAYH) was added as a cosponsor of S. 
847, a bill to amend title XIX of the So-
cial Security Act to permit States the 
option to provide medicaid coverage 
for low income individuals infected 
with HIV. 

S. 939 

At the request of Mr. HAGEL, the 
name of the Senator from Nevada (Mr. 
REID) was added as a cosponsor of S. 
939, a bill to amend part B of the Indi-
viduals with Disabilities Education Act 
to provide full Federal funding of such 
part, to provide an exception to the 
local maintenance of effort require-
ments, and for other purposes. 

S. 1379 

At the request of Mr. JOHNSON, the 
name of the Senator from Iowa (Mr. 
GRASSLEY) was added as a cosponsor of 
S. 1379, a bill to require the Secretary 
of the Treasury to mint coins in com-
memoration of veterans who became 
disabled for life while serving in the 
Armed Forces of the United States. 

S. 1925 

At the request of Mr. KENNEDY, the 
name of the Senator from Delaware 
(Mr. CARPER) was added as a cosponsor 
of S. 1925, a bill to amend the National 
Labor Relations Act to establish an ef-
ficient system to enable employees to 
form, join, or assist labor organiza-
tions, to provide for mandatory injunc-
tions for unfair labor practices during 
organizing efforts, and for other pur-
poses. 

S. 1968 

At the request of Mr. ENZI, the names 
of the Senator from Michigan (Mr. 
LEVIN), the Senator from Louisiana 
(Ms. LANDRIEU) and the Senator from 

New Jersey (Mr. LAUTENBERG) were 
added as cosponsors of S. 1968, a bill to 
amend the Higher Education Act of 
1965 to enhance literacy in finance and 
economics, and for other purposes. 

S. 2393 
At the request of Mr. ROCKEFELLER, 

the name of the Senator from Maine 
(Ms. SNOWE) was added as a cosponsor 
of S. 2393, a bill to improve aviation se-
curity. 

S. 2468 
At the request of Ms. COLLINS, the 

name of the Senator from New York 
(Mr. SCHUMER) was added as a cospon-
sor of S. 2468, a bill to reform the post-
al laws of the United States. 

S. 2526 
At the request of Mr. BOND, the name 

of the Senator from Virginia (Mr. 
ALLEN) was added as a cosponsor of S. 
2526, a bill to reauthorize the Chil-
dren’s Hospitals Graduate Medical Edu-
cation Program. 

S. 2614 
At the request of Mr. CONRAD, the 

name of the Senator from Alaska (Ms. 
MURKOWSKI) was added as a cosponsor 
of S. 2614, a bill to amend title XVIII of 
the Social Security Act to improve the 
benefits under the medicare program 
for beneficiaries with kidney disease, 
and for other purposes. 

S. 2686 
At the request of Mr. ENZI, the name 

of the Senator from Montana (Mr. 
BURNS) was added as a cosponsor of S. 
2686, a bill to amend the Carl D. Per-
kins Vocational and Technical Edu-
cation Act of 1998 to improve the Act. 

S. 2734 
At the request of Mr. CAMPBELL, the 

name of the Senator from Hawaii (Mr. 
INOUYE) was added as a cosponsor of S. 
2734, a bill to implement the rec-
ommendations of the Inspector General 
of the Department of the Interior re-
garding Indian Tribal detention facili-
ties. 

S. 2759 
At the request of Mr. ROCKEFELLER, 

the name of the Senator from Colorado 
(Mr. CAMPBELL) was added as a cospon-
sor of S. 2759, a bill to amend title XXI 
of the Social Security Act to modify 
the rules relating to the availability 
and method of redistribution of unex-
pended SCHIP allotments, and for 
other purposes. 

S. 2764 
At the request of Mr. DODD, the 

names of the Senator from New Jersey 
(Mr. LAUTENBERG) and the Senator 
from Minnesota (Mr. COLEMAN) were 
added as cosponsors of S. 2764, a bill to 
extend the applicability of the Ter-
rorism Risk Insurance Act of 2002. 

S. 2781 
At the request of Mr. LUGAR, the 

names of the Senator from Oregon (Mr. 
WYDEN) and the Senator from Missouri 
(Mr. BOND) were added as cosponsors of 
S. 2781, a bill to express the sense of 
Congress regarding the conflict in 
Darfur, Sudan, to provide assistance 
for the crisis in Darfur and for com-

prehensive peace in Sudan, and for 
other purposes. 

S. 2815 
At the request of Mr. DEWINE, the 

name of the Senator from New Jersey 
(Mr. CORZINE) was added as a cosponsor 
of S. 2815, a bill to give a preference re-
garding States that require schools to 
allow students to self-administer medi-
cation to treat that student’s asthma 
or anaphylaxis, and for other purposes. 

S. 2827 
At the request of Mrs. CLINTON, the 

names of the Senator from California 
(Mrs. BOXER), the Senator from 
Vermont (Mr. JEFFORDS), the Senator 
from Maryland (Ms. MIKULSKI), the 
Senator from Oregon (Mr. WYDEN), the 
Senator from New Jersey (Mr. CORZINE) 
and the Senator from New Jersey (Mr. 
LAUTENBERG) were added as cosponsors 
of S. 2827, a bill to amend the Federal 
Rules of Evidence to create an explicit 
privilege to preserve medical privacy. 

S. CON. RES. 136 
At the request of Mr. CONRAD, the 

names of the Senator from Florida (Mr. 
NELSON), the Senator from California 
(Mrs. BOXER), the Senator from Nevada 
(Mr. REID), the Senator from Indiana 
(Mr. BAYH), the Senator from Pennsyl-
vania (Mr. SPECTER), the Senator from 
Iowa (Mr. HARKIN), the Senator from 
Wisconsin (Mr. KOHL) and the Senator 
from Minnesota (Mr. DAYTON) were 
added as cosponsors of S. Con. Res. 136, 
a concurrent resolution honoring and 
memorializing the passengers and crew 
of United Airlines Flight 93. 

S. RES. 430 
At the request of Mr. HATCH, the 

name of the Senator from Wisconsin 
(Mr. KOHL) was added as a cosponsor of 
S. Res. 430, a resolution designating 
November 2004 as ‘‘National Runaway 
Prevention Month’’. 

f 

STATEMENTS ON INTRODUCED 
BILLS AND JOINT RESOLUTIONS 

By Mrs. FEINSTEIN (for herself 
and Mrs. BOXER): 

S. 2833. A bill to authorize appropria-
tions to the Secretary of the Interior 
for the restoration of the Angel Island 
Immigration Station in the State of 
California; to the Committee on En-
ergy and Natural Resources. 

Mrs. FEINSTEIN. Mr. President, I 
rise today to introduce the Angel Is-
land Immigration Station Restoration 
and Preservation Act, with Senator 
BOXER as cosponsor. 

This legislation authorizes the use of 
up to $15 million in Federal funds for 
ongoing efforts to restore the Angel Is-
land Immigration Station located on 
Angel Island within the San Francisco 
Bay. 

I offer this as companion legislation 
to H.R. 4469 which has been introduced 
by Congresswoman Lynn Woolsey and 
to date has 45 cosponsors. Last week 
this bill was reported out of the House 
Resources Committee by unanimous 
consent. 

The Angel Island Immigration Sta-
tion is an important piece of American 
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history, especially to our Nation’s 
Asian American and immigrant com-
munities. 

In the mid 19th Century millions of 
people, including ancestors of my own 
staff, came to America in pursuit of 
the American dream. Most people are 
familiar with Ellis Island and the sto-
ries of immigrants coming to America 
and seeing the Statue of Liberty in 
New York Harbor, but often forgotten 
are the experiences of those who made 
it to America by way of Angel Island. 
Just like those who came to New York 
City, there are many stories of triumph 
and tribulation associated with Angel 
Island. 

However, for the Chinese and those 
from other Asian countries the story 
goes a bit further. 

The economic downturn in the 1870s 
brought political pressures to deal with 
the increasing population of Chinese 
who were coming through the Golden 
Gate in search of a better life. Amongst 
the harshest of measures taken was the 
passage of the Chinese Exclusion Act of 
1882. 

The passage of this law and its subse-
quent implementation led to the cre-
ation of a national system to regulate 
the immigration of the Chinese. 

Part of this process included opening 
the Angel Island Immigration Station 
in 1910 on Angel Island. The purpose of 
this new facility was to isolate Chinese 
immigrants from the City of San Fran-
cisco and the rest of the Bay Area. 

After a difficult journey across the 
Pacific Ocean, potential immigrants 
were brought to the Station where they 
faced separation from their family, em-
barrassing medical examinations, 
grueling interrogations and long 
detainments that lasted months, even 
years, in living conditions that were 
considered deplorable. 

Testaments to these experiences can 
be found today on the wooden walls of 
the barracks. Many of the detainees 
told their stories through poems that 
they carved on the barrack walls. 

Using allegories and historical ref-
erences, they described their aspira-
tions for coming to America as well as 
expressed their anger and sadness at 
the treatment they received. 

Concerns about the safety of the Sta-
tion were realized when part of the Ad-
ministration Building burned down in 
1940 and all those being held were 
moved to a mainland facility. 

Three years later Congress repealed 
the Chinese Exclusion Act. For the 
next 20 years the Station remained 
mostly unused except for a short term 
during World War II, when it was used 
as a prisoner of war camp. 

In 1963, Angel Island became a State 
park and the California Department of 
Parks and Recreation assumed stew-
ardship of the Immigration Station. 

In 1997, the Station was a declared a 
National Historic Landmark and in 
1999, Save America’s Treasures named 
the Angel Island Immigration Station 
one of its Official Projects and pro-
vided $500,000 for the preservation of 
poems carved into the walls. 

The Station is supported by the peo-
ple of California as well as numerous 
private interests. The voters of Cali-
fornia voted in 2000 to set aside $15 mil-
lion for restoration of the Station 
through Proposition 12 and in addition 
approximately $1.1 million in private 
funds has been raised so far. 

The amount authorized by this bill 
and the committed State resources will 
raise about half the amount needed to 
restore the Station. The remaining 
money will be raised through private 
means making this a true public-pri-
vate partnership. 

Today, approximately 200,000 visits 
are made each year to Angel Island by 
ferry from San Francisco, Tiburon and 
Alameda. In addition, 60,000 visits are 
made to the Immigration Station, 
about half of which are students are on 
guided tours. 

The resources secured so far have set 
in motion designing and planning ef-
forts to restore the Station. 

The bill I am introducing today will 
allow the State park to accept Federal 
funding to complete the restoration of 
the Angel Island Immigration Station, 
so that the stories of immigration on 
Angel Island will be preserved for fu-
ture generations. 

By Ms. SNOWE: 
S. 2834. A bill to enhance compliance 

assistance for small business; to the 
Committee on Small Business and En-
trepreneurship. 

Ms. SNOWE. Mr. President, in 1996, 
over eight years ago, the Senate passed 
without opposition the Small Business 
Regulatory Enforcement Fairness Act 
(SBREFA) to make the Regulatory 
Flexibility Act more effective in cur-
tailing the impact of regulations on 
small businesses. One of the most im-
portant provisions of SBREFA is a re-
quirement that agencies produce com-
pliance assistance materials to help 
small businesses meet the require-
ments of their regulations. Unfortu-
nately, over the years, agencies have 
done a poor job of meeting this require-
ment. Consequently, small businesses 
have been forced to figure out on their 
own how to comply with these regula-
tions. This makes compliance that 
much more difficult to achieve, and 
therefore reduces the effectiveness of 
the regulation. 

The GAO found that agencies have 
ignored this requirement or failed mis-
erably in their attempts to satisfy it. 
GAO also found that the language of 
SBREFA is unclear in some places 
about what is actually required. That 
is why today I am introducing the 
Small Business Compliance Assistance 
Enhancement Act of 2004 to close those 
loopholes and make it clear that we 
were serious when we first told agen-
cies we want them to produce quality 
compliance assistance materials to 
help small businesses understand how 
to deal with regulations. 

My bill is drawn directly from the 
GAO recommendations and is intended 
only to clarify an already existing re-

quirement—not to add anything new. 
Similarly, the compliance guides that 
the agencies will produce will be sug-
gestion about how to meet a regula-
tions requirements, not further re-
quirements, or subject to enforcement. 
Nor does this bill, in any way, interfere 
or undercut an agency’s ability to en-
force its regulations to the full extent 
they currently enjoy. Bad actors must 
be brought to justice, but if the only 
trigger for compliance is the threat of 
enforcement, then agencies will never 
achieve the impact their regulations 
must have to be effective. 

The key to helping small businesses 
comply is to provide assistance—show 
them what is necessary and how they 
will be able to tell when they have met 
their obligations. Too often, small 
businesses do not maintain the staff, or 
have the resources to figure out the an-
swers to these questions. This puts 
them at a disadvantage compared to 
larger businesses, and reduces the ef-
fectiveness of the agency’s regulations. 
SBA’s Office of Advocacy has deter-
mined that compliance with regula-
tions cost small businesses with less 
than 20 employees almost $7,000 per 
employee, compared to almost $4,500 
for companies with more than 500 em-
ployees. If an agency cannot describe 
how to comply with its regulation, how 
can we expect a small business to fig-
ure it out? This was the reason the re-
quirement to provide compliance as-
sistance was included in SBREFA 
originally, and this reason is just as 
valid today as it was in 1996. 

Specifically, my bill would do the fol-
lowing: Clarify when a guide is re-
quired: To clarify when an agency must 
prepare a compliance guide section 212 
of SBREFA would be amended to re-
quire a guide whenever the agency does 
not certify the rule under section 605(b) 
of title 5, United States Code (i.e. 
whenever an agency determines that a 
rule will have ‘‘a significant economic 
impact on a substantial number of 
small entities’’). This would avoid con-
fusion about whether the agency 
should produce a compliance guide 
when the agency produces a Final Reg-
ulatory Flexibility Analysis volun-
tarily (i.e. even though the agency cer-
tified that the regulation would not 
have ‘‘a significant economic impact 
on a substantial number of small enti-
ties’’). 

Clarify how a guide shall be des-
ignated: Section 212 currently says 
that agencies must ‘‘designate’’ the 
publications prepared under the section 
as small entity compliance guides. 
However, the form in which those des-
ignations should occur is not clear. 
This term would be changed to ‘‘enti-
tle.’’ Consistent use of the phrase 
‘‘Small Entity Compliance Guide’’ in 
the title could make it easier for small 
entities to locate the guides that the 
agencies develop. This would also aid 
in using online searches—a technology 
that was not widely used when 
SBREFA was passed. Thus, agencies 
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would be directed to publish guides en-
titled ‘‘Small Entity Compliance 
Guide.’’ 

Clarify how a guide shall be pub-
lished: Section 212 currently says agen-
cies ‘‘shall publish’’ the guides, but 
does not indicate where or how they 
should be published. At least one agen-
cy has published the guides as part of 
the preamble to the subject rule, there-
by requiring affected small entities to 
read the Federal Register to obtain the 
guides. Agencies would be directed, at 
a minimum, to make their compliance 
guides available through their websites 
in an easily accessed way. In addition, 
agencies would be directed to forward 
their compliance guides to known in-
dustry contacts such as small busi-
nesses or associations with small busi-
ness members that will be affected by 
the regulation. 

Clarify when a guide shall be pub-
lished: Section 212 does not indicate 
when the compliance guides should be 
published. This means that even if an 
agency was required to produce a com-
pliance guide, they can claim that they 
have not violated that requirement 
since there is no deadline established 
for when they had to produce that 
guide. Agencies would be instructed to 
publish the compliance guides coinci-
dent with, or as soon as possible after, 
the final rule is published, provided 
that the guides must be published no 
later than the effective date of the 
rule’s compliance requirements. 

Clarify the term ‘‘compliance re-
quirements’’: The term ‘‘compliance 
requirements’’ also needs to be clari-
fied. At a minimum, this term means 
what a small business has to do to sat-
isfy the regulation, and when they will 
know they have met these require-
ments. This should include a descrip-
tion of the procedures a small business 
might use to meet the requirements. If, 
as is the case with many OSHA and 
EPA regulations, testing is required, 
the agency should explain how that 
testing would be conducted. The bill 
makes clear that the procedural de-
scription should be merely suggestive— 
an agency would not be able to enforce 
this procedure if a small business was 
able to satisfy the requirements 
through a different approach. 

It is time we got serious about mak-
ing sure small businesses have the as-
sistance they need to deal with the 
maze of federal regulations we expect 
them to handle on a daily basis. The 
Small Business Compliance Assistance 
Enhancement Act will make a signifi-
cant contribution to that effort. 

I ask unanimous consent that the 
text of the bill be printed in the 
RECORD. 

There being no objection, the bill was 
ordered to be printed in the RECORD, as 
follows: 

S. 2834 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Small Busi-
ness Compliance Assistance Enhancement 
Act of 2004’’. 

SEC. 2. FINDINGS AND PURPOSES. 
(a) FINDINGS.—Congress finds the fol-

lowing: 
(1) Small businesses represent 99.7 percent 

of all employers, employ half of all private 
sector employees, and pay 44.3 percent of 
total United States private payroll. 

(2) Small businesses generate 60 to 80 per-
cent of net new jobs annually over the last 
decade. 

(3) Very small firms with fewer than 20 em-
ployees spend 60 percent more per employee 
than larger firms to comply with Federal 
regulations. Small firms spend twice as 
much on tax compliance as their larger 
counterparts. Based on an analysis in 2001, 
firms employing fewer than 20 employees 
face an annual regulatory burden of nearly 
$7,000 per employee, compared to a burden of 
almost $4,500 per employee for a firm with 
over 500 employees. 

(4) Section 212 of the Small Business Regu-
latory Enforcement Fairness Act (5 U.S.C. 
601 note) requires agencies to produce small 
entity compliance guides for each rule or 
group of rules for which an agency is re-
quired to prepare a final regulatory flexi-
bility analysis under section 604 of title 5, 
United States Code. 

(5) The Government Accountability Office 
has found that agencies have rarely at-
tempted to comply with section 212 of the 
Small Business Regulatory Enforcement 
Fairness Act (5 U.S.C. 601 note). When agen-
cies did try to comply with that require-
ment, they generally did not produce ade-
quate compliance assistance materials. 

(6) The Government Accountability Office 
also found that section 212 of the Small Busi-
ness Regulatory Enforcement Fairness Act (5 
U.S.C. 601 note) and other sections of that 
Act need clarification to be effective. 

(b) PURPOSES.—The purposes of this Act 
are the following: 

(1) To clarify the requirement contained in 
section 212 of the Small Business Regulatory 
Enforcement Fairness Act (5 U.S.C. 601 note) 
for agencies to produce small entity compli-
ance guides. 

(2) To clarify other terms relating to the 
requirement in section 212 of the Small Busi-
ness Regulatory Enforcement Fairness Act (5 
U.S.C. 601 note). 

(3) To ensure that agencies produce ade-
quate and useful compliance assistance ma-
terials to help small businesses meet the ob-
ligations imposed by regulations affecting 
such small businesses, and thereby to in-
crease compliance with these regulations. 
SEC. 3. ENHANCED COMPLIANCE ASSISTANCE 

FOR SMALL BUSINESSES. 
(a) IN GENERAL.—Section 212 of the Small 

Business Regulatory Enforcement Fairness 
Act of 1996 (5 U.S.C. 601 note) is amended by 
striking subsection (a) and inserting the fol-
lowing: 

‘‘(a) COMPLIANCE GUIDE.— 
‘‘(1) IN GENERAL.—For each rule for which 

an agency head does not make a certification 
under section 605(b) of title 5, United States 
Code, the agency shall publish 1 or more 
guides to assist small entities in complying 
with the rule, and shall entitle such publica-
tions ‘small entity compliance guides’. 

‘‘(2) PUBLICATION OF GUIDES.—The publica-
tion of each guide under this subsection shall 
include— 

‘‘(A) the posting of the guide in an easily 
identified location on the website of the 
agency; and 

‘‘(B) distribution of the guide to known in-
dustry contacts, such as small entities, asso-
ciations, or industry leaders affected by the 
rule. 

‘‘(3) PUBLICATION DATE.—An agency shall 
publish each guide (including the posting and 
distribution of the guide as described under 
paragraph (2))— 

‘‘(A) on the same date as the date of publi-
cation of the final rule (or as soon as possible 
after that date); and 

‘‘(B) not later than the date on which the 
requirements of that rule become effective. 

‘‘(4) COMPLIANCE ACTIONS.— 
‘‘(A) IN GENERAL.—Each guide shall explain 

the actions a small entity is required to take 
to comply with a rule. 

‘‘(B) EXPLANATION.—The explanation under 
subparagraph (A)— 

‘‘(i) shall include a description of actions 
needed to meet requirements to enable a 
small entity to know when such require-
ments are met; and 

‘‘(ii) if determined appropriate by the 
agency, may include a description of possible 
procedures, such as conducting tests, that 
assist a small entity in meeting such re-
quirements. 

‘‘(C) PROCEDURES.—Procedures described 
under subparagraph (B)(ii)— 

‘‘(i) shall be suggestions to assist small en-
tities; and 

‘‘(ii) shall not be additional requirements 
relating to the rule. 

‘‘(5) AGENCY PREPARATION OF GUIDES.—The 
agency shall, in its sole discretion, taking 
into account the subject matter of the rule 
and the language of relevant statutes, ensure 
that the guide is written using sufficiently 
plain language likely to be understood by af-
fected small entities. Agencies may prepare 
separate guides covering groups or classes of 
similarly affected small entities, and may 
cooperate with associations of small entities 
to develop and distribute such guides. An 
agency may prepare guides and apply this 
section with respect to a rule or a group of 
related rules.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—Section 211(3) of the Small Business 
Regulatory Enforcement Fairness Act of 1996 
(5 U.S.C. 601 note) is amended by inserting 
‘‘and entitled’’ after ‘‘designated’’. 

By Mr. GRAHAM of Florida (for 
himself and Mr. NELSON of Flor-
ida): 

S. 2835. A bill to amend the internal 
Revenue Code of 1986 to allow penalty 
free withdrawals from retirement plans 
for victims of federally declared disas-
ters; to the Committee on Finance. 

Mr. GRAHAM of Florida. Mr. Presi-
dent, by now everyone is well aware of 
the destruction Florida has endured 
over the past 45 days. First, Tropical 
Storm Bonnie struck the panhandle. 
Then Hurricane Charley crashed into 
Florida’s west coast. That was followed 
by Hurricane Frances, which wreaked 
havoc throughout the State. And last 
week Hurricane Ivan tore through the 
panhandle. As a result of these storms, 
today 61 of the State’s 67 counties have 
been declared disaster areas. 

Floridians are grateful for the Sen-
ate’s quick action in providing the ini-
tial $2 billion in relief funds. They also 
look forward to the Senate’s quick con-
sideration of the President’s supple-
mental request for additional assist-
ance. As important as this Federal as-
sistance is, however, it represents only 
a fraction of the money needed for 
Florida’s families to rebuild. 

The Insurance Information Institute 
estimates that insurance companies 
will pay out more than the $15.5 billion 
in insurance claims paid as a result of 
Hurricane Andrew. Of course, that 
amount is not the entirety of losses 
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Floridians have suffered. In fact, as a 
result of the magnitude of the claims 
incurred from Hurricane Andrew Flo-
ridians will be responsible for a larger 
share of the losses from these storms 
than they incurred in 1992. 

Many Floridians will face thousands 
of dollars in out-of-pocket costs as a 
result of these storms. Those families 
with money in a retirement account, 
e.g. 401(k) or IRA, are quite likely to be 
forced to look to that money to rebuild 
their homes and their lives. Doing so, 
however, will come at a significant 
cost. First, any funds withdrawn are 
subject to the income tax. That’s ap-
propriate, since these funds have not 
been taxed previously. 

In addition to the income tax due on 
these withdrawals, taxpayers under age 
591⁄2 will face a 10 percent penalty for 
early withdrawal. Under normal cir-
cumstances this penalty serves a very 
worthwhile purpose. It encourages 
workers to leave funds in their retire-
ment accounts for their intended pur-
poses. The situation in Florida is far 
from normal, however, and in this in-
stance the penalty serves as a ‘‘ran-
som’’ imposed by the Federal govern-
ment on workers access to funds in 
times of desperation. 

The bill I am introducing today with 
Senator NELSON is a small but impor-
tant step that we can take to help Flo-
ridians help themselves. It waives the 
10 percent penalty for families that 
have suffered a loss as a result of a dis-
aster. Although it was inspired by the 
storms that have ravaged our State, it 
is not exclusive to the victims of these 
storms. 

The penalty waiver is available to 
any taxpayer who suffered a loss as a 
result of a major disaster declared 
under the Robert T. Stafford Disaster 
Relief Act. To qualify for this relief the 
taxpayer must have sustained a loss 
that has not been compensated by in-
surance or otherwise. The bill also 
gives taxpayers a five-year window 
within which they can reinvest these 
funds for their retirement. 

Mr. KENNEDY. Mr. President, one of 
the greatest domestic challenges facing 
our country today is the soaring cost of 
health care. It’s a serious problem for 
millions of families. But when the chief 
income earner in a family suddenly be-
comes unemployed, the problem can be 
critical, and we give a helping hand. 
We give them the opportunity to con-
tinue their coverage through their em-
ployer for a reasonable period. Fami-
lies who lost loved ones on September 
11, deserve the same opportunity until 
they can land on their feet again. 

The Continuing Care for Recovering 
Families Act I am introducing today 
with Senator LAUTENBERG and Senator 
CLINTON recognizes that many of the 
September 11 families are still strug-
gling to recover and we have an obliga-
tion to assist them. 

Some of the families have found ways 
to cover their health costs by pur-
chasing private insurance or obtaining 
grant assistance on their own. For oth-

ers, employers have agreed to provide 
coverage. For still other families, how-
ever, the safety net is about to fall 
apart, because their coverage is about 
to expire under COBRA—the temporary 
low—cost continuation of coverage 
available under current Federal law for 
those who change their job, lose their 
job or for families that lose their chief 
income earner through death. 

The Continuing Care for Recovering 
Families Act will give spouses and 
children of victims of September 11 the 
ability to purchase or continue to pur-
chase coverage under COBRA indefi-
nitely, as long as they enroll within 120 
days after passage of the Act or 120 
days after they lose their COBRA cov-
erage. Eligibility for the program 
would expire only if they enroll in a 
private insurance plan or become eligi-
ble for Medicare. 

The families of September 11 have 
shown great courage and extraordinary 
resilience. But we still have much 
more to do to help them on their long 
and arduous road to recovery, and I 
hope very much that we can pass this 
legislation this year. It will only affect 
a small number of families. But for 
them, it will make a world of a dif-
ference. 

By Ms. COLLINS: 
S. 2840. An original bill to reform the 

intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; from the Com-
mittee on Governmental Affairs; 
placed on the calendar. 

Ms. COLLINS. Mr. President, I ask 
unanimous consent that the National 
Intelligence Reform Act of 2004, which 
the Committee on Governmental Af-
fairs is reporting today, be printed in 
the RECORD. 

There being no objection the bill was 
ordered to be printed in the RECORD, as 
follows: 

S. 2840 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This Act may be cited as 
the ‘‘National Intelligence Reform Act of 
2004’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows: 
Sec. 1. Short title; table of contents. 
Sec. 2. Definitions. 

TITLE I—NATIONAL INTELLIGENCE 
AUTHORITY 

Subtitle A—National Intelligence Authority 
Sec. 101. National Intelligence Authority. 
Sec. 102. National Intelligence Director. 
Subtitle B—Responsibilities and Authorities 

of National Intelligence Director 
Sec. 111. Provision of national intelligence. 
Sec. 112. Responsibilities of National Intel-

ligence Director. 
Sec. 113. Authorities of National Intel-

ligence Director. 
Sec. 114. Enhanced personnel management. 
Sec. 115. Security clearances. 
Sec. 116. National Intelligence Reserve 

Corps. 
Sec. 117. Appointment and termination of 

certain officials responsible for 
intelligence-related activities. 

Sec. 118. Reserve for Contingencies of the 
National Intelligence Director. 

Subtitle C—Office of the National 
Intelligence Director 

Sec. 121. Office of the National Intelligence 
Director. 

Sec. 122. Deputy national intelligence direc-
tors. 

Sec. 123. National Intelligence Council. 
Sec. 124. General Counsel of the National In-

telligence Authority. 
Sec. 125. Intelligence Comptroller. 
Sec. 126. Officer for Civil Rights and Civil 

Liberties of the National Intel-
ligence Authority. 

Sec. 127. Privacy Officer of the National In-
telligence Authority. 

Sec. 128. Chief Information Officer of the 
National Intelligence Author-
ity. 

Sec. 129. Chief Human Capital Officer of the 
National Intelligence Author-
ity. 

Sec. 130. Chief Financial Officer of the Na-
tional Intelligence Authority. 

Sec. 131. National Counterintelligence Exec-
utive. 

Subtitle D—Additional Elements of National 
Intelligence Authority 

Sec. 141. Inspector General of the National 
Intelligence Authority. 

Sec. 142. Ombudsman of the National Intel-
ligence Authority. 

Sec. 143. National Counterterrorism Center. 
Sec. 144. National intelligence centers. 

Subtitle E—Education and Training of 
Intelligence Community Personnel 

Sec. 151. Framework for cross-disciplinary 
education and training. 

Sec. 152. Intelligence Community Scholar-
ship Program. 

Subtitle F—Additional Authorities of 
National Intelligence Authority 

Sec. 161. Use of appropriated funds. 
Sec. 162. Acquisition and fiscal authorities. 
Sec. 163. Personnel matters. 
Sec. 164. Ethics matters. 

TITLE II—OTHER IMPROVEMENTS OF 
INTELLIGENCE ACTIVITIES 

Subtitle A—Improvements of Intelligence 
Activities 

Sec. 201. Availability to public of certain in-
telligence funding information. 

Sec. 202. Merger of Homeland Security 
Council into National Security 
Council. 

Sec. 203. Joint Intelligence Community 
Council. 

Sec. 204. Improvement of intelligence capa-
bilities of the Federal Bureau of 
Investigation. 

Sec. 205. Federal Bureau of Investigation In-
telligence Career Service. 

Sec. 206. Information sharing. 
Subtitle B—Privacy and Civil Liberties 

Sec. 211. Privacy and Civil Liberties Over-
sight Board. 

Sec. 212. Privacy and civil liberties officers. 
Subtitle C—Independence of Intelligence 

Agencies 
Sec. 221. Independence of National Intel-

ligence Director. 
Sec. 222. Independence of intelligence. 
Sec. 223. Independence of National 

Counterterrorism Center. 
Sec. 224. Access of congressional committees 

to national intelligence. 
Sec. 225. Communications with Congress. 
TITLE III—MODIFICATIONS OF LAWS RE-

LATING TO INTELLIGENCE COMMU-
NITY MANAGEMENT 

Subtitle A—Conforming and Other 
Amendments 

Sec. 301. Restatement and modification of 
basic authority on the Central 
Intelligence Agency. 
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Sec. 302. Conforming amendments relating 

to roles of National Intelligence 
Director and Director of the 
Central Intelligence Agency. 

Sec. 303. Other conforming amendments 
Sec. 304. Modifications of foreign intel-

ligence and counterintelligence 
under National Security Act of 
1947. 

Sec. 305. Elements of intelligence commu-
nity under National Security 
Act of 1947. 

Sec. 306. Redesignation of National Foreign 
Intelligence Program as Na-
tional Intelligence Program. 

Sec. 307. Conforming amendment on coordi-
nation of budgets of elements of 
the intelligence community 
within the Department of De-
fense. 

Sec. 308. Repeal of superseded authorities. 
Sec. 309. Clerical amendments to National 

Security Act of 1947. 
Sec. 310. Modification of authorities relating 

to National Counterintelligence 
Executive. 

Sec. 311. Conforming amendment to Inspec-
tor General Act of 1978. 

Sec. 312. Conforming amendment relating to 
Chief Financial Officer of the 
National Intelligence Author-
ity. 

Subtitle B—Transfers and Terminations 
Sec. 321. Transfer of Office of Deputy Direc-

tor of Central Intelligence for 
Community Management. 

Sec. 322. Transfer of National 
Counterterrorism Executive. 

Sec. 323. Transfer of Terrorist Threat Inte-
gration Center. 

Sec. 324. Termination of certain positions 
within the Central Intelligence 
Agency. 

Subtitle C—Other Transition Matters 
Sec. 331. Executive Schedule matters. 
Sec. 332. Preservation of intelligence capa-

bilities. 
Sec. 333. Reorganization. 
Sec. 334. National Intelligence Director re-

port on implementation of in-
telligence community reform. 

Sec. 335. Comptroller General reports on im-
plementation of intelligence 
community reform. 

Sec. 336. General references. 
Subtitle D—Effective Date 

Sec. 341. Effective date. 
Subtitle E—Other Matters 

Sec. 351. Severability. 
Sec. 352. Authorization of appropriations. 
SEC. 2. DEFINITIONS. 

In this Act: 
(1) The term ‘‘intelligence’’ includes for-

eign intelligence and counterintelligence. 
(2) The term ‘‘foreign intelligence’’ means 

information relating to the capabilities, in-
tentions, or activities of foreign govern-
ments or elements thereof, foreign organiza-
tions, foreign persons, or international ter-
rorists. 

(3) The term ‘‘counterintelligence’’ means 
information gathered, and activities con-
ducted, to protect against espionage, other 
intelligence activities, sabotage, or assas-
sinations conducted by or on behalf of for-
eign governments or elements thereof, for-
eign organizations, foreign persons, or inter-
national terrorists. 

(4) The term ‘‘intelligence community’’ in-
cludes the following: 

(A) The National Intelligence Authority. 
(B) The Central Intelligence Agency. 
(C) The National Security Agency. 
(D) The Defense Intelligence Agency. 
(E) The National Geospatial-Intelligence 

Agency. 

(F) The National Reconnaissance Office. 
(G) Other offices within the Department of 

Defense for the collection of specialized na-
tional intelligence through reconnaissance 
programs. 

(H) The intelligence elements of the Army, 
the Navy, the Air Force, the Marine Corps, 
the Federal Bureau of Investigation, and the 
Department of Energy. 

(I) The Bureau of Intelligence and Re-
search of the Department of State. 

(J) The Office of Intelligence and Analysis 
of the Department of the Treasury. 

(K) The elements of the Department of 
Homeland Security concerned with the anal-
ysis of intelligence information, including 
the Office of Intelligence of the Coast Guard. 

(L) Such other elements of any department 
or agency as may be designated by the Presi-
dent, or designated jointly by the National 
Intelligence Director and the head of the de-
partment or agency concerned, as an ele-
ment of the intelligence community. 

(5) The terms ‘‘national intelligence’’ and 
‘‘intelligence related to the national secu-
rity’’— 

(A) each refer to intelligence which per-
tains to the interests of more than one de-
partment or agency of the Government; and 

(B) do not refer to counterintelligence or 
law enforcement activities conducted by the 
Federal Bureau of Investigation except to 
the extent provided for in procedures agreed 
to by the National Intelligence Director and 
the Attorney General, or otherwise as ex-
pressly provided for in this title. 

(6) The term ‘‘National Intelligence Pro-
gram’’— 

(A)(i) refers to all national intelligence 
programs, projects, and activities of the ele-
ments of the intelligence community; 

(ii) includes all programs, projects, and ac-
tivities (whether or not pertaining to na-
tional intelligence) of the National Intel-
ligence Authority, the Central Intelligence 
Agency, the National Security Agency, the 
National Geospatial-Intelligence Agency, the 
National Reconnaissance Office, the Office of 
Intelligence of the Federal Bureau of Inves-
tigation, and the Office of Information Anal-
ysis of the Department of Homeland Secu-
rity; and 

(iii) includes any other program, project, 
or activity of a department, agency, or ele-
ment of the United States Government relat-
ing to national intelligence unless the Na-
tional Intelligence Director and the head of 
the department, agency, or element con-
cerned determine otherwise; but 

(B) except as provided in subparagraph 
(A)(ii), does not refer to any program, 
project, or activity of the military depart-
ments, including any program, project, or 
activity of the Defense Intelligence Agency 
that is not part of the National Foreign In-
telligence Program as of the date of the en-
actment of this Act, to acquire intelligence 
principally for the planning and conduct of 
joint or tactical military operations by the 
United States Armed Forces. 

(7) The term ‘‘congressional intelligence 
committees’’ means— 

(A) the Select Committee on Intelligence 
of the Senate; and 

(B) the Permanent Select Committee on 
Intelligence of the House of Representatives. 

TITLE I—NATIONAL INTELLIGENCE 
AUTHORITY 

Subtitle A—National Intelligence Authority 
SEC. 101. NATIONAL INTELLIGENCE AUTHORITY. 

(a) INDEPENDENT ESTABLISHMENT.—There is 
hereby established as an independent estab-
lishment in the executive branch of govern-
ment the National Intelligence Authority. 

(b) COMPOSITION.—The National Intel-
ligence Authority is composed of the fol-
lowing: 

(1) The Office of the National Intelligence 
Director. 

(2) The elements specified in subtitle D. 
(3) Such other elements, offices, agencies, 

and activities as may be established by law 
or by the President or the National Intel-
ligence Director. 

(c) PRIMARY MISSIONS.—The primary mis-
sions of the National Intelligence Authority 
are as follows: 

(1) To unify and strengthen the efforts of 
the intelligence community of the United 
States Government. 

(2) To ensure the organization of the ef-
forts of the intelligence community of the 
United States Government in a joint manner 
relating to intelligence missions rather than 
through intelligence collection disciplines. 

(3) To provide for the operation of the Na-
tional Counterterrorism Center and national 
intelligence centers under subtitle D. 

(4) To eliminate barriers that impede co-
ordination of the counterterrorism activities 
of the United States Government between 
foreign intelligence activities located abroad 
and foreign intelligence activities located 
domestically while ensuring the protection 
of civil liberties. 

(5) To establish clear responsibility and ac-
countability for counterterrorism and other 
intelligence matters relating to the national 
security of the United States. 

(d) SEAL.—The National Intelligence Direc-
tor shall have a seal for the National Intel-
ligence Authority. The design of the seal is 
subject to the approval of the President. Ju-
dicial notice shall be taken of the seal. 
SEC. 102. NATIONAL INTELLIGENCE DIRECTOR. 

(a) NATIONAL INTELLIGENCE DIRECTOR.— 
There is a National Intelligence Director 
who shall be appointed by the President, by 
and with the advice and consent of the Sen-
ate. 

(b) INDIVIDUALS ELIGIBLE FOR NOMINA-
TION.—Any individual nominated for ap-
pointment as National Intelligence Director 
shall have extensive national security exper-
tise. 

(c) PROHIBITION ON SIMULTANEOUS SERVICE 
IN OTHER CAPACITY IN INTELLIGENCE COMMU-
NITY.—The individual serving as National In-
telligence Director may not, while so serv-
ing, serve in any capacity in any other ele-
ment of the intelligence community, except 
to the extent that the individual serving as 
National Intelligence Director does so in an 
acting capacity. 

(d) PRINCIPAL DUTIES AND RESPONSIBIL-
ITIES.—The National Intelligence Director 
shall— 

(1) serve as head of the intelligence com-
munity in accordance with the provisions of 
this Act, the National Security Act of 1947 
(50 U.S.C. 401 et seq.), and other applicable 
provisions of law; 

(2) act as a principal adviser to the Presi-
dent for intelligence related to the national 
security; 

(3) serve as the head of the National Intel-
ligence Authority; and 

(4) direct and oversee the National Intel-
ligence Program. 

(e) GENERAL RESPONSIBILITIES AND AU-
THORITIES.—In carrying out the duties and 
responsibilities set forth in subsection (c), 
the National Intelligence Director shall have 
the responsibilities set forth in section 112 
and the authorities set forth in section 113 
and other applicable provisions of law. 
Subtitle B—Responsibilities and Authorities 

of National Intelligence Director 
SEC. 111. PROVISION OF NATIONAL INTEL-

LIGENCE. 
(a) IN GENERAL.—The National Intelligence 

Director shall be responsible for providing 
national intelligence— 

(1) to the President; 
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(2) to the heads of other departments and 

agencies of the executive branch; 
(3) to the Chairman of the Joint Chiefs of 

Staff and senior military commanders; 
(4) to the Senate and House of Representa-

tives and the committees thereof; and 
(5) to such other persons or entities as the 

President shall direct. 
(b) NATIONAL INTELLIGENCE.—Such na-

tional intelligence shall be timely, objective, 
independent of political considerations, and 
based upon all sources available to the intel-
ligence community. 
SEC. 112. RESPONSIBILITIES OF NATIONAL IN-

TELLIGENCE DIRECTOR. 
(a) IN GENERAL.—The National Intelligence 

Director shall— 
(1) determine the annual budget for the in-

telligence and intelligence-related activities 
of the United States by— 

(A) providing to the heads of the depart-
ments containing agencies or elements with-
in the intelligence community and that have 
one or more programs, projects, or activities 
within the National Intelligence program, 
and to the heads of such agencies and ele-
ments, guidance for development the Na-
tional Intelligence Program budget per-
taining to such agencies or elements; 

(B) developing and presenting to the Presi-
dent an annual budget for the National Intel-
ligence Program after consultation with the 
heads of agencies or elements, and the heads 
of their respective departments, under sub-
paragraph (A); 

(C) providing budget guidance to each ele-
ment of the intelligence community that 
does not have one or more program, project, 
or activity within the National Intelligence 
Program regarding the intelligence and in-
telligence-related activities of such element; 
and 

(D) participating in the development by 
the Secretary of Defense of the annual budg-
ets for the military intelligence programs, 
projects, and activities not included in the 
National Intelligence Program; 

(2) manage and oversee the National Intel-
ligence Program, including— 

(A) the execution of funds within the Na-
tional Intelligence Program; 

(B) the reprogramming of funds appro-
priated or otherwise made available to the 
National Intelligence Program; and 

(C) the transfer of funds and personnel 
under the National Intelligence Program; 

(3) establish the requirements and prior-
ities to govern the collection, analysis, and 
dissemination of national intelligence by 
elements of the intelligence community; 

(4) establish collection and analysis re-
quirements for the intelligence community, 
determine collection and analysis priorities, 
issue and manage collection and analysis 
tasking, and resolve conflicts in the tasking 
of elements of the intelligence community 
within the National Intelligence Program, 
except as otherwise agreed with the Sec-
retary of Defense pursuant to the direction 
of the President; 

(5) provide advisory tasking on the collec-
tion of intelligence to elements of the United 
States Government having information col-
lection capabilities that are not elements of 
the intelligence community; 

(6) manage and oversee the National 
Counterterrorism Center under section 143, 
and establish, manage, and oversee national 
intelligence centers under section 144; 

(7) establish requirements and priorities 
for foreign intelligence information to be 
collected under the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1801 et seq.), 
and provide assistance to the Attorney Gen-
eral to ensure that information derived from 
electronic surveillance or physical searches 
under that Act is disseminated so it may be 
used efficiently and effectively for foreign 

intelligence purposes, except that the Direc-
tor shall have no authority to direct, man-
age, or undertake electronic surveillance or 
physical search operations pursuant to that 
Act unless otherwise authorized by statute 
or Executive order; 

(8) develop and implement, in consultation 
with the heads of other agencies or elements 
of the intelligence community, and the heads 
of their respective departments, personnel 
policies and programs applicable to the in-
telligence community that— 

(A) encourage and facilitate assignments 
and details of personnel to the National 
Counterterrorism Center under section 143, 
to national intelligence centers under sec-
tion 144, and between elements of the intel-
ligence community; 

(B) set standards for education, training, 
and career development of personnel of the 
intelligence community; 

(C) encourage and facilitate the recruit-
ment and retention by the intelligence com-
munity of highly qualified individuals for 
the effective conduct of intelligence activi-
ties; 

(D) ensure that the personnel of the intel-
ligence community is sufficiently diverse for 
purposes of the collection and analysis of in-
telligence through the recruitment and 
training of women, minorities, and individ-
uals with diverse ethnic, cultural, and lin-
guistic backgrounds; 

(E) make service in more than one element 
of the intelligence community a condition of 
promotion to such positions within the intel-
ligence community as the Director shall 
specify; 

(F) ensure the effective management of in-
telligence community personnel who are re-
sponsible for intelligence community-wide 
matters; 

(G) provide for the effective management 
of human capital within the intelligence 
community, including— 

(i) the alignment of human resource poli-
cies and programs of the elements of the in-
telligence community with the missions, 
goals, and organizational objectives of such 
elements and of the intelligence community 
overall; 

(ii) the assessment of workforce character-
istics and future needs and the establish-
ment of workforce development strategies to 
meet those needs based on relevant organiza-
tional missions and strategic plans; 

(iii) the sustainment of a culture that en-
courages and allows for the development of a 
high performing workforce; and 

(iv) the alignment of expectations for per-
sonnel performance with relevant organiza-
tional missions and strategic plans; 

(H) are consistent with the public employ-
ment principles of merit and fitness set forth 
under section 2301 of title 5, United States 
Code; and 

(I) include the enhancements required 
under section 114; 

(9) promote and evaluate the utility of na-
tional intelligence to consumers within the 
United States Government; 

(10) ensure that appropriate officials of the 
United States Government and other appro-
priate individuals have access to a variety of 
intelligence assessments and analytical 
views; 

(11) protect intelligence sources and meth-
ods from unauthorized disclosure; 

(12) establish requirements and procedures 
for the classification of intelligence informa-
tion and for access to classified intelligence 
information; 

(13) establish requirements and procedures 
for the dissemination of classified informa-
tion by elements of the intelligence commu-
nity; 

(14) establish intelligence reporting guide-
lines that maximize the dissemination of in-

formation while protecting intelligence 
sources and methods; 

(15) develop, in consultation with the heads 
of appropriate departments and agencies of 
the United States Government, an inte-
grated communications network that pro-
vides interoperable communications capa-
bilities among all elements of the intel-
ligence community and such other entities 
and persons as the Director considers appro-
priate; 

(16) establish standards for information 
technology and communications for the in-
telligence community; 

(17) ensure that the intelligence commu-
nity makes efficient and effective use of 
open-source information and analysis; 

(18) ensure compliance by elements of the 
intelligence community with the Constitu-
tion and all laws, regulations, Executive or-
ders, and implementing guidelines of the 
United States applicable to the intelligence 
and intelligence-related activities of the 
United States Government, including the 
provisions of the Constitution and all laws, 
regulations, Executive orders, and imple-
menting guidelines of the United States ap-
plicable to the protection of the privacy and 
civil liberties of United States persons; 

(19) eliminate waste and unnecessary dupli-
cation within the intelligence community; 
and 

(20) perform such other functions as the 
President may direct. 

(b) UNIFORM PROCEDURES FOR SENSITIVE 
COMPARTMENTED INFORMATION.—The Presi-
dent, acting through the National Intel-
ligence Director, shall establish uniform 
standards and procedures for the grant to 
sensitive compartmented information in ac-
cordance with section 115. 

(c) PERFORMANCE OF COMMON SERVICES.—(1) 
The National Intelligence Director shall, in 
consultation with the heads of departments 
and agencies of the United States Govern-
ment containing elements within the intel-
ligence community and with the Director of 
the Central Intelligence Agency, direct and 
coordinate the performance by the elements 
of the intelligence community within the 
National Intelligence Program of such serv-
ices as are of common concern to the intel-
ligence community, which services the Na-
tional Intelligence Director determines can 
be more efficiently accomplished in a con-
solidated manner. 

(2) The services performed under paragraph 
(1) shall include research and development 
on technology for use in national intel-
ligence missions. 

(d) REGULATIONS.—The National Intel-
ligence Director may prescribe regulations 
relating to the discharge and enforcement of 
the responsibilities of the Director under 
this section. 

SEC. 113. AUTHORITIES OF NATIONAL INTEL-
LIGENCE DIRECTOR. 

(a) ACCESS TO INTELLIGENCE.—Unless other-
wise directed by the President, the National 
Intelligence Director shall have access to all 
intelligence related to the national security 
which is collected by any department, agen-
cy, or other element of the United States 
Government. 

(b) DETERMINATION OF BUDGETS FOR NIP 
AND OTHER INTELLIGENCE ACTIVITIES.—The 
National Intelligence Director shall deter-
mine the annual budget for the intelligence 
and intelligence-related activities of the 
United States Government under section 
112(a)(1) by— 

(1) providing to the heads of the depart-
ments containing agencies or elements with-
in the intelligence community and that have 
one or more programs, projects, or activities 
within the National Intelligence program, 
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and to the heads of such agencies and ele-
ments, guidance for development the Na-
tional Intelligence Program budget per-
taining to such agencies or elements; 

(2) developing and presenting to the Presi-
dent an annual budget for the National Intel-
ligence Program after consultation with the 
heads of agencies or elements, and the heads 
of their respective departments, under para-
graph (1), including, in furtherance of such 
budget, the review, modification, and ap-
proval of budgets of the agencies or elements 
of the intelligence community with one or 
more programs, projects, or activities within 
the National Intelligence Program utilizing 
the budget authorities in subsection (c)(1); 

(3) providing guidance on the development 
of annual budgets for each element of the in-
telligence community that does not have 
any program, project, or activity within the 
National Intelligence Program utilizing the 
budget authorities in subsection (c)(2); 

(4) participating in the development by the 
Secretary of Defense of the annual budget 
for military intelligence programs and ac-
tivities outside the National Intelligence 
Program; 

(5) receiving the appropriations for the Na-
tional Intelligence Program as specified in 
subsection (d) and allotting and allocating 
funds to agencies and elements of the intel-
ligence community; and 

(6) managing and overseeing the execution 
by the agencies or elements of the intel-
ligence community, and, if necessary, the 
modification of the annual budget for the 
National Intelligence Program, including di-
recting the reprogramming and transfer of 
funds, and the transfer of personnel, among 
and between elements of the intelligence 
community within the National Intelligence 
Program utilizing the authorities in sub-
sections (f) and (g). 

(c) BUDGET AUTHORITIES.—(1)(A) In devel-
oping and presenting an annual budget for 
the elements of the intelligence community 
within the National Intelligence Program 
under subsection (b)(1), the National Intel-
ligence Director shall coordinate, prepare, 
and present to the President the annual 
budgets of those elements, in consultation 
with the heads of those elements. 

(B) If any portion of the budget for an ele-
ment of the intelligence community within 
the National Intelligence Program is pre-
pared outside the Office of the National In-
telligence Director, the Director— 

(i) shall approve such budget before sub-
mission to the President; and 

(ii) may require modifications of such 
budget to meet the requirements and prior-
ities of the Director before approving such 
budget under clause (i). 

(C) The budget of an agency or element of 
the intelligence community with one or 
more programs, projects, or activities within 
the National Intelligence Program may not 
be provided to the President unless the Di-
rector has first approved such budget. 

(2)(A) The Director shall provide guidance 
for the development of the annual budgets 
for each agency or element of the intel-
ligence community that does not have any 
program, project, or activity within the Na-
tional Intelligence Program. 

(B) The heads of the agencies or elements 
of the intelligence community, and the heads 
of their respective departments, referred to 
in subparagraph (A) shall coordinate closely 
with the Director in the development of the 
budgets of such agencies or elements, before 
the submission of their recommendations on 
such budgets to the President. 

(d) JURISDICTION OF FUNDS UNDER NIP.—(1) 
Notwithstanding any other provision of law 
and consistent with section 504 of the Na-
tional Security Act of 1947 (50 U.S.C. 414), 
any amounts appropriated or otherwise made 

available for the National Intelligence Pro-
gram shall be appropriated to the National 
Intelligence Authority and, pursuant to sub-
section (e), under the direct jurisdiction of 
the National Intelligence Director. 

(2) The Director shall manage and oversee 
the execution by each element of the intel-
ligence community of any amounts appro-
priated or otherwise made available to such 
element under the National Intelligence Pro-
gram. 

(e) ACCOUNTS FOR ADMINISTRATION OF NIP 
FUNDS.—(1) The Secretary of the Treasury 
shall, in consultation with the National In-
telligence Director, establish accounts for 
the funds under the jurisdiction of the Direc-
tor under subsection (d) for purposes of car-
rying out the responsibilities and authorities 
of the Director under this Act with respect 
to the National Intelligence Program. 

(2) The National Intelligence Director 
shall— 

(A) control and manage the accounts es-
tablished under paragraph (1); and 

(B) with the concurrence of the Director of 
the Office of Management and Budget, estab-
lish procedures governing the use (including 
transfers and reprogrammings) of funds in 
such accounts. 

(3)(A) To the extent authorized by law, a 
certifying official shall follow the procedures 
established under paragraph (2)(B) with re-
gard to each account established under para-
graph (1). Disbursements from any such ac-
count shall only be made against a valid ob-
ligation of such account. 

(B) In this paragraph, the term ‘‘certifying 
official’, with respect to an element of the 
intelligence community, means an employee 
of the element who has responsibilities spec-
ified in section 3528(a) of title 31, United 
States Code. 

(4) The National Intelligence Director shall 
allot funds deposited in an account estab-
lished under paragraph (1) directly to the 
head of the elements of the intelligence com-
munity concerned in accordance with the 
procedures established under paragraph 
(2)(B). 

(5) Each account established under para-
graph (1) shall be subject to chapters 13 and 
15 of title 31, United States Code, other than 
sections 1503 and 1556 of that title. 

(6) Nothing in this subsection shall be con-
strued to impair or otherwise affect the au-
thority granted by subsection (g)(3) or by 
section 5 or 8 of the Central Intelligence 
Agency Act of 1949 (50 U.S.C. 403f, 403j). 

(f) ROLE IN REPROGRAMMING OR TRANSFER 
OF NIP FUNDS BY ELEMENTS OF INTELLIGENCE 
COMMUNITY.—(1) No funds made available 
under the National Intelligence Program 
may be reprogrammed or transferred by any 
agency or element of the intelligence com-
munity without the prior approval of the Na-
tional Intelligence Director except in accord-
ance with procedures issued by the Director. 

(2) The head of the department concerned 
shall consult with the Director before re-
programming or transferring funds appro-
priated or otherwise made available to an 
agency or element of the intelligence com-
munity that does not have any program, 
project, or activity within the National In-
telligence Program. 

(3) The Director shall, before reprogram-
ming funds appropriated or otherwise made 
available for an element of the intelligence 
community within the National Intelligence 
Program, consult with the head of the de-
partment or agency having jurisdiction over 
such element regarding such reprogramming. 

(4)(A) The Director shall consult with the 
appropriate committees of Congress regard-
ing modifications of existing procedures to 
expedite the reprogramming of funds within 
the National Intelligence Program. 

(B) Any modification of procedures under 
subparagraph (A) shall include procedures 

for the notification of the appropriate com-
mittees of Congress of any objection raised 
by the head of a department or agency to a 
reprogramming proposed by the Director as 
a result of consultations under paragraph (3). 

(g) TRANSFER OR REPROGRAMMING OF FUNDS 
AND TRANSFER OF PERSONNEL WITHIN NIP.— 
(1) In addition to any other authorities avail-
able under law for such purposes, the Na-
tional Intelligence Director, with the ap-
proval of the Director of the Office of Man-
agement and Budget and after consultation 
with the heads of the departments con-
taining agencies or elements within the in-
telligence community to the extent their 
subordinate agencies or elements are af-
fected, with the heads of such subordinate 
agencies or elements, and with the Director 
of the Central Intelligence Agency to the ex-
tent the Central Intelligence Agency is af-
fected, may— 

(A) transfer or reprogram funds appro-
priated for a program within the National 
Intelligence Program to another such pro-
gram; 

(B) review, and approve or disapprove, any 
proposal to transfer or reprogram funds from 
appropriations that are not for the National 
Intelligence Program to appropriations for 
the National Intelligence Program; 

(C) in accordance with procedures to be de-
veloped by the National Intelligence Direc-
tor, transfer personnel of the intelligence 
community funded through the National In-
telligence Program from one element of the 
intelligence community to another element 
of the intelligence community; and 

(D) in accordance with procedures to be de-
veloped by the National Intelligence Direc-
tor and the heads of the departments and 
agencies concerned, transfer personnel of the 
intelligence community not funded through 
the National Intelligence Program from one 
element of the intelligence community to 
another element of the intelligence commu-
nity. 

(2) A transfer of funds or personnel may be 
made under this subsection only if— 

(A) the funds or personnel are being trans-
ferred to an activity that is a higher priority 
intelligence activity; 

(B) the transfer does not involve a transfer 
of funds to the Reserve for Contingencies of 
the National Intelligence Director; or 

(C) the transfer does not exceed applicable 
ceilings established in law for such transfers. 

(3) Funds transferred under this subsection 
shall remain available for the same period as 
the appropriations account to which trans-
ferred. 

(4) Any transfer of funds under this sub-
section shall be carried out in accordance 
with existing procedures applicable to re-
programming notifications for the appro-
priate congressional committees. Any pro-
posed transfer for which notice is given to 
the appropriate congressional committees 
shall be accompanied by a report explaining 
the nature of the proposed transfer and how 
it satisfies the requirements of this sub-
section. In addition, the congressional intel-
ligence committees shall be promptly noti-
fied of any transfer of funds made pursuant 
to this subsection in any case in which the 
transfer would not have otherwise required 
reprogramming notification under proce-
dures in effect as of October 24, 1992. 

(5)(A) The National Intelligence Director 
shall promptly submit to the appropriate 
committees of Congress a report on any 
transfer of personnel made pursuant to this 
subsection. The Director shall include in any 
such report an explanation of the nature of 
the transfer and how it satisfies the require-
ments of this subsection. 

(B) In this paragraph, the term ‘‘appro-
priate committees of Congress’’ means— 
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(i)(I) the Committee on Appropriations and 

the Select Committee on Intelligence of the 
Senate; and 

(II) the Committee on Appropriations and 
the Permanent Select Committee on Intel-
ligence of the House of Representatives; 

(ii) in the case of a transfer of personnel to 
or from the Department of Defense— 

(I) the committees and select committees 
referred to in clause (i); 

(II) the Committee on Armed Services of 
the Senate; and 

(III) the Committee on Armed Services of 
the House of Representatives; 

(iii) in the case of a transfer of personnel 
to or from the Federal Bureau of Investiga-
tion— 

(I) the committees and select committees 
referred to in clause (i); 

(II) the Committee on the Judiciary of the 
Senate; and 

(III) the Committee on the Judiciary of the 
House of Representatives; and 

(iv) in the case of a transfer of personnel to 
or from the Department of Homeland Secu-
rity— 

(I) the committees and select committees 
referred to in clause (i); 

(II) the Committee on Governmental Af-
fairs of the Senate; and 

(III) the Select Committee on Homeland 
Security of the House of Representatives. 

(h) INFORMATION TECHNOLOGY AND COMMU-
NICATIONS.—(1) In conforming with section 
205, in carrying out section 112(a)(16), the Na-
tional Intelligence Director shall— 

(A) establish standards for information 
technology and communications across the 
intelligence community; 

(B) develop an integrated information 
technology network and enterprise architec-
ture for the intelligence community, includ-
ing interface standards for interoperability 
to enable automated information-sharing 
among elements of the intelligence commu-
nity; 

(C) maintain an inventory of critical infor-
mation technology and communications sys-
tems, and eliminate unnecessary or duplica-
tive systems; 

(D) establish contingency plans for the in-
telligence community regarding information 
technology and communications; and 

(E) establish policies, doctrine, training, 
and other measures necessary to ensure that 
the intelligence community develops an in-
tegrated information technology and com-
munications network that ensures informa-
tion-sharing. 

(2) Consistent with section 205, the Direc-
tor shall take any action necessary, includ-
ing the setting of standards for information 
technology and communications across the 
intelligence community, to develop an inte-
grated information technology and commu-
nications network that ensures information- 
sharing across the intelligence community. 

(i) COORDINATION WITH FOREIGN GOVERN-
MENTS.—In a manner consistent with section 
207 of the Foreign Service Act of 1980 (22 
U.S.C. 3927), the National Intelligence Direc-
tor shall oversee and direct the Director of 
the Central Intelligence Agency in coordi-
nating, under section 103(f) of the National 
Security Act of 1947, the relationships be-
tween elements of the intelligence commu-
nity and the intelligence or security services 
of foreign governments on all matters in-
volving intelligence related to the national 
security or involving intelligence acquired 
through clandestine means. 

(j) OPEN SOURCE INFORMATION COLLEC-
TION.—The National Intelligence Director 
shall establish and maintain within the in-
telligence community an effective and effi-
cient open-source information collection ca-
pability. 

(k) ACCESS TO INFORMATION.—Except as 
otherwise directed by the President, the 

head of each element of the intelligence 
community shall promptly provide the Na-
tional Intelligence Director such informa-
tion in the possession or under the control of 
such element as the Director may request in 
order to facilitate the exercise of the au-
thorities and responsibilities of the Director 
under this Act. 
SEC. 114. ENHANCED PERSONNEL MANAGEMENT. 

(a) REWARDS FOR SERVICE IN CERTAIN POSI-
TIONS.—(1) The National Intelligence Direc-
tor shall prescribe regulations to provide in-
centives for service on the staff of the na-
tional intelligence centers, on the staff of 
the National Counterterrorism Center, and 
in other positions in support of the intel-
ligence community management functions of 
the Director. 

(2) Incentives under paragraph (1) may in-
clude financial incentives, bonuses, and such 
other awards and incentives as the Director 
considers appropriate. 

(b) ENHANCED PROMOTION FOR SERVICE 
UNDER NID.—Notwithstanding any other 
provision of law, the National Intelligence 
Director shall ensure that personnel of an 
element of the intelligence community who 
are assigned or detailed to service under the 
National Intelligence Director shall be pro-
moted at rates equivalent to or better than 
personnel of such element who are not so as-
signed or detailed. 

(c) JOINT CAREER MATTERS.—(1) In carrying 
out section 112(a)(8), the National Intel-
ligence Director shall prescribe mechanisms 
to facilitate the rotation of personnel of the 
intelligence community through various ele-
ments of the intelligence community in the 
course of their careers in order to facilitate 
the widest possible understanding by such 
personnel of the variety of intelligence re-
quirements, methods, and disciplines. 

(2) The mechanisms prescribed under para-
graph (1) may include the following: 

(A) The establishment of special occupa-
tional categories involving service, over the 
course of a career, in more than one element 
of the intelligence community. 

(B) The provision of rewards for service in 
positions undertaking analysis and planning 
of operations involving two or more ele-
ments of the intelligence community. 

(C) The establishment of requirements for 
education, training, service, and evaluation 
that involve service in more than one ele-
ment of the intelligence community. 

(3) It is the sense of Congress that the 
mechanisms prescribed under this subsection 
should, to the extent practical, seek to dupli-
cate within the intelligence community the 
joint officer management policies estab-
lished by the Goldwater–Nichols Department 
of Defense Reorganization Act of 1986 (Public 
Law 99–433) and the amendments on joint of-
ficer management made by that Act. 
SEC. 115. SECURITY CLEARANCES. 

(a) IN GENERAL.—The President, in con-
sultation with the National Intelligence Di-
rector, the department, agency, or element 
selected under (b), and other appropriate of-
ficials shall— 

(1) establish uniform standards and proce-
dures for the grant of access to classified in-
formation for employees and contractor per-
sonnel of the United States Government who 
require access to such information; 

(2) ensure the consistent implementation 
of the standards and procedures established 
under paragraph (1) throughout the depart-
ments, agencies, and elements of the United 
States Government and under contracts en-
tered into by such departments, agencies, 
and elements; 

(3) ensure that an individual who is grant-
ed or continued eligibility for access to clas-
sified information is treated by each depart-
ment, agency, or element of the executive 

branch as eligible for access to classified in-
formation at that level for all purposes of 
each such department, agency, or element, 
regardless of which department, agency, or 
element of the executive branch granted or 
continued the eligibility of such individual 
for access to classified information; 

(4) establish uniform requirements and 
standards, including for security question-
naires, financial disclosure requirements, 
and standards for administering polygraph 
examinations, to be utilized for the perform-
ance of security clearance investigations, in-
cluding by the contractors conducting such 
investigations; and 

(5) ensure that the database established 
under subsection (b)(2)(B) meets the needs of 
the intelligence community. 

(b) PERFORMANCE OF SECURITY CLEARANCE 
INVESTIGATIONS.—(1) Not later than 45 days 
after the date of the enactment of this Act, 
the President shall select a single depart-
ment, agency, or element of the executive 
branch to conduct all security clearance in-
vestigations of employees and contractor 
personnel of the United States Government 
who require access to classified information 
and to provide and maintain all security 
clearances of such employees and contractor 
personnel. 

(2) The department, agency, or element se-
lected under paragraph (1) shall— 

(A) take all necessary actions to carry out 
the requirements of this section, including 
entering into a memorandum of under-
standing with any agency carrying out re-
sponsibilities relating to security clearances 
or security clearance investigations before 
the date of the enactment of this Act; 

(B) as soon as practicable, establish and 
maintain a single database for tracking secu-
rity clearance applications, security clear-
ance investigations, and determinations of 
eligibility for security clearances, which 
database shall incorporate applicable ele-
ments of similar databases in existence on 
the date of the enactment of this Act; and 

(C) ensure that security clearance inves-
tigations are conducted in accordance with 
uniform standards and requirements estab-
lished under subsection (a)(4), including uni-
form security questionnaires and financial 
disclosure requirements. 

(c) ADJUDICATION AND GRANT OF SECURITY 
CLEARANCES.—(1) Each agency that adju-
dicates and grants security clearances as of 
the date of the enactment of this Act may 
continue to adjudicate and grant security 
clearances after that date. 

(2) Each agency that adjudicates and 
grants security clearances shall specify to 
the department, agency, or element selected 
under subsection (b) the level of security 
clearance investigation required for an indi-
vidual under its jurisdiction. 

(3) Upon granting or continuing eligibility 
for access to classified information to an in-
dividual under its jurisdiction, an agency 
that adjudicates and grants security clear-
ances shall submit to the department, agen-
cy, or element selected under subsection (b) 
notice of that action, including the level of 
access to classified information granted. 

(d) UTILIZATION OF PERSONNEL.—There 
shall be transferred to the department, agen-
cy, or element selected under subsection (b) 
any personnel of any executive agency whose 
sole function as of the date of the enactment 
of this Act is the performance of security 
clearance investigations. 

(e) TRANSITION.—The President shall take 
appropriate actions to ensure that the per-
formance of security clearance investiga-
tions under this section commences not later 
than one year after the date of the enact-
ment of this Act. 
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SEC. 116. NATIONAL INTELLIGENCE RESERVE 

CORPS. 
(a) ESTABLISHMENT.—The National Intel-

ligence Director may provide for the estab-
lishment and training of a National Intel-
ligence Reserve Corps (in this section re-
ferred to as ‘‘National Intelligence Reserve 
Corps’’) for the temporary reemployment on 
a voluntary basis of former employees of ele-
ments of the intelligence community during 
periods of emergency, as determined by the 
Director. 

(b) ELIGIBLE INDIVIDUALS.—An individual 
may participate in the National Intelligence 
Reserve Corps only if the individual pre-
viously served as a full time employee of an 
element of the intelligence community. 

(c) LIMITATION ON MEMBERSHIP.—The total 
number of individuals who are members of 
the National Intelligence Reserve Corps at 
any given time may not exceed 200 individ-
uals. 

(d) TERMS OF PARTICIPATION.—The Na-
tional Intelligence Director shall prescribe 
the terms and conditions under which eligi-
ble individuals may participate in the Na-
tional Intelligence Reserve Corps. 

(e) EXPENSES.—The National Intelligence 
Director may provide members of the Na-
tional Intelligence Reserve Corps transpor-
tation and per diem in lieu of subsistence for 
purposes of participating in any training 
that relates to service as a member of the 
Reserve Corps. 

(f) TREATMENT OF ANNUITANTS.—(1) If an 
annuitant receiving an annuity from the 
Civil Service Retirement and Disability 
Fund becomes temporarily reemployed pur-
suant to this section, such annuity shall not 
be discontinued thereby. 

(2) An annuitant so reemployed shall not 
be considered an employee for the purposes 
of chapter 83 or 84 of title 5, United States 
Code. 

(g) TREATMENT UNDER NATIONAL INTEL-
LIGENCE AUTHORITY PERSONNEL CEILING.—A 
member of the National Intelligence Reserve 
Corps who is reemployed on a temporary 
basis pursuant to this section shall not count 
against any personnel ceiling applicable to 
the National Intelligence Authority. 
SEC. 117. APPOINTMENT AND TERMINATION OF 

CERTAIN OFFICIALS RESPONSIBLE 
FOR INTELLIGENCE-RELATED AC-
TIVITIES. 

(a) RECOMMENDATION OF NID IN CERTAIN 
APPOINTMENT.—In the event of a vacancy in 
the position of Director of the Central Intel-
ligence Agency, the National Intelligence Di-
rector shall recommend to the President an 
individual for nomination to fill the va-
cancy. 

(b) CONCURRENCE OF SECRETARY OF DE-
FENSE IN CERTAIN APPOINTMENTS REC-
OMMENDED BY NID.—(1) In the event of a va-
cancy in a position referred to in paragraph 
(2), the National Intelligence Director shall 
obtain the concurrence of the Secretary of 
Defense before recommending to the Presi-
dent an individual for nomination to fill 
such vacancy. If the Secretary does not con-
cur in the recommendation, the Director 
may make the recommendation to the Presi-
dent without the concurrence of the Sec-
retary, but shall include in the recommenda-
tion a statement that the Secretary does not 
concur in the recommendation. 

(2) Paragraph (1) applies to the following 
positions: 

(A) The Director of the National Security 
Agency. 

(B) The Director of the National Recon-
naissance Office. 

(C) The Director of the National 
Geospatial-Intelligence Agency. 

(c) CONCURRENCE OF NID IN CERTAIN AP-
POINTMENTS.—(1) In the event of a vacancy in 
a position referred to in paragraph (2), the 

head of the department or agency having ju-
risdiction over the position shall obtain the 
concurrence of the National Intelligence Di-
rector before appointing an individual to fill 
the vacancy or recommending to the Presi-
dent an individual to be nominated to fill the 
vacancy. If the Director does not concur in 
the recommendation, the head of the depart-
ment or agency concerned may fill the va-
cancy or make the recommendation to the 
President (as the case may be) without the 
concurrence of the Director, but shall notify 
the President that the Director does not con-
cur in appointment or recommendation (as 
the case may be). 

(2) Paragraph (1) applies to the following 
positions: 

(A) The Under Secretary of Defense for In-
telligence. 

(B) The Assistant Secretary of Homeland 
Security for Information Analysis. 

(C) The Director of the Defense Intel-
ligence Agency. 

(D) The Executive Assistant Director for 
Intelligence of the Federal Bureau of Inves-
tigation. 

(d) RECOMMENDATION OF NID ON TERMI-
NATION OF SERVICE.—(1) The National Intel-
ligence Director may recommend to the 
President or the head of the department or 
agency concerned the termination of service 
of any individual serving in any position cov-
ered by this section. 

(2) In the event the Director intends to rec-
ommend to the President the termination of 
service of an individual under paragraph (1), 
the Director shall seek the concurrence of 
the head of the department or agency con-
cerned. If the head of the department or 
agency concerned does not concur in the rec-
ommendation, the Director may make the 
recommendation to the President without 
the concurrence of the head of the depart-
ment or agency concerned, but shall notify 
the President that the head of the depart-
ment or agency concerned does not concur in 
the recommendation. 
SEC. 118. RESERVE FOR CONTINGENCIES OF THE 

NATIONAL INTELLIGENCE DIREC-
TOR. 

(a) ESTABLISHMENT.—There is hereby es-
tablished on the books of the Treasury an ac-
count to be known as the Reserve for Contin-
gencies of the National Intelligence Direc-
tor. 

(b) ELEMENTS.—The Reserve shall consist 
of the following elements: 

(1) Amounts authorized to be appropriated 
to the Reserve. 

(2) Any amounts authorized to be trans-
ferred to or deposited in the Reserve by law. 

(c) AVAILABILITY.—Amounts in the Reserve 
shall be available for such purposes as are 
provided by law. 

(d) TRANSFER OF FUNDS OF RESERVE FOR 
CONTINGENCIES OF CIA.—There shall be 
transferred to the Reserve for Contingencies 
of the National Intelligence Director all un-
obligated balances of the Reserve for Contin-
gencies of the Central Intelligence Agency as 
of the date of the enactment of this Act. 

Subtitle C—Office of the National 
Intelligence Director 

SEC. 121. OFFICE OF THE NATIONAL INTEL-
LIGENCE DIRECTOR. 

(a) OFFICE OF NATIONAL INTELLIGENCE DI-
RECTOR.—There is within the National Intel-
ligence Authority an Office of the National 
Intelligence Director. 

(b) FUNCTION.—The function of the Office of 
the National Intelligence Director is to as-
sist the National Intelligence Director in 
carrying out the duties and responsibilities 
of the Director under this Act, the National 
Security Act of 1947 (50 U.S.C. 401 et seq.), 
and other applicable provisions of law, and 
to carry out such other duties as may be pre-
scribed by the President or by law. 

(c) COMPOSITION.—The Office of the Na-
tional Intelligence Director is composed of 
the following: 

(1) The Principal Deputy National Intel-
ligence Director. 

(2) Any Deputy National Intelligence Di-
rector appointed under section 122(b). 

(3) The National Intelligence Council. 
(4) The General Counsel of the National In-

telligence Authority. 
(5) The Intelligence Comptroller. 
(6) The Officer for Civil Rights and Civil 

Liberties of the National Intelligence Au-
thority. 

(7) The Privacy Officer of the National In-
telligence Authority. 

(8) The Chief Information Officer of the Na-
tional Intelligence Authority. 

(9) The Chief Human Capital Officer of the 
National Intelligence Authority. 

(10) The Chief Financial Officer of the Na-
tional Intelligence Authority. 

(11) The National Counterintelligence Ex-
ecutive (including the Office of the National 
Counterintelligence Executive). 

(12) Such other offices and officials as may 
be established by law or the Director may es-
tablish or designate in the Office. 

(d) STAFF.—(1) To assist the National In-
telligence Director in fulfilling the duties 
and responsibilities of the Director, the Di-
rector shall employ and utilize in the Office 
of the National Intelligence Director a pro-
fessional staff having an expertise in matters 
relating to such duties and responsibilities, 
and may establish permanent positions and 
appropriate rates of pay with respect to that 
staff. 

(2) The staff of the Office of the National 
Intelligence Director under paragraph (1) 
shall include the staff of the Office of the 
Deputy Director of Central Intelligence for 
Community Management that is transferred 
to the Office of the National Intelligence Di-
rector under section 321. 

(e) PROHIBITION ON CO-LOCATION WITH 
OTHER ELEMENTS OF INTELLIGENCE COMMU-
NITY.—Commencing as of October 1, 2006, the 
Office of the National Intelligence Director 
may not be co-located with any other ele-
ment of the intelligence community. 
SEC. 122. DEPUTY NATIONAL INTELLIGENCE DI-

RECTORS. 
(a) PRINCIPAL DEPUTY NATIONAL INTEL-

LIGENCE DIRECTOR.—(1) There is a Principal 
Deputy National Intelligence Director who 
shall be appointed by the President, by and 
with the advice and consent of the Senate. 

(2) In the event of a vacancy in the posi-
tion of Principal Deputy National Intel-
ligence Director, the National Intelligence 
Director shall recommend to the President 
an individual for appointment as Principal 
Deputy National Intelligence Director. 

(3) Any individual nominated for appoint-
ment as Principal Deputy National Intel-
ligence Director shall have extensive na-
tional security experience and management 
expertise. 

(4) The individual serving as Principal Dep-
uty National Intelligence Director may not, 
while so serving, serve in any capacity in 
any other element of the intelligence com-
munity, except to the extent that the indi-
vidual serving as Principal Deputy National 
Intelligence Director is doing so in an acting 
capacity. 

(5) The Principal Deputy National Intel-
ligence Director shall assist the National In-
telligence Director in carrying out the duties 
and responsibilities of the Director. 

(6) The Principal Deputy National Intel-
ligence Director shall act for, and exercise 
the powers of, the National Intelligence Di-
rector during the absence or disability of the 
National Intelligence Director or during a 
vacancy in the position of National Director 
of Intelligence. 
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(b) DEPUTY NATIONAL INTELLIGENCE DIREC-

TORS.—(1) There may be not more than four 
Deputy National Intelligence Directors who 
shall be appointed by the President. 

(2) In the event of a vacancy in any posi-
tion of Deputy National Intelligence Direc-
tor established under this subsection, the 
National Intelligence Director shall rec-
ommend to the President an individual for 
appointment to such position. 

(3) Each Deputy National Intelligence Di-
rector appointed under this subsection shall 
have such duties, responsibilities, and au-
thorities as the National Intelligence Direc-
tor may assign or are specified by law. 
SEC. 123. NATIONAL INTELLIGENCE COUNCIL. 

(a) NATIONAL INTELLIGENCE COUNCIL.— 
There is a National Intelligence Council. 

(b) COMPOSITION.—(1) The National Intel-
ligence Council shall be composed of senior 
analysts within the intelligence community 
and substantive experts from the public and 
private sector, who shall be appointed by, re-
port to, and serve at the pleasure of, the Na-
tional Intelligence Director. 

(2) The Director shall prescribe appropriate 
security requirements for personnel ap-
pointed from the private sector as a condi-
tion of service on the Council, or as contrac-
tors of the Council or employees of such con-
tractors, to ensure the protection of intel-
ligence sources and methods while avoiding, 
wherever possible, unduly intrusive require-
ments which the Director considers to be un-
necessary for this purpose. 

(c) DUTIES AND RESPONSIBILITIES.—(1) The 
National Intelligence Council shall— 

(A) produce national intelligence estimates 
for the United States Government, including 
alternative views held by elements of the in-
telligence community and other information 
as specified in paragraph (2); 

(B) evaluate community-wide collection 
and production of intelligence by the intel-
ligence community and the requirements 
and resources of such collection and produc-
tion; and 

(C) otherwise assist the National Intel-
ligence Director in carrying out the respon-
sibilities of the Director under section 111. 

(2) The National Intelligence Director shall 
ensure that the Council satisfies the needs of 
policymakers and other consumers of intel-
ligence by ensuring that each national intel-
ligence estimate under paragraph (1)— 

(A) states separately, and distinguishes be-
tween, the intelligence underlying such esti-
mate and the assumptions and judgments of 
analysts with respect to such intelligence 
and such estimate; 

(B) describes the quality and reliability of 
the intelligence underlying such estimate; 

(C) presents and explains alternative con-
clusions, if any, with respect to the intel-
ligence underlying such estimate and such 
estimate; and 

(D) characterizes the uncertainties, if any, 
and confidence in such estimate. 

(d) SERVICE AS SENIOR INTELLIGENCE ADVIS-
ERS.—Within their respective areas of exper-
tise and under the direction of the National 
Intelligence Director, the members of the 
National Intelligence Council shall con-
stitute the senior intelligence advisers of the 
intelligence community for purposes of rep-
resenting the views of the intelligence com-
munity within the United States Govern-
ment. 

(e) AUTHORITY TO CONTRACT.—Subject to 
the direction and control of the National In-
telligence Director, the National Intel-
ligence Council may carry out its respon-
sibilities under this section by contract, in-
cluding contracts for substantive experts 
necessary to assist the Council with par-
ticular assessments under this section. 

(f) STAFF.—The National Intelligence Di-
rector shall make available to the National 

Intelligence Council such staff as may be 
necessary to permit the Council to carry out 
its responsibilities under this section. 

(g) AVAILABILITY OF COUNCIL AND STAFF.— 
(1) The National Intelligence Director shall 
take appropriate measures to ensure that 
the National Intelligence Council and its 
staff satisfy the needs of policymaking offi-
cials and other consumers of intelligence. 

(2) The Council shall be readily accessible 
to policymaking officials and other appro-
priate individuals not otherwise associated 
with the intelligence community. 

(h) SUPPORT.—The heads of the elements of 
the intelligence community shall, as appro-
priate, furnish such support to the National 
Intelligence Council, including the prepara-
tion of intelligence analyses, as may be re-
quired by the National Intelligence Director. 
SEC. 124. GENERAL COUNSEL OF THE NATIONAL 

INTELLIGENCE AUTHORITY. 
(a) GENERAL COUNSEL OF NATIONAL INTEL-

LIGENCE AUTHORITY.—There is a General 
Counsel of the National Intelligence Author-
ity who shall be appointed from civilian life 
by the President, by and with the advice and 
consent of the Senate. 

(b) PROHIBITION ON DUAL SERVICE AS GEN-
ERAL COUNSEL OF ANOTHER AGENCY.—The in-
dividual serving in the position of General 
Counsel of the National Intelligence Author-
ity may not, while so serving, also serve as 
the General Counsel of any other depart-
ment, agency, or element of the United 
States Government. 

(c) SCOPE OF POSITION.—The General Coun-
sel of the National Intelligence Authority is 
the chief legal officer of the National Intel-
ligence Authority. 

(d) FUNCTIONS.—The General Counsel of the 
National Intelligence Authority shall per-
form such functions as the National Intel-
ligence Director may prescribe. 
SEC. 125. INTELLIGENCE COMPTROLLER. 

(a) INTELLIGENCE COMPTROLLER.—There is 
an Intelligence Comptroller who shall be ap-
pointed from civilian life by the National In-
telligence Director. 

(b) SUPERVISION.—The Intelligence Comp-
troller shall report directly to the National 
Intelligence Director. 

(c) DUTIES.—The Intelligence Comptroller 
shall— 

(1) assist the National Intelligence Direc-
tor in the preparation and execution of the 
budget of the elements of the intelligence 
community within the National Intelligence 
Program; 

(2) assist the Director in participating in 
the development by the Secretary of Defense 
of the annual budget for military intel-
ligence programs and activities outside the 
National Intelligence Program; 

(3) provide unfettered access to the Direc-
tor to financial information under the Na-
tional Intelligence Program; 

(4) perform such other duties as may be 
prescribed by the Director or specified by 
law. 
SEC. 126. OFFICER FOR CIVIL RIGHTS AND CIVIL 

LIBERTIES OF THE NATIONAL IN-
TELLIGENCE AUTHORITY. 

(a) OFFICER FOR CIVIL RIGHTS AND CIVIL 
LIBERTIES OF NATIONAL INTELLIGENCE AU-
THORITY.—There is an Officer for Civil Rights 
and Civil Liberties of the National Intel-
ligence Authority who shall be appointed by 
the President. 

(b) SUPERVISION.—The Officer for Civil 
Rights and Civil Liberties of the National In-
telligence Authority shall report directly to 
the National Intelligence Director. 

(c) DUTIES.—The Officer for Civil Rights 
and Civil Liberties of the National Intel-
ligence Authority shall— 

(1) assist the National Intelligence Direc-
tor in ensuring that the protection of civil 

rights and civil liberties, as provided in the 
Constitution, laws, regulations, and Execu-
tive orders of the United States, is appro-
priately incorporated in— 

(A) the policies and procedures developed 
for and implemented by the National Intel-
ligence Authority; 

(B) the policies and procedures regarding 
the relationships among the elements of the 
intelligence community within the National 
Intelligence Program; and 

(C) the policies and procedures regarding 
the relationships between the elements of 
the intelligence community within the Na-
tional Intelligence Program and the other 
elements of the intelligence community; 

(2) oversee compliance by the Authority, 
and in the relationships described in para-
graph (1), with requirements under the Con-
stitution and all laws, regulations, Executive 
orders, and implementing guidelines relating 
to civil rights and civil liberties; 

(3) review, investigate, and assess com-
plaints and other information indicating pos-
sible abuses of civil rights or civil liberties, 
as provided in the Constitution, laws, regula-
tions, and Executive orders of the United 
States, in the administration of the pro-
grams and operations of the Authority, and 
in the relationships described in paragraph 
(1), unless, in the determination of the In-
spector General of the National Intelligence 
Authority, the review, investigation, or as-
sessment of a particular complaint or infor-
mation can better be conducted by the In-
spector General; 

(4) coordinate with the Privacy Officer of 
the National Intelligence Authority to en-
sure that programs, policies, and procedures 
involving civil rights, civil liberties, and pri-
vacy considerations are addressed in an inte-
grated and comprehensive manner; and 

(5) perform such other duties as may be 
prescribed by the Director or specified by 
law. 
SEC. 127. PRIVACY OFFICER OF THE NATIONAL 

INTELLIGENCE AUTHORITY. 
(a) PRIVACY OFFICER OF NATIONAL INTEL-

LIGENCE AUTHORITY.—There is a Privacy Offi-
cer of the National Intelligence Authority 
who shall be appointed by the National Intel-
ligence Director. 

(b) DUTIES.—(1) The Privacy Officer of the 
National Intelligence Authority shall have 
primary responsibility for the privacy policy 
of the National Intelligence Authority (in-
cluding in the relationships among the ele-
ments of the intelligence community within 
the National Intelligence Program and the 
relationships between the elements of the in-
telligence community within the National 
Intelligence Program and the other elements 
of the intelligence community). 

(2) In discharging the responsibility under 
paragraph (1), the Privacy Officer shall— 

(A) assure that the use of technologies sus-
tain, and do not erode, privacy protections 
relating to the use, collection, and disclosure 
of personal information; 

(B) assure that personal information con-
tained in Privacy Act systems of records is 
handled in full compliance with fair informa-
tion practices as set out in the Privacy Act 
of 1974; 

(C) conduct privacy impact assessments 
when appropriate or as required by law; and 

(D) coordinate with the Officer for Civil 
Rights and Civil Liberties of the National In-
telligence Authority to ensure that pro-
grams, policies, and procedures involving 
civil rights, civil liberties, and privacy con-
siderations are addressed in an integrated 
and comprehensive manner. 
SEC. 128. CHIEF INFORMATION OFFICER OF THE 

NATIONAL INTELLIGENCE AUTHOR-
ITY. 

(a) CHIEF INFORMATION OFFICER OF NA-
TIONAL INTELLIGENCE AUTHORITY.—There is a 
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Chief Information Officer of the National In-
telligence Authority who shall be appointed 
by the National Intelligence Director. 

(b) DUTIES.—The Chief Information Officer 
of the National Intelligence Authority 
shall— 

(1) assist the National Intelligence Direc-
tor in implementing the responsibilities and 
executing the authorities related to informa-
tion technology under paragraphs (15) and 
(16) of section 112(a) and section 113(h); and 

(2) perform such other duties as may be 
prescribed by the Director or specified by 
law. 
SEC. 129. CHIEF HUMAN CAPITAL OFFICER OF 

THE NATIONAL INTELLIGENCE AU-
THORITY. 

(a) CHIEF HUMAN CAPITAL OFFICER OF NA-
TIONAL INTELLIGENCE AUTHORITY.—There is a 
Chief Human Capital Officer of the National 
Intelligence Authority who shall be ap-
pointed by the National Intelligence Direc-
tor. 

(b) DUTIES.—The Chief Human Capital Offi-
cer of the National Intelligence Authority 
shall— 

(1) have the functions and authorities pro-
vided for Chief Human Capital Officers under 
sections 1401 and 1402 of title 5, United States 
Code, with respect to the National Intel-
ligence Authority; and 

(2) advise and assist the National Intel-
ligence Director in exercising the authorities 
and responsibilities of the Director with re-
spect to the workforce of the intelligence 
community as a whole. 
SEC. 130. CHIEF FINANCIAL OFFICER OF THE NA-

TIONAL INTELLIGENCE AUTHORITY. 
(a) CHIEF FINANCIAL OFFICER OF NATIONAL 

INTELLIGENCE AUTHORITY.—There is a Chief 
Financial Officer of the National Intel-
ligence Authority who shall be designated by 
the President, in consultation with the Na-
tional Intelligence Director. 

(b) DESIGNATION REQUIREMENTS.—The des-
ignation of an individual as Chief Financial 
Officer of the National Intelligence Author-
ity shall be subject to applicable provisions 
of section 901(a) of title 31, United States 
Code. 

(c) AUTHORITIES AND FUNCTIONS.—The Chief 
Financial Officer of the National Intel-
ligence Authority shall have such authori-
ties, and carry out such functions, with re-
spect to the National Intelligence Authority 
as are provided for an agency Chief Financial 
Officer by section 902 of title 31, United 
States Code, and other applicable provisions 
of law. 

(d) COORDINATION WITH NIA COMP-
TROLLER.—(1) The Chief Financial Officer of 
the National Intelligence Authority shall co-
ordinate with the Comptroller of the Na-
tional Intelligence Authority in exercising 
the authorities and performing the functions 
provided for the Chief Financial Officer 
under this section. 

(2) The National Intelligence Director shall 
take such actions as are necessary to pre-
vent duplication of effort by the Chief Finan-
cial Officer of the National Intelligence Au-
thority and the Comptroller of the National 
Intelligence Authority. 

(e) INTEGRATION OF FINANCIAL SYSTEMS.— 
Subject to the supervision, direction, and 
control of the National Intelligence Direc-
tor, the Chief Financial Officer of the Na-
tional Intelligence Authority shall take ap-
propriate actions to ensure the timely and 
effective integration of the financial systems 
of the National Intelligence Authority (in-
cluding any elements or components trans-
ferred to the Authority by this Act), and of 
the financial systems of the Authority with 
applicable portions of the financial systems 
of the other elements of the intelligence 
community, as soon as possible after the 
date of the enactment of this Act. 

(f) PROTECTION OF ANNUAL FINANCIAL 
STATEMENT FROM DISCLOSURE.—The annual 
financial statement of the National Intel-
ligence Authority required under section 3515 
of title 31, United States Code— 

(1) shall be submitted in classified form; 
and 

(2) notwithstanding any other provision of 
law, shall be withheld from public disclosure. 
SEC. 131. NATIONAL COUNTERINTELLIGENCE EX-

ECUTIVE. 

(a) NATIONAL COUNTERINTELLIGENCE EXECU-
TIVE.—The National Counterintelligence Ex-
ecutive under section 902 of the Counter-
intelligence Enhancement Act of 2002 (title 
IX of Public Law 107–306; 50 U.S.C. 402b et 
seq.), as amended by section 309 of this Act, 
is a component of the Office of the National 
Intelligence Director. 

(b) DUTIES.—The National Counterintel-
ligence Executive shall perform the duties 
provided in the Counterintelligence En-
hancement Act of 2002, as so amended, and 
such other duties as may be prescribed by 
the National Intelligence Director or speci-
fied by law. 

Subtitle D—Additional Elements of National 
Intelligence Authority 

SEC. 141. INSPECTOR GENERAL OF THE NA-
TIONAL INTELLIGENCE AUTHORITY. 

(a) OFFICE OF INSPECTOR GENERAL OF NA-
TIONAL INTELLIGENCE AUTHORITY.—There is 
within the National Intelligence Authority 
an Office of the Inspector General of the Na-
tional Intelligence Authority. 

(b) PURPOSE.—The purpose of the Office of 
the Inspector General of the National Intel-
ligence Authority is to— 

(1) create an objective and effective office, 
appropriately accountable to Congress, to 
initiate and conduct independently inves-
tigations, inspections, and audits relating 
to— 

(A) the programs and operations of the Na-
tional Intelligence Authority; 

(B) the relationships among the elements 
of the intelligence community within the 
National Intelligence Program; and 

(C) the relationships between the elements 
of the intelligence community within the 
National Intelligence Program and the other 
elements of the intelligence community; 

(2) recommend policies designed— 
(A) to promote economy, efficiency, and ef-

fectiveness in the administration of such 
programs and operations, and in such rela-
tionships; and 

(B) to prevent and detect fraud and abuse 
in such programs, operations, and relation-
ships; 

(3) provide a means for keeping the Na-
tional Intelligence Director fully and cur-
rently informed about— 

(A) problems and deficiencies relating to 
the administration of such programs and op-
erations, and to such relationships; and 

(C) the necessity for, and the progress of, 
corrective actions; and 

(4) in the manner prescribed by this sec-
tion, ensure that the congressional intel-
ligence committees are kept similarly in-
formed of— 

(A) significant problems and deficiencies 
relating to the administration of such pro-
grams and operations, and to such relation-
ships; and 

(B) the necessity for, and the progress of, 
corrective actions. 

(c) INSPECTOR GENERAL OF NATIONAL INTEL-
LIGENCE AUTHORITY.—(1) There is an Inspec-
tor General of the National Intelligence Au-
thority, who shall be the head of the Office 
of the Inspector General of the National In-
telligence Authority, who shall be appointed 
by the President, by and with the advice and 
consent of the Senate. 

(2) The nomination of an individual for ap-
pointment as Inspector General shall be 
made— 

(A) without regard to political affiliation; 
(B) solely on the basis of integrity, compli-

ance with the security standards of the Na-
tional Intelligence Authority, and prior ex-
perience in the field of intelligence or na-
tional security; and 

(C) on the basis of demonstrated ability in 
accounting, financial analysis, law, manage-
ment analysis, public administration, or au-
diting. 

(3) The Inspector General shall report di-
rectly to and be under the general super-
vision of the National Intelligence Director. 

(4) The Inspector General may be removed 
from office only by the President. The Presi-
dent shall immediately communicate in 
writing to the congressional intelligence 
committees the reasons for the removal of 
any individual from the position of Inspector 
General. 

(d) DUTIES AND RESPONSIBILITIES.—It shall 
be the duty and responsibility of the Inspec-
tor General of the National Intelligence Au-
thority— 

(1) to provide policy direction for, and to 
plan, conduct, supervise, and coordinate 
independently, the investigations, inspec-
tions, and audits relating to the programs 
and operations of the National Intelligence 
Authority, the relationships among the ele-
ments of the intelligence community within 
the National Intelligence Program, and the 
relationships between the elements of the in-
telligence community within the National 
Intelligence Program and the other elements 
of the intelligence community to ensure 
they are conducted efficiently and in accord-
ance with applicable law and regulations; 

(2) to keep the National Intelligence Direc-
tor fully and currently informed concerning 
violations of law and regulations, violations 
of civil liberties and privacy, and fraud and 
other serious problems, abuses, and defi-
ciencies that may occur in such programs 
and operations, and in such relationships, 
and to report the progress made in imple-
menting corrective action; 

(3) to take due regard for the protection of 
intelligence sources and methods in the 
preparation of all reports issued by the In-
spector General, and, to the extent con-
sistent with the purpose and objective of 
such reports, take such measures as may be 
appropriate to minimize the disclosure of in-
telligence sources and methods described in 
such reports; and 

(4) in the execution of the duties and re-
sponsibilities under this section, to comply 
with generally accepted government audit-
ing standards. 

(e) LIMITATIONS ON ACTIVITIES.—(1) The Na-
tional Intelligence Director may prohibit the 
Inspector General of the National Intel-
ligence Authority from initiating, carrying 
out, or completing any investigation, inspec-
tion, or audit if the Director determines that 
such prohibition is necessary to protect vital 
national security interests of the United 
States. 

(2) If the Director exercises the authority 
under paragraph (1), the Director shall sub-
mit an appropriately classified statement of 
the reasons for the exercise of such author-
ity within seven days to the congressional 
intelligence committees. 

(3) The Director shall advise the Inspector 
General at the time a report under para-
graph (1) is submitted, and, to the extent 
consistent with the protection of intel-
ligence sources and methods, provide the In-
spector General with a copy of such report. 

(4) The Inspector General may submit to 
the congressional intelligence committees 
any comments on a report of which the In-
spector General has notice under paragraph 
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(3) that the Inspector General considers ap-
propriate. 

(f) AUTHORITIES.—(1) The Inspector General 
of the National Intelligence Authority shall 
have direct and prompt access to the Na-
tional Intelligence Director when necessary 
for any purpose pertaining to the perform-
ance of the duties of the Inspector General. 

(2)(A) The Inspector General shall have ac-
cess to any employee, or any employee of a 
contractor, of the National Intelligence Au-
thority, and of any other element of the in-
telligence community within the National 
Intelligence Program, whose testimony is 
needed for the performance of the duties of 
the Inspector General. 

(B) The Inspector General shall have direct 
access to all records, reports, audits, re-
views, documents, papers, recommendations, 
or other material which relate to the pro-
grams and operations with respect to which 
the Inspector General has responsibilities 
under this section. 

(C) The level of classification or 
compartmentation of information shall not, 
in and of itself, provide a sufficient rationale 
for denying the Inspector General access to 
any materials under subparagraph (B). 

(D) Failure on the part of any employee or 
contractor of the National Intelligence Au-
thority to cooperate with the Inspector Gen-
eral shall be grounds for appropriate admin-
istrative actions by the Director, including 
loss of employment or the termination of an 
existing contractual relationship. 

(3) The Inspector General is authorized to 
receive and investigate complaints or infor-
mation from any person concerning the ex-
istence of an activity constituting a viola-
tion of laws, rules, or regulations, or mis-
management, gross waste of funds, abuse of 
authority, or a substantial and specific dan-
ger to the public health and safety. Once 
such complaint or information has been re-
ceived from an employee of the Federal gov-
ernment— 

(A) the Inspector General shall not disclose 
the identity of the employee without the 
consent of the employee, unless the Inspec-
tor General determines that such disclosure 
is unavoidable during the course of the in-
vestigation or the disclosure is made to an 
official of the Department of Justice respon-
sible for determining whether a prosecution 
should be undertaken; and 

(B) no action constituting a reprisal, or 
threat of reprisal, for making such com-
plaint may be taken by any employee in a 
position to take such actions, unless the 
complaint was made or the information was 
disclosed with the knowledge that it was 
false or with willful disregard for its truth or 
falsity. 

(4) The Inspector General shall have au-
thority to administer to or take from any 
person an oath, affirmation, or affidavit, 
whenever necessary in the performance of 
the duties of the Inspector General, which 
oath, affirmation, or affidavit when adminis-
tered or taken by or before an employee of 
the Office of the Inspector General of the Na-
tional Intelligence Authority designated by 
the Inspector General shall have the same 
force and effect as if administered or taken 
by or before an officer having a seal. 

(5)(A) Except as provided in subparagraph 
(B), the Inspector General is authorized to 
require by subpoena the production of all in-
formation, documents, reports, answers, 
records, accounts, papers, and other data and 
documentary evidence necessary in the per-
formance of the duties and responsibilities of 
the Inspector General. 

(B) In the case of departments, agencies, 
and other elements of the United States Gov-
ernment, the Inspector General shall obtain 
information, documents, reports, answers, 
records, accounts, papers, and other data and 

evidence for the purpose specified in sub-
paragraph (A) using procedures other than 
by subpoenas. 

(C) The Inspector General may not issue a 
subpoena for or on behalf of any other ele-
ment or component of the Authority. 

(D) In the case of contumacy or refusal to 
obey a subpoena issued under this paragraph, 
the subpoena shall be enforceable by order of 
any appropriate district court of the United 
States. 

(g) STAFF AND OTHER SUPPORT.—(1) The In-
spector General of the National Intelligence 
Authority shall be provided with appropriate 
and adequate office space at central and field 
office locations, together with such equip-
ment, office supplies, maintenance services, 
and communications facilities and services 
as may be necessary for the operation of 
such offices. 

(2)(A) Subject to applicable law and the 
policies of the National Intelligence Direc-
tor, the Inspector General shall select, ap-
point and employ such officers and employ-
ees as may be necessary to carry out the 
functions of the Inspector General. 

(B) In making selections under subpara-
graph (A), the Inspector General shall ensure 
that such officers and employees have the 
requisite training and experience to enable 
the Inspector General to carry out the duties 
of the Inspector General effectively. 

(C) In meeting the requirements of this 
paragraph, the Inspector General shall cre-
ate within the Office of the Inspector Gen-
eral of the National Intelligence Authority a 
career cadre of sufficient size to provide ap-
propriate continuity and objectivity needed 
for the effective performance of the duties of 
the Inspector General. 

(3)(A) Subject to the concurrence of the Di-
rector, the Inspector General may request 
such information or assistance as may be 
necessary for carrying out the duties and re-
sponsibilities of the Inspector General from 
any department, agency, or other element of 
the United States Government. 

(B) Upon request of the Inspector General 
for information or assistance under subpara-
graph (A), the head of the department, agen-
cy, or element concerned shall, insofar as is 
practicable and not in contravention of any 
existing statutory restriction or regulation 
of the department, agency, or element, fur-
nish to the Inspector General, or to an au-
thorized designee, such information or as-
sistance. 

(h) REPORTS.—(1)(A) The Inspector General 
of the National Intelligence Authority shall, 
not later than January 31 and July 31 of each 
year, prepare and submit to the National In-
telligence Director a classified semiannual 
report summarizing the activities of the Of-
fice of the Inspector General of the National 
Intelligence Authority during the imme-
diately preceding six-month periods ending 
December 31 (of the preceding year) and June 
30, respectively. 

(B) Each report under this paragraph shall 
include, at a minimum, the following: 

(i) A list of the title or subject of each in-
vestigation, inspection, or audit conducted 
during the period covered by such report. 

(ii) A description of significant problems, 
abuses, and deficiencies relating to the ad-
ministration of programs and operations of 
the National Intelligence Authority identi-
fied by the Inspector General during the pe-
riod covered by such report. 

(iii) A description of the recommendations 
for corrective action made by the Inspector 
General during the period covered by such 
report with respect to significant problems, 
abuses, or deficiencies identified in clause 
(ii). 

(iv) A statement whether or not corrective 
action has been completed on each signifi-
cant recommendation described in previous 

semiannual reports, and, in a case where cor-
rective action has been completed, a descrip-
tion of such corrective action. 

(v) An assessment of the effectiveness of 
all measures in place in the Authority for 
the protection of civil liberties and privacy 
of United States persons. 

(vi) A certification whether or not the In-
spector General has had full and direct ac-
cess to all information relevant to the per-
formance of the functions of the Inspector 
General. 

(vii) A description of the exercise of the 
subpoena authority under subsection (f)(5) by 
the Inspector General during the period cov-
ered by such report. 

(viii) Such recommendations as the Inspec-
tor General considers appropriate for legisla-
tion to promote economy and efficiency in 
the administration of programs and oper-
ations undertaken by the Authority, and to 
detect and eliminate fraud and abuse in such 
programs and operations. 

(C) Not later than the 30 days after the 
date of receipt of a report under subpara-
graph (A), the Director shall transmit the re-
port to the congressional intelligence com-
mittees together with any comments the Di-
rector considers appropriate. 

(2)(A) The Inspector General shall report 
immediately to the Director whenever the 
Inspector General becomes aware of particu-
larly serious or flagrant problems, abuses, or 
deficiencies relating to the administration of 
programs or operations of the Authority, a 
relationship between the elements of the in-
telligence community within the National 
Intelligence Program, or a relationship be-
tween an element of the intelligence commu-
nity within the National Intelligence Pro-
gram and another element of the intel-
ligence community. 

(B) The Director shall transmit to the con-
gressional intelligence committees each re-
port under subparagraph (A) within seven 
calendar days of receipt of such report, to-
gether with such comments as the Director 
considers appropriate. 

(3) In the event that— 
(A) the Inspector General is unable to re-

solve any differences with the Director af-
fecting the execution of the duties or respon-
sibilities of the Inspector General; 

(B) an investigation, inspection, or audit 
carried out by the Inspector General should 
focus on any current or former Authority of-
ficial who holds or held a position in the Au-
thority that is subject to appointment by 
the President, by and with the advice and 
consent of the Senate, including such a posi-
tion held on an acting basis; 

(C) a matter requires a report by the In-
spector General to the Department of Jus-
tice on possible criminal conduct by a cur-
rent or former official described in subpara-
graph (B); 

(D) the Inspector General receives notice 
from the Department of Justice declining or 
approving prosecution of possible criminal 
conduct of any current or former official de-
scribed in subparagraph (B); or 

(E) the Inspector General, after exhausting 
all possible alternatives, is unable to obtain 
significant documentary information in the 
course of an investigation, inspection, or 
audit, 
the Inspector General shall immediately no-
tify and submit a report on such matter to 
the congressional intelligence committees. 

(4) Pursuant to title V of the National Se-
curity Act of 1947 (50 U.S.C. 413 et seq.), the 
Director shall submit to the congressional 
intelligence committees any report or find-
ings and recommendations of an investiga-
tion, inspection, or audit conducted by the 
office which has been requested by the Chair-
man or Ranking Minority Member of either 
committee. 
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(5)(A) An employee of the Authority, an 

employee of an entity other than the Au-
thority who is assigned or detailed to the 
Authority, or an employee of a contractor to 
the Authority who intends to report to Con-
gress a complaint or information with re-
spect to an urgent concern may report such 
complaint or information to the Inspector 
General. 

(B) Not later than the end of the 14-cal-
endar day period beginning on the date of re-
ceipt from an employee of a complaint or in-
formation under subparagraph (A), the In-
spector General shall determine whether the 
complaint or information appears credible. 
Upon making such a determination, the In-
spector General shall transmit to the Direc-
tor a notice of that determination, together 
with the complaint or information. 

(C) Upon receipt of a transmittal from the 
Inspector General under subparagraph (B), 
the Director shall, within seven calendar 
days of such receipt, forward such trans-
mittal to the congressional intelligence com-
mittees, together with any comments the Di-
rector considers appropriate. 

(D)(i) If the Inspector General does not find 
credible under subparagraph (B) a complaint 
or information submitted under subpara-
graph (A), or does not transmit the com-
plaint or information to the Director in ac-
curate form under subparagraph (B), the em-
ployee (subject to clause (ii)) may submit 
the complaint or information to Congress by 
contacting either or both of the congres-
sional intelligence committees directly. 

(ii) An employee may contact the intel-
ligence committees directly as described in 
clause (i) only if the employee— 

(I) before making such a contact, furnishes 
to the Director, through the Inspector Gen-
eral, a statement of the employee’s com-
plaint or information and notice of the em-
ployee’s intent to contact the congressional 
intelligence committees directly; and 

(II) obtains and follows from the Director, 
through the Inspector General, direction on 
how to contact the intelligence committees 
in accordance with appropriate security 
practices. 

(iii) A member or employee of one of the 
congressional intelligence committees who 
receives a complaint or information under 
clause (i) does so in that member or employ-
ee’s official capacity as a member or em-
ployee of such committee. 

(E) The Inspector General shall notify an 
employee who reports a complaint or infor-
mation to the Inspector General under this 
paragraph of each action taken under this 
paragraph with respect to the complaint or 
information. Such notice shall be provided 
not later than three days after any such ac-
tion is taken. 

(F) An action taken by the Director or the 
Inspector General under this paragraph shall 
not be subject to judicial review. 

(G) In this paragraph, the term ‘‘urgent 
concern’’ means any of the following: 

(i) A serious or flagrant problem, abuse, 
violation of law or Executive order, or defi-
ciency relating to the funding, administra-
tion, or operations of an intelligence activ-
ity involving classified information, but does 
not include differences of opinions con-
cerning public policy matters. 

(ii) A false statement to Congress, or a 
willful withholding from Congress, on an 
issue of material fact relating to the fund-
ing, administration, or operation of an intel-
ligence activity. 

(iii) An action, including a personnel ac-
tion described in section 2302(a)(2)(A) of title 
5, United States Code, constituting reprisal 
or threat of reprisal prohibited under sub-
section (f)(3)(B) of this section in response to 
an employee’s reporting an urgent concern 
in accordance with this paragraph. 

(H) In support of this paragraph, Congress 
makes the findings set forth in paragraphs 
(1) through (6) of section 701(b) of the Intel-
ligence Community Whistleblower Protec-
tion Act of 1998 (title VII of Public Law 105– 
272; 5 U.S.C. App. 8H note). 

(6) In accordance with section 535 of title 
28, United States Code, the Inspector General 
shall report to the Attorney General any in-
formation, allegation, or complaint received 
by the Inspector General relating to viola-
tions of Federal criminal law that involve a 
program or operation of the Authority, con-
sistent with such guidelines as may be issued 
by the Attorney General pursuant to sub-
section (b)(2) of such section. A copy of each 
such report shall be furnished to the Direc-
tor. 

(i) SEPARATE BUDGET ACCOUNT.—The Na-
tional Intelligence Director shall, in accord-
ance with procedures to be issued by the Di-
rector in consultation with the congressional 
intelligence committees, include in the Na-
tional Intelligence Program budget a sepa-
rate account for the Office of Inspector Gen-
eral of the National Intelligence Authority. 
SEC. 142. OMBUDSMAN OF THE NATIONAL INTEL-

LIGENCE AUTHORITY. 
(a) OMBUDSMAN OF NATIONAL INTELLIGENCE 

AUTHORITY.—There is within the National In-
telligence Authority an Ombudsman of the 
National Intelligence Authority who shall be 
appointed by the National Intelligence Di-
rector. 

(b) DUTIES.—The Ombudsman of the Na-
tional Intelligence Authority shall— 

(1) counsel, arbitrate, or offer rec-
ommendations on, and have the authority to 
initiate inquiries into, real or perceived 
problems of politicization, biased reporting, 
or lack of objective analysis within the Na-
tional Intelligence Authority, or any ele-
ment of the intelligence community within 
the National Intelligence Program, or re-
garding any analysis of national intelligence 
by any element of the intelligence commu-
nity; 

(2) monitor the effectiveness of measures 
taken to deal with real or perceived 
politicization, biased reporting, or lack of 
objective analysis within the Authority, or 
any element of the intelligence community 
within the National Intelligence Program, or 
regarding any analysis of national intel-
ligence by any element of the intelligence 
community; and 

(3) conduct reviews of the analytic product 
or products of the Authority, or any element 
of the intelligence community within the 
National Intelligence Program, or of any 
analysis of national intelligence by any ele-
ment of the intelligence community, with 
such reviews to be conducted so as to ensure 
that analysis is timely, objective, inde-
pendent of political considerations, and 
based upon all sources available to the intel-
ligence community. 

(c) ANALYTIC REVIEW UNIT.—(1) There is 
within the Office of the Ombudsman of the 
National Intelligence Authority an Analytic 
Review Unit. 

(2) The Analytic Review Unit shall assist 
the Ombudsman of the National Intelligence 
Authority in performing the duties and re-
sponsibilities of the Ombudsman set forth in 
subsection (b)(3). 

(3) The Ombudsman shall provide the Ana-
lytic Review Unit a staff who possess exper-
tise in intelligence analysis that is appro-
priate for the function of the Unit. 

(4) In assisting the Ombudsman, the Ana-
lytic Review Unit shall, subject to the direc-
tion and control of the Ombudsman, conduct 
detailed evaluations of intelligence analysis 
by the following: 

(A) The National Intelligence Council. 
(B) The elements of the intelligence com-

munity within the National Intelligence Pro-
gram. 

(C) To the extent involving the analysis of 
national intelligence, other elements of the 
intelligence community. 

(D) The divisions, offices, programs, offi-
cers, and employees of the elements specified 
in subparagraphs (B) and (C). 

(5) The results of the evaluations under 
paragraph (4) shall be provided to the con-
gressional intelligence committees and, upon 
request, to appropriate heads of other de-
partments, agencies, and elements of the ex-
ecutive branch. 

(d) ACCESS TO INFORMATION.—In order to 
carry out the duties specified in subsection 
(c), the Ombudsman of the National Intel-
ligence Authority shall, unless otherwise di-
rected by the President, have access to all 
analytic products, field reports, and raw in-
telligence of any element of the intelligence 
community, and to any reports or other ma-
terial of an Inspector General, that might be 
pertinent to a matter under consideration by 
the Ombudsman. 

(e) ANNUAL REPORTS.—The Ombudsman of 
the National Intelligence Authority shall 
submit to the National Intelligence Director 
and the congressional intelligence commit-
tees on an annual basis a report that in-
cludes— 

(1) the assessment of the Ombudsman of 
the current level of politicization, biased re-
porting, or lack of objective analysis within 
the National Intelligence Authority, or any 
element of the intelligence community with-
in the National Intelligence Program, or re-
garding any analysis of national intelligence 
by any element of the intelligence commu-
nity; 

(2) such recommendations for remedial 
measures as the Ombudsman considers ap-
propriate; and 

(3) an assessment of the effectiveness of re-
medial measures previously taken within the 
intelligence community on matters ad-
dressed by the Ombudsman. 

(f) REFERRAL OF CERTAIN MATTERS FOR IN-
VESTIGATION.—In addition to carrying out ac-
tivities under this section, the Ombudsman 
of the National Intelligence Authority may 
refer serious cases of misconduct related to 
politicization of intelligence information, bi-
ased reporting, or lack of objective analysis 
within the intelligence community to the In-
spector General of the National Intelligence 
Authority for investigation. 
SEC. 143. NATIONAL COUNTERTERRORISM CEN-

TER. 
(a) NATIONAL COUNTERTERRORISM CENTER.— 

There is within the National Intelligence Au-
thority a National Counterterrorism Center. 

(b) DIRECTOR OF NATIONAL COUNTER-
TERRORISM CENTER.—(1) There is a Director 
of the National Counterterrorism Center, 
who shall be the head of the National 
Counterterrorism Center, and who shall be 
appointed by the President, by and with the 
advice and consent of the Senate. 

(2) Any individual nominated for appoint-
ment as the Director of the National 
Counterterrorism Center shall have signifi-
cant expertise in matters relating to the na-
tional security of the United States and mat-
ters relating to terrorism that threatens the 
national security of the United States. 

(3) The individual serving as the Director 
of the National Counterterrorism Center 
may not, while so serving, serve in any ca-
pacity in any other element of the intel-
ligence community, except to the extent 
that the individual serving as Director of the 
National Counterterrorism Center is doing 
so in an acting capacity. 

(c) SUPERVISION.—(1) The Director of the 
National Counterterrorism Center shall re-
port to the National Intelligence Director 
on— 

(A) the budget and programs of the Na-
tional Counterterrorism Center; and 
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(B) the activities of the Directorate of In-

telligence of the National Counterterrorism 
Center under subsection (g). 

(2) The Director of the National 
Counterterrorism Center shall report to the 
President and the National Intelligence Di-
rector on the planning and progress of joint 
counterterrorism operations. 

(d) PRIMARY MISSIONS.—The primary mis-
sions of the National Counterterrorism Cen-
ter shall be as follows: 

(1) To develop and unify strategy for the 
civilian and military counterterrorism ef-
forts of the United States Government. 

(2) To integrate counterterrorism intel-
ligence activities of the United States Gov-
ernment, both inside and outside the United 
States. 

(3) To develop interagency counter-
terrorism plans, which plans shall— 

(A) involve more than one department, 
agency, or element of the executive branch 
(unless otherwise directed by the President); 
and 

(B) include the mission, objectives to be 
achieved, courses of action, parameters for 
such courses of action, coordination of agen-
cy operational activities, recommendations 
for operational plans, and assignment of de-
partmental or agency responsibilities. 

(4) To ensure that the collection of 
counterterrorism intelligence, and the con-
duct of counterterrorism operations, by the 
United States Government are informed by 
the analysis of all-source intelligence. 

(e) DUTIES AND RESPONSIBILITIES OF DIREC-
TOR OF NATIONAL COUNTERTERRORISM CEN-
TER.—Notwithstanding any other provision 
of law, at the direction of the President, the 
National Security Council, and the National 
Intelligence Director, the Director of the Na-
tional Counterterrorism Center shall— 

(1) serve as the principal adviser to the 
President and the National Intelligence Di-
rector on joint operations relating to 
counterterrorism; 

(2) provide unified strategic direction for 
the civilian and military counterterrorism 
efforts of the United States Government and 
for the effective integration and 
deconfliction of counterterrorism intel-
ligence and operations across agency bound-
aries, both inside and outside the United 
States; 

(3) advise the President and the National 
Intelligence Director on the extent to which 
the counterterrorism program recommenda-
tions and budget proposals of the depart-
ments, agencies, and elements of the United 
States Government conform to the priorities 
established by the President and the Na-
tional Security Council; 

(4) in accordance with subsection (f), con-
cur in, or advise the President on, the selec-
tions of personnel to head the operating enti-
ties of the United States Government with 
principal missions relating to 
counterterrorism; and 

(5) perform such other duties as the Na-
tional Intelligence Director may prescribe or 
are prescribed by law. 

(f) ROLE OF DIRECTOR OF NATIONAL 
COUNTERTERRORISM CENTER IN CERTAIN AP-
POINTMENTS.—(1) In the event of a vacancy in 
a position referred to in paragraph (2), the 
head of the department or agency having ju-
risdiction over the position shall obtain the 
concurrence of the Director of the National 
Counterterrorism Center before appointing 
an individual to fill the vacancy or recom-
mending to the President an individual for 
nomination to fill the vacancy. If the Direc-
tor does not concur in the recommendation, 
the head of the department or agency con-
cerned may fill the vacancy or make the rec-
ommendation to the President (as the case 
may be) without the concurrence of the Di-
rector, but shall notify the President that 

the Director does not concur in the appoint-
ment or recommendation (as the case may 
be). 

(2) Paragraph (1) applies to the following 
positions: 

(A) The Director of the Central Intel-
ligence Agency’s Counterterrorist Center. 

(B) The Assistant Director of the Federal 
Bureau of Investigation in charge of the 
Counterterrorism Division. 

(C) The Coordinator for Counterterrorism 
of the Department of State. 

(D) The head of such other operating enti-
ties of the United States Government having 
principal missions relating to 
counterterrorism as the President may des-
ignate for purposes of this subsection. 

(3) The President shall notify Congress of 
the designation of an operating entity of the 
United States Government under paragraph 
(2)*D) not later than 30 days after the date of 
such designation. 

(g) DIRECTORATE OF INTELLIGENCE.—(1) The 
Director of the National Counterterrorism 
Center shall establish and maintain within 
the National Counterterrorism Center a Di-
rectorate of Intelligence. 

(2) The Directorate shall utilize the capa-
bilities of the Terrorist Threat Integration 
Center (TTIC) transferred to the Directorate 
by section 323 and such other capabilities as 
the Director of the National 
Counterterrorism Center considers appro-
priate. 

(3) The Directorate shall have primary re-
sponsibility within the United States Gov-
ernment for analysis of terrorism and ter-
rorist organizations from all sources of intel-
ligence, whether collected inside or outside 
the United States. 

(4) The Directorate shall— 
(A) be the principal repository within the 

United States Government for all-source in-
formation on suspected terrorists, their or-
ganizations, and their capabilities; 

(B) propose intelligence collection require-
ments for action by elements of the intel-
ligence community inside and outside the 
United States; 

(C) have primary responsibility within the 
United States Government for net assess-
ments and warnings about terrorist threats, 
which assessments and warnings shall be 
based on a comparison of terrorist intentions 
and capabilities with assessed national 
vulnerabilities and countermeasures; and 

(D) perform such other duties and func-
tions as the Director of the National 
Counterterrorism Center may prescribe. 

(h) DIRECTORATE OF PLANNING.—(1) The Di-
rector of the National Counterterrorism Cen-
ter shall establish and maintain within the 
National Counterterrorism Center a Direc-
torate of Planning. 

(2) The Directorate shall have primary re-
sponsibility for developing interagency 
counterterrorism plans, as described in sub-
section (d)(3). 

(3) The Directorate shall— 
(A) provide guidance, and develop strategy 

and interagency plans, to counter terrorist 
activities based on policy objectives and pri-
orities established by the National Security 
Council; 

(B) develop interagency plans under sub-
paragraph (A) utilizing input from personnel 
in other departments, agencies, and elements 
of the United States Government who have 
expertise in the priorities, functions, assets, 
programs, capabilities, and operations of 
such departments, agencies, and elements 
with respect to counterterrorism; 

(C) assign responsibilities for counter-
terrorism operations to the departments and 
agencies of the United States Government 
(including the Department of Defense, the 
Central Intelligence Agency, the Federal Bu-
reau of Investigation, the Department of 

Homeland Security, and other departments 
and agencies of the United States Govern-
ment), consistent with the authorities of 
such departments and agencies; 

(D) monitor the implementation of oper-
ations assigned under subparagraph (C) and 
update interagency plans for such operations 
as necessary; 

(E) report to the President and the Na-
tional Intelligence Director on the compli-
ance of the departments, agencies, and ele-
ments of the United States with the plans 
developed under subparagraph (A); and 

(F) perform such other duties and func-
tions as the Director of the National 
Counterterrorism Center may prescribe. 

(4) The Directorate may not direct the exe-
cution of operations assigned under para-
graph (3). 

(i) STAFF.—(1) The National Intelligence 
Director may appoint deputy directors of the 
National Counterterrorism Center to oversee 
such portions of the operations of the Center 
as the National Intelligence Director con-
siders appropriate. 

(2) To assist the Director of the National 
Counterterrorism Center in fulfilling the du-
ties and responsibilities of the Director of 
the National Counterterrorism Center under 
this section, the National Intelligence Direc-
tor shall employ in the National 
Counterterrorism Center a professional staff 
having an expertise in matters relating to 
such duties and responsibilities. 

(3) In providing for a professional staff for 
the National Counterterrorism Center under 
paragraph (2), the National Intelligence Di-
rector may establish as positions in the ex-
cepted service such positions in the Center 
as the National Intelligence Director con-
siders appropriate. 

(4) The National Intelligence Director shall 
ensure that the analytical staff of the Na-
tional Counterterrorism Center is comprised 
primarily of experts from elements in the in-
telligence community and from such other 
personnel in the United States Government 
as the National Intelligence Director con-
siders appropriate. 

(5)(A) In order to meet the requirements in 
paragraph (4), the National Intelligence Di-
rector shall, from time to time— 

(i) specify the transfers, assignments, and 
details of personnel funded within the Na-
tional Intelligence Program to the National 
Counterterrorism Center from any other ele-
ment of the intelligence community that the 
National Intelligence Director considers ap-
propriate; and 

(ii) in the case of personnel from a depart-
ment, agency, or element of the United 
States Government and not funded within 
the National Intelligence Program, request 
the transfer, assignment, or detail of such 
personnel from the department, agency, or 
other element concerned. 

(B)(i) The head of an element of the intel-
ligence community shall promptly effect any 
transfer, assignment, or detail of personnel 
specified by the National Intelligence Direc-
tor under subparagraph (A)(i). 

(ii) The head of a department, agency, or 
element of the United States Government re-
ceiving a request for transfer, assignment, or 
detail of personnel under subparagraph 
(A)(ii) shall, to the extent practicable, ap-
prove the request. 

(6) Personnel employed in or assigned or 
detailed to the National Counterterrorism 
Center under this subsection shall be under 
the authority, direction, and control of the 
Director of the National Counterterrorism 
Center on all matters for which the Center 
has been assigned responsibility and for all 
matters related to the accomplishment of 
the missions of the Center. 

(7) Performance evaluations of personnel 
assigned or detailed to the National 
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Counterterrorism Center under this sub-
section shall be undertaken by the super-
visors of such personnel at the Center. 

(8) The supervisors of the staff of the Na-
tional Counterterrorism Center may, with 
the approval of the National Intelligence Di-
rector, reward the staff of the Center for 
meritorious performance by the provision of 
such performance awards as the National In-
telligence Director shall prescribe. 

(9) The National Intelligence Director may 
delegate to the Director of the National 
Counterterrorism Center any responsibility, 
power, or authority of the National Intel-
ligence Director under paragraphs (1) 
through (8). 

(10) The National Intelligence Director 
shall ensure that the staff of the National 
Counterterrorism Center has access to all 
databases maintained by the elements of the 
intelligence community that are relevant to 
the duties of the Center. 

(j) SUPPORT AND COOPERATION OF OTHER 
AGENCIES.—(1) The elements of the intel-
ligence community and the other depart-
ments, agencies, and elements of the United 
States Government shall support, assist, and 
cooperate with the National 
Counterterrorism Center in carrying out its 
missions under this section. 

(2) The support, assistance, and coopera-
tion of a department, agency, or element of 
the United States Government under this 
subsection shall include, but not be limited 
to— 

(A) the implementation of interagency 
plans for operations, whether foreign or do-
mestic, that are developed by the National 
Counterterrorism Center in a manner con-
sistent with the laws and regulations of the 
United States and consistent with the limi-
tation in subsection (h)(4); 

(B) cooperative work with the Director of 
the National Counterterrorism Center to en-
sure that ongoing operations of such depart-
ment, agency, or element do not conflict 
with joint operations planned by the Center; 

(C) reports, upon request, to the Director 
of the National Counterterrorism Center on 
the progress of such department, agency, or 
element in implementing responsibilities as-
signed to such department, agency, or ele-
ment through joint operations plans; and 

(D) the provision to the analysts of the Na-
tional Counterterrorism Center electronic 
access in real time to information and intel-
ligence collected by such department, agen-
cy, or element that is relevant to the mis-
sions of the Center. 

(3) In the event of a disagreement between 
the National Intelligence Director and the 
head of a department, agency, or element of 
the United States Government on a plan de-
veloped or responsibility assigned by the Na-
tional Counterterrorism Center under this 
subsection, the National Intelligence Direc-
tor may either accede to the head of the de-
partment, agency, or element concerned or 
notify the President of the necessity of re-
solving the disagreement. 
SEC. 144. NATIONAL INTELLIGENCE CENTERS. 

(a) NATIONAL INTELLIGENCE CENTERS.—(1) 
The National Intelligence Director may es-
tablish within the National Intelligence Au-
thority one or more centers (to be known as 
‘‘national intelligence centers’’) to address 
intelligence priorities established by the Na-
tional Security Council. 

(2) Each national intelligence center estab-
lished under this section shall be assigned an 
area of intelligence responsibility. 

(3) National intelligence centers shall be 
established at the direction of the President, 
as prescribed by law, or upon the initiative 
of the National Intelligence Director. 

(b) ESTABLISHMENT OF CENTERS.—(1) In es-
tablishing a national intelligence center, the 

National Intelligence Director shall assign 
lead responsibility for administrative sup-
port for such center to an element of the in-
telligence community selected by the Direc-
tor for that purpose. 

(2) The Director shall determine the struc-
ture and size of each national intelligence 
center. 

(3) The Director shall notify Congress of 
the establishment of each national intel-
ligence center before the date of the estab-
lishment of such center. 

(c) DIRECTORS OF CENTERS.—(1) Each na-
tional intelligence center shall have as its 
head a Director who shall be appointed by 
the National Intelligence Director for that 
purpose. 

(2) The Director of a national intelligence 
center shall serve as the principal adviser to 
the National Intelligence Director on intel-
ligence matters with respect to the area of 
intelligence responsibility assigned to the 
center. 

(3) In carrying out duties under paragraph 
(2), the Director of a national intelligence 
center shall— 

(A) manage the operations of the center; 
(B) coordinate the provision of administra-

tion and support by the element of the intel-
ligence community with lead responsibility 
for the center under subsection (b)(1); 

(C) submit budget and personnel requests 
for the center to the National Intelligence 
Director; 

(D) seek such assistance from other depart-
ments, agencies, and elements of the United 
States Government as is needed to fulfill the 
mission of the center; and 

(E) advise the National Intelligence Direc-
tor of the information technology, personnel, 
and other requirements of the center for the 
performance of its mission. 

(4) The National Intelligence Director shall 
ensure that the Director of a national intel-
ligence center has sufficient authority, di-
rection, and control to effectively accom-
plish the mission of the center. 

(d) MISSION OF CENTERS.—Pursuant to the 
direction of the National Intelligence Direc-
tor, each national intelligence center shall, 
in the area of intelligence responsibility as-
signed to the center by the Director pursu-
ant to intelligence priorities established by 
the National Security Council— 

(1) have primary responsibility for pro-
viding all-source analysis of intelligence 
based upon foreign intelligence gathered 
both abroad and domestically; 

(2) have primary responsibility for identi-
fying and proposing to the National Intel-
ligence Director intelligence collection and 
analysis requirements; 

(3) have primary responsibility for net as-
sessments and warnings; 

(4) ensure that appropriate officials of the 
United States Government and other appro-
priate officials have access to a variety of in-
telligence assessments and analytical views; 
and 

(5) perform such other duties as the Na-
tional Intelligence Director shall specify. 

(e) INFORMATION SHARING.—(1) The Na-
tional Intelligence Director shall ensure that 
the Directors of the national intelligence 
centers and the other elements of the intel-
ligence community undertake appropriate 
sharing of intelligence analysis and plans for 
operations in order to facilitate the activi-
ties of the centers. 

(2) In order to facilitate information shar-
ing under paragraph (1), the Directors of the 
national intelligence centers shall— 

(A) report directly to the National Intel-
ligence Director regarding their activities 
under this section; and 

(B) coordinate with the Principal Deputy 
National Intelligence Director regarding 
such activities. 

(f) STAFF.—(1) In providing for a profes-
sional staff for a national intelligence cen-
ter, the National Intelligence Director may 
establish as positions in the excepted service 
such positions in the center as the National 
Intelligence Director considers appropriate. 

(2)(A) The National Intelligence Director 
shall, from time to time— 

(i) specify the transfers, assignments, and 
details of personnel funded within the Na-
tional Intelligence Program to a national in-
telligence center from any other element of 
the intelligence community that the Na-
tional Intelligence Director considers appro-
priate; and 

(ii) in the case of personnel from a depart-
ment, agency, or element of the United 
States Government not funded within the 
National Intelligence Program, request the 
transfer, assignment, or detail of such per-
sonnel from the department, agency, or 
other element concerned. 

(B)(i) The head of an element of the intel-
ligence community shall promptly effect any 
transfer, assignment, or detail of personnel 
specified by the National Intelligence Direc-
tor under subparagraph (A)(i). 

(ii) The head of a department, agency, or 
element of the United States Government re-
ceiving a request for transfer, assignment, or 
detail of personnel under subparagraph 
(A)(ii) shall, to the extent practicable, ap-
prove the request. 

(3) Personnel employed in or assigned or 
detailed to a national intelligence center 
under this subsection shall be under the au-
thority, direction, and control of the Direc-
tor of the center on all matters for which the 
center has been assigned responsibility and 
for all matters related to the accomplish-
ment of the mission of the center. 

(4) Performance evaluations of personnel 
assigned or detailed to a national intel-
ligence center under this subsection shall be 
undertaken by the supervisors of such per-
sonnel at the center. 

(5) The supervisors of the staff of a na-
tional center may, with the approval of the 
National Intelligence Director, reward the 
staff of the center for meritorious perform-
ance by the provision of such performance 
awards as the National Intelligence Director 
shall prescribe. 

(6) The National Intelligence Director may 
delegate to the Director of a national intel-
ligence center any responsibility, power, or 
authority of the National Intelligence Direc-
tor under paragraphs (1) through (6). 

(7) The Director of a national intelligence 
center may recommend to the National In-
telligence Director the reassignment to the 
home element concerned of any personnel 
previously assigned or detailed to the center 
from another element of the intelligence 
community. 

(g) TERMINATION.—(1) The National Intel-
ligence Director may terminate a national 
intelligence center if the National Intel-
ligence Director determines that the center 
is no longer required to meet an intelligence 
priority established by the National Security 
Council. 

(2) The National Intelligence Director shall 
notify Congress of any determination made 
under paragraph (1) before carrying out such 
determination. 

Subtitle E—Education and Training of 
Intelligence Community Personnel 

SEC. 151. FRAMEWORK FOR CROSS-DISCIPLINARY 
EDUCATION AND TRAINING. 

The National Intelligence Director shall 
establish an integrated framework that 
brings together the educational components 
of the intelligence community in order to 
promote a more effective and productive in-
telligence community through cross-discipli-
nary education and joint training. 
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SEC. 152. INTELLIGENCE COMMUNITY SCHOLAR-

SHIP PROGRAM. 
(a) DEFINITIONS.—In this section: 
(1) AGENCY.—The term ‘‘agency’’ means 

each element of the intelligence community 
as determined by the National Intelligence 
Director. 

(2) INSTITUTION OF HIGHER EDUCATION.—The 
term ‘‘institution of higher education’’ has 
the meaning given that term under section 
101 of the Higher Education Act of 1965 (20 
U.S.C. 1001). 

(3) PROGRAM.—The term ‘‘Program’’ means 
the Intelligence Community Scholarship 
Program established under subsection (b). 

(b) ESTABLISHMENT.— 
(1) IN GENERAL.—The National Intelligence 

Director, in consultation with the head of 
each agency, shall establish a scholarship 
program (to be known as the ‘‘Intelligence 
Community Scholarship Program’’) to award 
scholarships to individuals that is designed 
to recruit and prepare students for civilian 
careers in the intelligence community to 
meet the critical needs of the intelligence 
community agencies. 

(2) SELECTION OF RECIPIENTS.— 
(A) MERIT AND AGENCY NEEDS.—Individuals 

shall be selected to receive scholarships 
under this section through a competitive 
process primarily on the basis of academic 
merit and the needs of the agency. 

(B) DEMONSTRATED COMMITMENT.—Individ-
uals selected under this section shall have a 
demonstrated commitment to the field of 
study for which the scholarship is awarded. 

(3) CONTRACTUAL AGREEMENTS.—To carry 
out the Program the head of each agency 
shall enter into contractual agreements with 
individuals selected under paragraph (2) 
under which the individuals agree to serve as 
full-time employees of the agency, for the 
period described in subsection (h)(1), in posi-
tions needed by the agency and for which the 
individuals are qualified, in exchange for re-
ceiving a scholarship. 

(c) ELIGIBILITY.—In order to be eligible to 
participate in the Program, an individual 
shall— 

(1) be enrolled or accepted for enrollment 
as a full-time student at an institution of 
higher education and be pursuing or intend 
to pursue undergraduate or graduate edu-
cation in an academic field or discipline de-
scribed in the list made available under sub-
section (e); 

(2) be a United States citizen; and 
(3) at the time of the initial scholarship 

award, not be an employee (as defined under 
section 2105 of title 5, United States Code). 

(d) APPLICATION.— An individual seeking a 
scholarship under this section shall submit 
an application to the National Intelligence 
Director at such time, in such manner, and 
containing such information, agreements, or 
assurances as the Director may require. 

(e) PROGRAMS AND FIELDS OF STUDY.—The 
National Intelligence Director shall— 

(1) make publicly available a list of aca-
demic programs and fields of study for which 
scholarships under the Program may be 
used; and 

(2) update the list as necessary. 
(f) SCHOLARSHIPS.— 
(1) IN GENERAL.—The National Intelligence 

Director may provide a scholarship under 
the Program for an academic year if the in-
dividual applying for the scholarship has 
submitted to the Director, as part of the ap-
plication required under subsection (d), a 
proposed academic program leading to a de-
gree in a program or field of study on the list 
made available under subsection (e). 

(2) LIMITATION ON YEARS.—An individual 
may not receive a scholarship under this sec-
tion for more than 4 academic years, unless 
the National Intelligence Director grants a 
waiver. 

(3) STUDENT RESPONSIBILITIES.—Scholar-
ship recipients shall maintain satisfactory 
academic progress. 

(4) AMOUNT.—The dollar amount of a schol-
arship under this section for an academic 
year shall be determined under regulations 
issued by the National Intelligence Director, 
but shall in no case exceed the cost of tui-
tion, fees, and other authorized expenses as 
established by the Director. 

(5) USE OF SCHOLARSHIPS.—A scholarship 
provided under this section may be expended 
for tuition, fees, and other authorized ex-
penses as established by the National Intel-
ligence Director by regulation. 

(6) PAYMENT TO INSTITUTION OF HIGHER EDU-
CATION.—The National Intelligence Director 
may enter into a contractual agreement 
with an institution of higher education 
under which the amounts provided for a 
scholarship under this section for tuition, 
fees, and other authorized expenses are paid 
directly to the institution with respect to 
which the scholarship is provided. 

(g) SPECIAL CONSIDERATION FOR CURRENT 
EMPLOYEES.— 

(1) SET ASIDE OF SCHOLARSHIPS.—Notwith-
standing paragraphs (1) and (3) of subsection 
(c), 10 percent of the scholarships awarded 
under this section shall be set aside for indi-
viduals who are employees of agencies on the 
date of enactment of this section to enhance 
the education of such employees in areas of 
critical needs of agencies. 

(2) FULL- OR PART-TIME EDUCATION.—Em-
ployees who are awarded scholarships under 
paragraph (1) shall be permitted to pursue 
undergraduate or graduate education under 
the scholarship on a full-time or part-time 
basis. 

(h) EMPLOYEE SERVICE.— 
(1) PERIOD OF SERVICE.—Except as provided 

in subsection (j)(2), the period of service for 
which an individual shall be obligated to 
serve as an employee of the agency is 24 
months for each academic year for which a 
scholarship under this section is provided. 
Under no circumstances shall the total pe-
riod of obligated service be more than 8 
years. 

(2) BEGINNING OF SERVICE.— 
(A) IN GENERAL.—Except as provided in 

subparagraph (B), obligated service under 
paragraph (1) shall begin not later than 60 
days after the individual obtains the edu-
cational degree for which the scholarship 
was provided. 

(B) DEFERRAL.—In accordance with regula-
tions established by the National Intel-
ligence Director, the Director or designee 
may defer the obligation of an individual to 
provide a period of service under paragraph 
(1) if the Director or designee determines 
that such a deferral is appropriate. 

(i) REPAYMENT.— 
(1) IN GENERAL.—Scholarship recipients 

who fail to maintain a high level of academic 
standing, as defined by the National Intel-
ligence Director, who are dismissed from 
their educational institutions for discipli-
nary reasons, or who voluntarily terminate 
academic training before graduation from 
the educational program for which the schol-
arship was awarded, shall be in breach of 
their contractual agreement and, in lieu of 
any service obligation arising under such 
agreement, shall be liable to the United 
States for repayment within 1 year after the 
date of default of all scholarship funds paid 
to them and to the institution of higher edu-
cation on their behalf under the agreement, 
except as provided in subsection (j)(2). The 
repayment period may be extended by the 
Director when determined to be necessary, 
as established by regulation. 

(2) LIABILITY.—Scholarship recipients who, 
for any reason, fail to begin or complete 
their service obligation after completion of 

academic training, or fail to comply with the 
terms and conditions of deferment estab-
lished by the National Intelligence Director 
under subsection (h)(2)(B), shall be in breach 
of their contractual agreement. When recipi-
ents breach their agreements for the reasons 
stated in the preceding sentence, the recipi-
ent shall be liable to the United States for 
an amount equal to— 

(A) the total amount of scholarships re-
ceived by such individual under this section; 
and 

(B) the interest on the amounts of such 
awards which would be payable if at the time 
the awards were received they were loans 
bearing interest at the maximum legal pre-
vailing rate, as determined by the Treasurer 
of the United States, multiplied by 3. 

(j) CANCELLATION, WAIVER, OR SUSPENSION 
OF OBLIGATION.— 

(1) CANCELLATION.—Any obligation of an 
individual incurred under the Program (or a 
contractual agreement thereunder) for serv-
ice or payment shall be canceled upon the 
death of the individual. 

(2) WAIVER OR SUSPENSION.—The National 
Intelligence Director shall prescribe regula-
tions to provide for the partial or total waiv-
er or suspension of any obligation of service 
or payment incurred by an individual under 
the Program (or a contractual agreement 
thereunder) whenever compliance by the in-
dividual is impossible or would involve ex-
treme hardship to the individual, or if en-
forcement of such obligation with respect to 
the individual would be contrary to the best 
interests of the Government. 

(k) REGULATIONS.—The National Intel-
ligence Director shall prescribe regulations 
necessary to carry out this section. 

Subtitle F—Additional Authorities of 
National Intelligence Authority 

SEC. 161. USE OF APPROPRIATED FUNDS. 
(a) DISPOSAL OF PROPERTY.—(1) If specifi-

cally authorized to dispose of real property 
of the National Intelligence Authority under 
any law enacted after the date of the enact-
ment of this Act, the National Intelligence 
Director shall, subject to paragraph (2), exer-
cise such authority in strict compliance with 
subchapter IV of chapter 5 of title 40, United 
States Code. 

(2) The Director shall deposit the proceeds 
of any disposal of property of the National 
Intelligence Authority into the miscella-
neous receipts of the Treasury in accordance 
with section 3302(b) of title 31, United States 
Code. 

(b) GIFTS.—Gifts or donations of services or 
property of or for the National Intelligence 
Authority may not be accepted, used, or dis-
posed of unless specifically permitted in ad-
vance in an appropriations Act and only 
under the conditions and for the purposes 
specified in such appropriations Act. 
SEC. 162. ACQUISITION AND FISCAL AUTHORI-

TIES. 
(a) ACQUISITIONS OF MAJOR SYSTEMS.—(1) 

For each intelligence program for the acqui-
sition of a major system, the National Intel-
ligence Director shall— 

(A) require the development and imple-
mentation of a program management plan 
that includes cost, schedule, and perform-
ance goals and program milestone criteria; 

(B) subject to paragraph (4), serve as the 
exclusive milestone decision authority; and 

(C) periodically— 
(i) review and assess the progress made to-

ward the achievement of the goals and mile-
stones established in such plan; and 

(ii) submit to Congress a report on the re-
sults of such review and assessment. 

(2) The National Intelligence Director shall 
prescribe guidance for the development and 
implementation of program management 
plans under this subsection. In prescribing 
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such guidance, the Director shall review De-
partment of Defense guidance on program 
management plans for Department of De-
fense programs for the acquisition of major 
systems and, to the extent feasible, incor-
porate the principles of the Department of 
Defense guidance into the Director’s guid-
ance under this subsection. 

(3) Nothing in this subsection may be con-
strued to limit the authority of the National 
Intelligence Director to delegate to any 
other official any authority to perform the 
responsibilities of the Director under this 
subsection. 

(4)(A) The authority conferred by para-
graph (1)(B) shall not apply to Department of 
Defense programs until the National Intel-
ligence Director, in consultation with the 
Secretary of Defense, determines that the 
National Intelligence Authority has the per-
sonnel and capability to fully and effectively 
carry out such authority. 

(B) The National Intelligence Director may 
assign any authority under this subsection 
to the Secretary of Defense. The assignment 
of such authority shall be made pursuant to 
a memorandum of understanding between 
the Director and the Secretary. 

(5) In this subsection: 
(A) The term ‘‘intelligence program’’, with 

respect to the acquisition of a major system, 
means a program that— 

(i) is carried out to acquire such major sys-
tem for an element of the intelligence com-
munity; and 

(ii) is funded in whole out of amounts 
available for the National Intelligence Pro-
gram. 

(B) The term ‘‘major system’’ has the 
meaning given such term in section 4(9) of 
the Federal Property and Administrative 
Services Act of 1949 (41 U.S.C. 403(9)). 

(b) AVAILABILITY OF FUNDS.—Notwith-
standing any other provision of law (other 
than the provisions of this Act), sums appro-
priated or otherwise made available to the 
National Intelligence Authority may be ex-
pended for purposes necessary to carry out 
its functions, including any function per-
formed by the National Intelligence Author-
ity that is described in section 8(a) of the 
Central Intelligence Agency Act of 1949 (50 
U.S.C. 403j(a)). 

(c) RELATIONSHIP OF DIRECTOR’S AUTHORITY 
TO OTHER LAWS ON ACQUISITION AND MANAGE-
MENT OF PROPERTY AND SERVICES.—Section 
113(e) of title 40, United States Code, is 
amended— 

(A) by striking ‘‘or’’ at the end of para-
graph (18); 

(B) by striking the period at the end of 
paragraph (19) and inserting ‘‘; or’’; and 

(C) by adding at the end the following new 
paragraph: 

‘‘(20) the National Intelligence Director.’’. 
(d) NATIONAL INTELLIGENCE DIRECTOR RE-

PORT ON ENHANCEMENT OF NSA AND NGIA AC-
QUISITION AUTHORITIES.—Not later than one 
year after the date of the enactment of this 
Act, the National Intelligence Director 
shall— 

(1) review— 
(A) the acquisition authority of the Direc-

tor of the National Security Agency; and 
(B) the acquisition authority of the Direc-

tor of the National Geospatial-Intelligence 
Agency; and 

(2) submit to the Committee on Govern-
mental Affairs of the Senate and the Com-
mittee on Government Reform of the House 
of Representatives a report setting forth any 
recommended enhancements of the acquisi-
tion authorities of the Director of the Na-
tional Security Agency and the Director of 
the National Geospatial-Intelligence Agency 
that the National Intelligence Director con-
siders necessary. 

(e) COMPTROLLER GENERAL REPORT ON AC-
QUISITION POLICIES AND PROCEDURES.—Not 

later than two years after the date of the en-
actment of this Act, the Comptroller General 
of the United States shall submit to Con-
gress a report on the extent to which the 
policies and procedures adopted for man-
aging the acquisition of major systems for 
national intelligence purposes, as identified 
by the National Intelligence Director, are 
likely to result in successful cost, schedule, 
and performance outcomes. 
SEC. 163. PERSONNEL MATTERS. 

(a) IN GENERAL.—In addition to the au-
thorities provided in section 114, the Na-
tional Intelligence Director may exercise 
with respect to the personnel of the National 
Intelligence Authority any authority of the 
Director of the Central Intelligence Agency 
with respect to the personnel of the Central 
Intelligence Agency under the Central Intel-
ligence Agency Act of 1949 (50 U.S.C. 403a et 
seq.), and other applicable provisions of law, 
as of the date of the enactment of this Act to 
the same extent, and subject to the same 
conditions and limitations, that the Director 
of the Central Intelligence Agency may exer-
cise such authority with respect to personnel 
of the Central Intelligence Agency. 

(b) RIGHTS AND PROTECTIONS OF EMPLOYEES 
AND APPLICANTS.—Employees and applicants 
for employment of the National Intelligence 
Authority shall have the same rights and 
protections under the Authority as employ-
ees of the Central Intelligence Agency have 
under the Central Intelligence Agency Act of 
1949, and other applicable provisions of law, 
as of the date of the enactment of this Act. 
SEC. 164. ETHICS MATTERS. 

(a) POLITICAL SERVICE OF PERSONNEL.—Sec-
tion 7323(b)(2)(B)(i) of title 5, United States 
Code, is amended— 

(1) in subclause (XII), by striking ‘‘or’’ at 
the end; and 

(2) by inserting after subclause (XIII) the 
following new subclause: 

‘‘(XIV) the National Intelligence Author-
ity; or’’. 

(b) DELETION OF INFORMATION ABOUT FOR-
EIGN GIFTS.—Section 7342(f)(4) of title 5, 
United States Code, is amended— 

(1) by inserting ‘‘(A)’’ after ‘‘(4)’’; 
(2) in subparagraph (A), as so designated, 

by striking ‘‘the Director of Central Intel-
ligence’’ and inserting ‘‘the Director of the 
Central Intelligence Agency’’; and 

(3) by adding at the end the following new 
subparagraph: 

‘‘(B) In transmitting such listings for the 
National Intelligence Authority, the Na-
tional Intelligence Director may delete the 
information described in subparagraphs (A) 
and (C) of paragraphs (2) and (3) if the Direc-
tor certifies in writing to the Secretary of 
State that the publication of such informa-
tion could adversely affect United States in-
telligence sources.’’. 

(c) EXEMPTION FROM FINANCIAL DISCLO-
SURES.—Section 105(a)(1) of the Ethics in 
Government Act (5 U.S.C. App.) is amended 
by inserting ‘‘the National Intelligence Au-
thority,’’ before ‘‘the Central Intelligence 
Agency’’. 

TITLE II—OTHER IMPROVEMENTS OF 
INTELLIGENCE ACTIVITIES 

Subtitle A—Improvements of Intelligence 
Activities 

SEC. 201. AVAILABILITY TO PUBLIC OF CERTAIN 
INTELLIGENCE FUNDING INFORMA-
TION. 

(a) AMOUNTS REQUESTED EACH FISCAL 
YEAR.—The President shall disclose to the 
public for each fiscal year after fiscal year 
2005 the aggregate amount of appropriations 
requested in the budget of the President for 
such fiscal year for the National Intelligence 
Program. 

(b) AMOUNTS AUTHORIZED AND APPRO-
PRIATED EACH FISCAL YEAR.—Congress shall 

disclose to the public for each fiscal year 
after fiscal year 2005 the aggregate amount 
of funds authorized to be appropriated, and 
the aggregate amount of funds appropriated, 
by Congress for such fiscal year for the Na-
tional Intelligence Program. 

(c) STUDY OF DISCLOSURE OF ADDITIONAL IN-
FORMATION.—(1) The National Intelligence 
Director shall conduct a study to assess the 
advisability of disclosing to the public 
amounts as follows: 

(A) The aggregate amount of appropria-
tions requested in the budget of the Presi-
dent for each fiscal year for each element of 
the intelligence community. 

(B) The aggregate amount of funds author-
ized to be appropriated, and the aggregate 
amount of funds appropriated, by Congress 
for each fiscal year for each element of the 
intelligence community. 

(2) The study under paragraph (1) shall— 
(A) address whether or not the disclosure 

to the public of the information referred to 
in that paragraph would harm the national 
security of the United States; and 

(B) take into specific account concerns re-
lating to the disclosure of such information 
for each element of the intelligence commu-
nity. 

(3) Not later than 180 days after the effec-
tive date of this section, the Director shall 
submit to Congress a report on the study 
under paragraph (1). 
SEC. 202. MERGER OF HOMELAND SECURITY 

COUNCIL INTO NATIONAL SECURITY 
COUNCIL. 

(a) MERGER OF HOMELAND SECURITY COUN-
CIL INTO NATIONAL SECURITY COUNCIL.—Sec-
tion 101 of the National Security Act of 1947 
(50 U.S.C. 402) is amended— 

(1) in the fourth undesignated paragraph of 
subsection (a), by striking clauses (5) and (6) 
and inserting the following new clauses: 

‘‘(5) the Attorney General; 
‘‘(6) the Secretary of Homeland Security;’’; 

and 
(2) in subsection (b)— 
(A) in paragraph (1), by striking ‘‘and’’ at 

the end; 
(B) in paragraph (2), by striking the period 

at the end and inserting a semicolon; and 
(C) by adding at the end the following new 

paragraphs: 
‘‘(3) assess the objectives, commitments, 

and risks of the United States in the inter-
ests of homeland security and make rec-
ommendations to the President based on 
such assessments; 

‘‘(4) oversee and review the homeland secu-
rity policies of the Federal Government and 
make recommendations to the President 
based on such oversight and review; and 

‘‘(5) perform such other functions as the 
President may direct.’’. 

(c) REPEAL OF SUPERSEDED AUTHORITY.—(1) 
Title IX of the Homeland Security Act of 
2002 (6 U.S.C. 491 et seq.) is repealed. 

(2) The table of contents for that Act is 
amended by striking the items relating to 
title IX. 
SEC. 203. JOINT INTELLIGENCE COMMUNITY 

COUNCIL. 
Title I of the National Security Act of 1947 

(50 U.S.C. 401 et seq.) is amended by inserting 
after section 101 the following new section: 

‘‘JOINT INTELLIGENCE COMMUNITY COUNCIL 
‘‘SEC. 101A. (a) JOINT INTELLIGENCE COMMU-

NITY COUNCIL.—There is a Joint Intelligence 
Community Council. 

‘‘(b) MEMBERSHIP.—The Joint Intelligence 
Community Council shall consist of the fol-
lowing: 

‘‘(1) The National Intelligence Director, 
who shall chair the Council. 

‘‘(2) The Secretary of State. 
‘‘(3) The Secretary of the Treasury. 
‘‘(4) The Secretary of Defense. 
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‘‘(5) The Attorney General. 
‘‘(6) The Secretary of Energy. 
‘‘(7) The Secretary of Homeland Security. 
‘‘(8) Such other officers of the United 

States Government as the President may 
designate from time to time. 

‘‘(c) FUNCTIONS.—The Joint Intelligence 
Community Council shall assist the National 
Intelligence Director to in developing and 
implementing a joint, unified national intel-
ligence effort to protect national security 
by— 

‘‘(1) advising the Director on establishing 
requirements, developing budgets, financial 
management, and monitoring and evaluating 
the performance of the intelligence commu-
nity, and on such other matters as the Direc-
tor may request; and 

‘‘(2) ensuring the timely execution of pro-
grams, policies, and directives established or 
developed by the Director. 

‘‘(d) MEETINGS.—The Joint Intelligence 
Community Council shall meet upon the re-
quest of the National Intelligence Director.’’. 
SEC. 204. IMPROVEMENT OF INTELLIGENCE CA-

PABILITIES OF THE FEDERAL BU-
REAU OF INVESTIGATION. 

(a) FINDINGS.—Congress makes the fol-
lowing findings: 

(1) The National Commission on Terrorist 
Attacks Upon the United States in its final 
report stated that, under Director Robert 
Mueller, the Federal Bureau of Investigation 
has made significant progress in improving 
its intelligence capabilities. 

(2) In the report, the members of the Com-
mission also urged that the Federal Bureau 
of Investigation fully institutionalize the 
shift of the Bureau to a preventive 
counterterrorism posture. 

(b) IMPROVEMENT OF INTELLIGENCE CAPA-
BILITIES.—The Director of the Federal Bu-
reau of Investigation shall continue efforts 
to improve the intelligence capabilities of 
the Federal Bureau of Investigation and to 
develop and maintain within the Bureau a 
national intelligence workforce. 

(c) NATIONAL INTELLIGENCE WORKFORCE.— 
(1) In developing and maintaining a national 
intelligence workforce under subsection (b), 
the Director of the Federal Bureau of Inves-
tigation shall, subject to the direction and 
control of the President, develop and main-
tain a specialized and integrated national in-
telligence workforce consisting of agents, 
analysts, linguists, and surveillance special-
ists who are recruited, trained, and rewarded 
in a manner which ensures the existence 
within the Federal Bureau of Investigation 
an institutional culture with substantial ex-
pertise in, and commitment to, the intel-
ligence mission of the Bureau. 

(2) Each agent employed by the Bureau 
after the date of the enactment of this Act 
shall receive basic training in both criminal 
justice matters and national intelligence 
matters. 

(3) Each agent employed by the Bureau 
after the date of the enactment of this Act 
shall, to the maximum extent practicable, be 
given the opportunity to undergo, during 
such agent’s early service with the Bureau, 
meaningful assignments in criminal justice 
matters and in national intelligence mat-
ters. 

(4) The Director shall— 
(A) establish career positions in national 

intelligence matters for agents and analysts 
of the Bureau; and 

(B) in furtherance of the requirement 
under subparagraph (A) and to the maximum 
extent practicable, afford agents and ana-
lysts of the Bureau the opportunity to work 
in the career specialty selected by such 
agents and analysts over their entire career 
with the Bureau. 

(5) The Director shall carry out a program 
to enhance the capacity of the Bureau to re-

cruit and retain individuals with back-
grounds in intelligence, international rela-
tions, language, technology, and other skills 
relevant to the intelligence mission of the 
Bureau. 

(6) The Director shall, to the maximum ex-
tent practicable, afford the analysts of the 
Bureau training and career opportunities 
commensurate with the training and career 
opportunities afforded analysts in other ele-
ments of the intelligence community. 

(7) Commencing as soon as practicable 
after the date of the enactment of this Act, 
each direct supervisor of a Field Intelligence 
Group, and each Bureau Operational Man-
ager at the Section Chief and Assistant Spe-
cial Agent in Charge (ASAC) level and above, 
shall be a certified intelligence officer. 

(8) The Director shall, to the maximum ex-
tent practicable, ensure that the successful 
discharge of advanced training courses, and 
of one or more assignments to another ele-
ment of the intelligence community, is a 
precondition to advancement to higher level 
intelligence assignments within the Bureau. 

(d) FIELD OFFICE MATTERS.—(1) In improv-
ing the intelligence capabilities of the Fed-
eral Bureau of Investigation under sub-
section (b), the Director of the Federal Bu-
reau of Investigation shall ensure that each 
Field Intelligence Group reports directly to 
a field office senior manager responsible for 
intelligence matters. 

(2) The Director shall provide for such ex-
pansion of the secure facilities in the field 
offices of the Bureau as is necessary to en-
sure the discharge by the field offices of the 
intelligence mission of the Bureau. 

(3) The Director shall require that each 
Field Intelligence Group manager ensures 
the integration of analysts, agents, linguists, 
and surveillance personnel in the field. 

(e) BUDGET MATTERS.—The Director of the 
Federal Bureau of Investigation shall, in 
consultation with the Director of the Office 
of Management and Budget, modify the 
budget structure of the Federal Bureau of In-
vestigation in order to organize the budget 
according to the four principal missions of 
the Bureau as follows: 

(1) Intelligence. 
(2) Counterterrorism and counterintel-

ligence. 
(3) Criminal Enterprises/Federal Crimes. 
(4) Criminal justice services. 
(f) REPORTS.—(1) Not later than 180 days 

after the date of the enactment of this Act, 
the Director of the Federal Bureau of Inves-
tigation shall submit to Congress a report on 
the progress made as of the date of such re-
port in carrying out the requirements of this 
section. 

(2) The Director shall include in each an-
nual program review of the Federal Bureau 
of Investigation that is submitted to Con-
gress a report on the progress made by each 
field office of the Bureau during the period 
covered by such review in addressing Bureau 
and national program priorities. 

(3) Not later than 180 days after the date of 
the enactment of this Act, and every 12 
months thereafter, the Director shall submit 
to Congress a report assessing the qualifica-
tions, status, and roles of analysts at Bureau 
headquarters and in the field offices of the 
Bureau. 

(4) Not later than 180 days after the date of 
the enactment of this Act, and every 12 
months thereafter, the Director shall submit 
to Congress a report on the progress of the 
Bureau in implementing information-sharing 
principles. 
SEC. 205. FEDERAL BUREAU OF INVESTIGATION 

INTELLIGENCE CAREER SERVICE. 
(a) SHORT TITLE.—This section may be 

cited as the ‘‘Federal Bureau of Investiga-
tion Intelligence Career Service Authoriza-
tion Act of 2005’’. 

(b) ESTABLISHMENT OF FEDERAL BUREAU OF 
INVESTIGATION INTELLIGENCE CAREER SERV-
ICE.— 

(1) IN GENERAL.—The Director of the Fed-
eral Bureau of Investigation, in consultation 
with the Director of the Office of Personnel 
Management— 

(A) may establish positions for intelligence 
analysts, without regard to chapter 51 of 
title 5, United States Code; 

(B) shall prescribe standards and proce-
dures for establishing and classifying such 
positions; and 

(C) may fix the rate of basic pay for such 
positions, without regard to subchapter III of 
chapter 53 of title 5, United States Code, if 
the rate of pay is not greater than the rate 
of basic pay payable for level IV of the Exec-
utive Schedule. 

(2) LEVELS OF PERFORMANCE.—Any per-
formance management system established 
for intelligence analysts shall have at least 1 
level of performance above a retention 
standard. 

(c) REPORTING REQUIREMENT.—Not less 
than 60 days before the date of the imple-
mentation of authorities authorized under 
this section, the Director of the Federal Bu-
reau of Investigation shall submit an oper-
ating plan describing the Director’s intended 
use of the authorities under this section to— 

(1) the Committees on Appropriations of 
the Senate and the House of Representatives; 

(2) the Committee on Governmental Af-
fairs of the Senate; 

(3) the Committee on Government Reform 
of the House of Representatives; 

(4) the congressional intelligence commit-
tees; and 

(5) the Committees on the Judiciary of the 
Senate and the House of Representatives. 

(d) ANNUAL REPORT.—Not later than De-
cember 31, 2005, and annually thereafter for 4 
years, the Director of the Federal Bureau of 
Investigation shall submit an annual report 
of the use of the permanent authorities pro-
vided under this section during the preceding 
fiscal year to— 

(1) the Committees on Appropriations of 
the Senate and the House of Representatives; 

(2) the Committee on Governmental Af-
fairs of the Senate; 

(3) the Committee on Government Reform 
of the House of Representatives; 

(4) the congressional intelligence commit-
tees; and 

(5) the Committees on the Judiciary of the 
Senate and the House of Representatives. 
SEC. 206. INFORMATION SHARING. 

(a) DEFINITIONS.—In this section: 
(1) ADVISORY BOARD.—The term ‘‘Advisory 

Board’’ means the Advisory Board on Infor-
mation Sharing established under subsection 
(i). 

(2) EXECUTIVE COUNCIL.—The term ‘‘Execu-
tive Council’’ means the Executive Council 
on Information Sharing established under 
subsection (h). 

(3) HOMELAND SECURITY INFORMATION.—The 
term ‘‘homeland security information’’ 
means all information, whether collected, 
produced, or distributed by intelligence, law 
enforcement, military, homeland security, 
or other activities relating to— 

(A) the existence, organization, capabili-
ties, plans, intentions, vulnerabilities, 
means of finance or material support, or ac-
tivities of foreign or international terrorist 
groups or individuals, or of domestic groups 
or individuals involved in transnational ter-
rorism; 

(B) threats posed by such groups or indi-
viduals to the United States, United States 
persons, or United States interests, or to 
those of other nations; 

(C) communications of or by such groups 
or individuals; or 
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(D) groups or individuals reasonably be-

lieved to be assisting or associated with such 
groups or individuals. 

(4) NETWORK.—The term ‘‘Network’’ means 
the Information Sharing Network described 
under subsection (c). 

(b) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks upon the United States, Congress 
makes the following findings: 

(1) The effective use of information, from 
all available sources, is essential to the fight 
against terror and the protection of our 
homeland. The biggest impediment to all- 
source analysis, and to a greater likelihood 
of ‘‘connecting the dots’’, is resistance to 
sharing information. 

(2) The United States Government has ac-
cess to a vast amount of information, includ-
ing not only traditional intelligence but also 
other government databases, such as those 
containing customs or immigration informa-
tion. However, the United States Govern-
ment has a weak system for processing and 
using the information it has. 

(3) In the period preceding September 11, 
2001, there were instances of potentially 
helpful information that was available but 
that no person knew to ask for; information 
that was distributed only in compartmented 
channels, and information that was re-
quested but could not be shared. 

(4) Current security requirements nurture 
over-classification and excessive 
compartmentalization of information among 
agencies. Each agency’s incentive structure 
opposes sharing, with risks, including crimi-
nal, civil, and administrative sanctions, but 
few rewards for sharing information. 

(5) The current system, in which each in-
telligence agency has its own security prac-
tices, requires a demonstrated ‘‘need to 
know’’ before sharing. This approach as-
sumes that it is possible to know, in ad-
vance, who will need to use the information. 
An outgrowth of the cold war, such a system 
implicitly assumes that the risk of inad-
vertent disclosure outweighs the benefits of 
wider sharing. Such assumptions are no 
longer appropriate. Although counterintel-
ligence concerns are still real, the costs of 
not sharing information are also substantial. 
The current ‘‘need-to-know’’ culture of infor-
mation protection needs to be replaced with 
a ‘‘need-to-share’’ culture of integration. 

(6) A new approach to the sharing of intel-
ligence and homeland security information 
is urgently needed. An important conceptual 
model for a new ‘‘trusted information net-
work’’ is the Systemwide Homeland Analysis 
and Resource Exchange (SHARE) Network 
proposed by a task force of leading profes-
sionals assembled by the Markle Foundation 
and described in reports issued in October 
2002 and December 2003. 

(7) No single agency can create a meaning-
ful information sharing system on its own. 
Alone, each agency can only modernize 
stovepipes, not replace them. Presidential 
leadership is required to bring about govern-
mentwide change. 

(c) INFORMATION SHARING NETWORK.— 
(1) ESTABLISHMENT.—The President shall 

establish a trusted information network and 
secure information sharing environment to 
promote sharing of intelligence and home-
land security information in a manner con-
sistent with national security and the pro-
tection of privacy and civil liberties, and 
based on clearly defined and consistently ap-
plied policies and procedures, and valid in-
vestigative, analytical or operational re-
quirements. 

(2) ATTRIBUTES.—The Network shall pro-
mote coordination, communication and col-
laboration of people and information among 
all relevant Federal departments and agen-
cies, State, tribal, and local authorities, and 

relevant private sector entities, including 
owners and operators of critical infrastruc-
ture, by using policy guidelines and tech-
nologies that support— 

(A) a decentralized, distributed, and co-
ordinated environment that connects exist-
ing systems where appropriate and allows 
users to share information among agencies, 
between levels of government, and, as appro-
priate, with the private sector; 

(B) the sharing of information in a form 
and manner that facilitates its use in anal-
ysis, investigations and operations; 

(C) building upon existing systems capa-
bilities currently in use across the Govern-
ment; 

(D) utilizing industry best practices, in-
cluding minimizing the centralization of 
data and seeking to use common tools and 
capabilities whenever possible; 

(E) employing an information access man-
agement approach that controls access to 
data rather than to just networks; 

(F) facilitating the sharing of information 
at and across all levels of security by using 
policy guidelines and technologies that sup-
port writing information that can be broadly 
shared; 

(G) providing directory services for locat-
ing people and information; 

(H) incorporating protections for individ-
uals’ privacy and civil liberties; 

(I) incorporating strong mechanisms for in-
formation security and privacy and civil lib-
erties guideline enforcement in order to en-
hance accountability and facilitate over-
sight, including— 

(i) multifactor authentication and access 
control; 

(ii) strong encryption and data protection; 
(iii) immutable audit capabilities; 
(iv) automated policy enforcement; 
(v) perpetual, automated screening for 

abuses of network and intrusions; and 
(vi) uniform classification and handling 

procedures; 
(J) compliance with requirements of appli-

cable law and guidance with regard to the 
planning, design, acquisition, operation, and 
management of information systems; and 

(K) permitting continuous system upgrades 
to benefit from advances in technology while 
preserving the integrity of stored data. 

(d) IMMEDIATE ACTIONS.—Not later than 90 
days after the date of the enactment of this 
Act, the Director of the Office of Manage-
ment and Budget, in consultation with the 
Executive Council, shall— 

(1) submit to the President and to Congress 
a description of the technological, legal, and 
policy issues presented by the creation of the 
Network described in subsection (c), and the 
way in which these issues will be addressed; 

(2) establish electronic directory services 
to assist in locating in the Federal Govern-
ment intelligence and homeland security in-
formation and people with relevant knowl-
edge about intelligence and homeland secu-
rity information; and 

(3) conduct a review of relevant current 
Federal agency capabilities, including— 

(A) a baseline inventory of current Federal 
systems that contain intelligence or home-
land security information; 

(B) the money currently spent to maintain 
those systems; and 

(C) identification of other information that 
should be included in the Network. 

(e) GUIDELINES AND REQUIREMENTS.—As 
soon as possible, but in no event later than 
180 days after the date of the enactment of 
this Act, the President shall— 

(1) in consultation with the Executive 
Council— 

(A) issue guidelines for acquiring, access-
ing, sharing, and using information, includ-
ing guidelines to ensure that information is 
provided in its most shareable form, such as 

by separating out data from the sources and 
methods by which that data are obtained; 
and 

(B) on classification policy and handling 
procedures across Federal agencies, includ-
ing commonly accepted processing and ac-
cess controls; 

(2) in consultation with the Privacy and 
Civil Liberties Oversight Board established 
under section 211, issue guidelines that— 

(A) protect privacy and civil liberties in 
the development and use of the Network; and 

(B) shall be made public, unless, and only 
to the extent that, nondisclosure is clearly 
necessary to protect national security; and 

(3) require the heads of Federal depart-
ments and agencies to promote a culture of 
information sharing by— 

(A) reducing disincentives to information 
sharing, including overclassification of infor-
mation and unnecessary requirements for 
originator approval; and 

(B) providing affirmative incentives for in-
formation sharing, such as the incorporation 
of information sharing performance meas-
ures into agency and managerial evalua-
tions, and employee awards for promoting 
innovative information sharing practices. 

(f) ENTERPRISE ARCHITECTURE AND IMPLE-
MENTATION PLAN.—Not later than 270 days 
after the date of the enactment of this Act, 
the Director of Management and Budget 
shall submit to the President and to Con-
gress an enterprise architecture and imple-
mentation plan for the Network. The enter-
prise architecture and implementation plan 
shall be prepared by the Director of Manage-
ment and Budget, in consultation with the 
Executive Council, and shall include— 

(1) a description of the parameters of the 
proposed Network, including functions, capa-
bilities, and resources; 

(2) a delineation of the roles of the Federal 
departments and agencies that will partici-
pate in the development of the Network, in-
cluding identification of any agency that 
will build the infrastructure needed to oper-
ate and manage the Network (as distinct 
from the individual agency components that 
are to be part of the Network), with the de-
lineation of roles to be consistent with— 

(A) the authority of the National Intel-
ligence Director under this Act to set stand-
ards for information sharing and information 
technology throughout the intelligence com-
munity; and 

(B) the authority of the Secretary of 
Homeland Security and the role of the De-
partment of Homeland Security in coordi-
nating with State, tribal, and local officials 
and the private sector; 

(3) a description of the technological re-
quirements to appropriately link and en-
hance existing networks and a description of 
the system design that will meet these re-
quirements; 

(4) an enterprise architecture that— 
(A) is consistent with applicable laws and 

guidance with regard to planning, design, ac-
quisition, operation, and management of in-
formation systems; 

(B) will be used to guide and define the de-
velopment and implementation of the Net-
work; and 

(C) addresses the existing and planned en-
terprise architectures of the departments 
and agencies participating in the Network; 

(5) a description of how privacy and civil 
liberties will be protected throughout the de-
sign and implementation of the Network; 

(6) objective, systemwide performance 
measures to enable the assessment of 
progress toward achieving full implementa-
tion of the Network; 

(7) a plan, including a time line, for the de-
velopment and phased implementation of the 
Network; 
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(8) total budget requirements to develop 

and implement the Network, including the 
estimated annual cost for each of the 5 years 
following the date of the enactment of this 
Act; and 

(9) proposals for any legislation that the 
Director of Management and Budget deter-
mines necessary to implement the Network. 

(g) DIRECTOR OF MANAGEMENT AND BUDGET 
RESPONSIBLE FOR INFORMATION SHARING 
ACROSS THE FEDERAL GOVERNMENT.— 

(1) ADDITIONAL DUTIES AND RESPONSIBIL-
ITIES.— 

(A) IN GENERAL.—The Director of Manage-
ment and Budget, in consultation with the 
Executive Council, shall— 

(i) implement and manage the Network; 
(ii) develop and implement policies, proce-

dures, guidelines, rules, and standards as ap-
propriate to foster the development and 
proper operation of the Network; and 

(iii) assist, monitor, and assess the imple-
mentation of the Network by Federal depart-
ments and agencies to ensure adequate 
progress, technological consistency and pol-
icy compliance; and regularly report the 
findings to the President and to Congress. 

(B) CONTENT OF POLICIES, PROCEDURES, 
GUIDELINES, RULES, AND STANDARDS.—The 
policies, procedures, guidelines, rules, and 
standards under subparagraph (A)(ii) shall— 

(i) take into account the varying missions 
and security requirements of agencies par-
ticipating in the Network; 

(ii) address development, implementation, 
and oversight of technical standards and re-
quirements; 

(iii) address and facilitate information 
sharing between and among departments and 
agencies of the intelligence community, the 
Department of Defense, the Homeland Secu-
rity community and the law enforcement 
community; 

(iv) address and facilitate information 
sharing between Federal departments and 
agencies and State, tribal and local govern-
ments; 

(v) address and facilitate, as appropriate, 
information sharing between Federal depart-
ments and agencies and the private sector; 

(vi) address and facilitate, as appropriate, 
information sharing between Federal depart-
ments and agencies with foreign partners 
and allies; and 

(vii) ensure the protection of privacy and 
civil liberties. 

(2) APPOINTMENT OF PRINCIPAL OFFICER.— 
Not later than 30 days after the date of the 
enactment of this Act, the Director of Man-
agement and Budget shall appoint, with ap-
proval of the President, a principal officer in 
the Office of Management and Budget whose 
primary responsibility shall be to carry out 
the day-to-day duties of the Director speci-
fied in this section. The officer shall report 
directly to the Director of Management and 
Budget, have the rank of a Deputy Director 
and shall be paid at the rate of pay payable 
for a position at level III of the Executive 
Schedule under section 5314 of title 5, United 
States Code. 

(h) EXECUTIVE COUNCIL ON INFORMATION 
SHARING.— 

(1) ESTABLISHMENT.—There is established 
an Executive Council on Information Shar-
ing that shall assist the Director of Manage-
ment and Budget in the execution of the Di-
rector’s duties under this Act concerning in-
formation sharing. 

(2) MEMBERSHIP.—The members of the Ex-
ecutive Council shall be— 

(A) the Director of Management and Budg-
et, who shall serve as Chairman of the Exec-
utive Council; 

(B) the Secretary of Homeland Security or 
his designee; 

(C) the Secretary of Defense or his des-
ignee; 

(D) the Attorney General or his designee; 
(E) the Secretary of State or his designee; 
(F) the Director of the Federal Bureau of 

Investigation or his designee; 
(G) the National Intelligence Director or 

his designee; 
(H) such other Federal officials as the 

President shall designate; 
(I) representatives of State, tribal, and 

local governments, to be appointed by the 
President; and 

(J) individuals who are employed in pri-
vate businesses or nonprofit organizations 
that own or operate critical infrastructure, 
to be appointed by the President. 

(3) RESPONSIBILITIES.—The Executive 
Council shall assist the Director of Manage-
ment and Budget in— 

(A) implementing and managing the Net-
work; 

(B) developing policies, procedures, guide-
lines, rules, and standards necessary to es-
tablish and implement the Network; 

(C) ensuring there is coordination among 
departments and agencies participating in 
the Network in the development and imple-
mentation of the Network; 

(D) reviewing, on an ongoing basis, poli-
cies, procedures, guidelines, rules, and stand-
ards related to the implementation of the 
Network; 

(E) establishing a dispute resolution proc-
ess to resolve disagreements among depart-
ments and agencies about whether particular 
information should be shared and in what 
manner; and 

(F) considering such reports as are sub-
mitted by the Advisory Board on Informa-
tion Sharing under subsection (i)(2). 

(4) INAPPLICABILITY OF FEDERAL ADVISORY 
COMMITTEE ACT.—The Council shall not be 
subject to the requirements of the Federal 
Advisory Committee Act (5 U.S.C. App.). 

(5) REPORTS.—Not later than 1 year after 
the date of the enactment of this Act, and 
annually thereafter, the Director of Manage-
ment and Budget, in the capacity of Chair of 
the Executive Council, shall submit a report 
to the President and to Congress that shall 
include— 

(A) a description of the activities and ac-
complishments of the Council in the pre-
ceding year; and 

(B) the number and dates of the meetings 
held by the Council and a list of attendees at 
each meeting. 

(6) INFORMING THE PUBLIC.—The Executive 
Council shall— 

(A) make its reports to Congress available 
to the public to the greatest extent that is 
consistent with the protection of classified 
information and applicable law; and 

(B) otherwise inform the public of its ac-
tivities, as appropriate and in a manner con-
sistent with the protection of classified in-
formation and applicable law. 

(i) ADVISORY BOARD ON INFORMATION SHAR-
ING.— 

(1) ESTABLISHMENT.—There is established 
an Advisory Board on Information Sharing 
to advise the President and the Executive 
Council on policy, technical, and manage-
ment issues related to the design and oper-
ation of the Network. 

(2) RESPONSIBILITIES.—The Advisory Board 
shall advise the Executive Council on policy, 
technical, and management issues related to 
the design and operation of the Network. At 
the request of the Executive Council, or the 
Director of Management and Budget in the 
capacity as Chair of the Executive Council, 
or on its own initiative, the Advisory Board 
shall submit reports to the Executive Coun-
cil concerning the findings and recommenda-
tions of the Advisory Board regarding the de-
sign and operation of the Network. 

(3) MEMBERSHIP AND QUALIFICATIONS.—The 
Advisory Board shall be composed of no more 

than 15 members, to be appointed by the 
President from outside the Federal Govern-
ment. The members of the Advisory Board 
shall have significant experience or expertise 
in policy, technical and operational matters, 
including issues of security, privacy, or civil 
liberties, and shall be selected solely on the 
basis of their professional qualifications, 
achievements, public stature and relevant 
experience. 

(4) CHAIR.—The President shall designate 
one of the members of the Advisory Board to 
act as chair of the Advisory Board. 

(5) ADMINISTRATIVE SUPPORT.—The Office of 
Management and Budget shall provide ad-
ministrative support for the Advisory Board. 

(j) REPORTS.— 
(1) IN GENERAL.—Not later than 1 year after 

the date of the enactment of this Act, and 
semiannually thereafter, the President 
through the Director of Management and 
Budget shall submit a report to Congress on 
the state of the Network and of information 
sharing across the Federal Government. 

(2) CONTENT.—Each report under this sub-
section shall include— 

(A) a progress report on the extent to 
which the Network has been implemented, 
including how the Network has fared on the 
government-wide and agency-specific per-
formance measures and whether the perform-
ance goals set in the preceding year have 
been met; 

(B) objective systemwide performance 
goals for the following year; 

(C) an accounting of how much was spent 
on the Network in the preceding year; 

(D) actions taken to ensure that agencies 
procure new technology that is consistent 
with the Network and information on wheth-
er new systems and technology are con-
sistent with the Network; 

(E) the extent to which, in appropriate cir-
cumstances, all terrorism watch lists are 
available for combined searching in real 
time through the Network and whether there 
are consistent standards for placing individ-
uals on, and removing individuals from, the 
watch lists, including the availability of 
processes for correcting errors; 

(F) the extent to which unnecessary road-
blocks, impediments, or disincentives to in-
formation sharing, including the inappro-
priate use of paper-only intelligence prod-
ucts and requirements for originator ap-
proval, have been eliminated; 

(G) the extent to which positive incentives 
for information sharing have been imple-
mented; 

(H) the extent to which classified informa-
tion is also made available through the Net-
work, in whole or in part, in unclassified 
form; 

(I) the extent to which State, tribal, and 
local officials— 

(i) are participating in the Network; 
(ii) have systems which have become inte-

grated into the Network; 
(iii) are providing as well as receiving in-

formation; and 
(iv) are using the Network to communicate 

with each other; 
(J) the extent to which— 
(i) private sector data, including informa-

tion from owners and operators of critical in-
frastructure, is incorporated in the Network; 
and 

(ii) the private sector is both providing and 
receiving information; 

(K) where private sector data has been used 
by the Government or has been incorporated 
into the Network— 

(i) the measures taken to protect sensitive 
business information; and 

(ii) where the data involves information 
about individuals, the measures taken to en-
sure the accuracy of such data; 
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(L) the measures taken by the Federal 

Government to ensure the accuracy of other 
information on the Network and, in par-
ticular, the accuracy of information about 
individuals; 

(M) an assessment of the Network’s pri-
vacy and civil liberties protections, includ-
ing actions taken in the preceding year to 
implement or enforce privacy and civil lib-
erties protections and a report of complaints 
received about interference with an individ-
ual’s privacy or civil liberties; and 

(N) an assessment of the security protec-
tions of the Network. 

(k) AGENCY RESPONSIBILITIES.—The head of 
each department or agency possessing or 
using intelligence or homeland security in-
formation or otherwise participating in the 
Network shall— 

(1) ensure full department or agency com-
pliance with information sharing policies, 
procedures, guidelines, rules, and standards 
established for the Network under sub-
sections (c) and (g); 

(2) ensure the provision of adequate re-
sources for systems and activities supporting 
operation of and participation in the Net-
work; and 

(3) ensure full agency or department co-
operation in the development of the Network 
and associated enterprise architecture to im-
plement governmentwide information shar-
ing, and in the management and acquisition 
of information technology consistent with 
applicable law. 

(l) AGENCY PLANS AND REPORTS.—Each 
Federal department or agency that possesses 
or uses intelligence and homeland security 
information, operates a system in the Net-
work or otherwise participates, or expects to 
participate, in the Network, shall submit to 
the Director of Management and Budget— 

(1) not later than 1 year after the date of 
the enactment of this Act, a report includ-
ing— 

(A) a strategic plan for implementation of 
the Network’s requirements within the de-
partment or agency; 

(B) objective performance measures to as-
sess the progress and adequacy of the depart-
ment or agency’s information sharing ef-
forts; and 

(C) budgetary requirements to integrate 
the agency into the Network, including pro-
jected annual expenditures for each of the 
following 5 years following the submission of 
the report; and 

(2) annually thereafter, reports including— 
(A) an assessment of the progress of the de-

partment or agency in complying with the 
Network’s requirements, including how well 
the agency has performed on the objective 
measures developed under paragraph (1)(B); 

(B) the agency’s expenditures to imple-
ment and comply with the Network’s re-
quirements in the preceding year; and 

(C) the agency’s or department’s plans for 
further implementation of the Network in 
the year following the submission of the re-
port. 

(m) PERIODIC ASSESSMENTS.— 
(1) COMPTROLLER GENERAL.— 
(A) IN GENERAL.—Not later than 1 year 

after the date of the enactment of this Act, 
and periodically thereafter, the Comptroller 
General shall evaluate the implementation 
of the Network, both generally and, at the 
discretion of the Comptroller General, with-
in specific departments and agencies, to de-
termine the extent of compliance with the 
Network’s requirements and to assess the ef-
fectiveness of the Network in improving in-
formation sharing and collaboration and in 
protecting privacy and civil liberties, and 
shall report to Congress on the findings of 
the Comptroller General. 

(B) INFORMATION AVAILABLE TO THE COMP-
TROLLER GENERAL.—Upon request by the 

Comptroller General, information relevant 
to an evaluation under subsection (a) shall 
be made available to the Comptroller Gen-
eral under section 716 of title 31, United 
States Code. 

(C) CONSULTATION WITH CONGRESSIONAL 
COMMITTEES.—If a record is not made avail-
able to the Comptroller General within a 
reasonable time, before the Comptroller Gen-
eral files a report under section 716(b)(1) of 
title 31, United States Code, the Comptroller 
General shall consult with the Select Com-
mittee on Intelligence of the Senate, the 
Permanent Select Committee on Intelligence 
of the House of Representatives, the Com-
mittee on Governmental Affairs of the Sen-
ate, and the Committee on Government Re-
form of the House of Representatives con-
cerning the Comptroller’s intent to file a re-
port. 

(2) INSPECTORS GENERAL.—The Inspector 
General in any Federal department or agen-
cy that possesses or uses intelligence or 
homeland security information or that oth-
erwise participates in the Network shall, at 
the discretion of the Inspector General— 

(A) conduct audits or investigations to— 
(i) determine the compliance of that de-

partment or agency with the Network’s re-
quirements; and 

(ii) assess the effectiveness of that depart-
ment or agency in improving information 
sharing and collaboration and in protecting 
privacy and civil liberties; and 

(B) issue reports on such audits and inves-
tigations. 

(n) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated— 

(1) $50,000,000 to the Director of Manage-
ment and Budget to carry out this section 
for fiscal year 2005; and 

(2) such sums as are necessary to carry out 
this section in each fiscal year thereafter, to 
be disbursed and allocated in accordance 
with the Network implementation plan re-
quired by subsection (f). 

Subtitle B—Privacy and Civil Liberties 
SEC. 211. PRIVACY AND CIVIL LIBERTIES OVER-

SIGHT BOARD. 
(a) IN GENERAL.—There is established with-

in the Executive Office of the President a 
Privacy and Civil Liberties Oversight Board 
(referred to in this subtitle as the ‘‘Board’’). 

(b) FINDINGS.—Consistent with the report 
of the National Commission on Terrorist At-
tacks Upon the United States, Congress 
makes the following findings: 

(1) In conducting the war on terrorism, the 
Government may need additional powers and 
may need to enhance the use of its existing 
powers. 

(2) This shift of power and authority to the 
Government calls for an enhanced system of 
checks and balances to protect the precious 
liberties that are vital to our way of life and 
to ensure that the Government uses its pow-
ers for the purposes for which the powers 
were given. 

(c) PURPOSE.—The Board shall— 
(1) analyze and review actions the execu-

tive branch takes to protect the Nation from 
terrorism; and 

(2) ensure that liberty concerns are appro-
priately considered in the development and 
implementation of laws, regulations, and 
policies related to efforts to protect the Na-
tion against terrorism. 

(d) FUNCTIONS.— 
(1) ADVICE AND COUNSEL ON POLICY DEVELOP-

MENT AND IMPLEMENTATION.—The Board 
shall— 

(A) review proposed legislation, regula-
tions, and policies related to efforts to pro-
tect the Nation from terrorism, including 
the development and adoption of informa-
tion sharing guidelines under section 205(g); 

(B) review the implementation of new and 
existing legislation, regulations, and policies 

related to efforts to protect the Nation from 
terrorism, including the implementation of 
information sharing guidelines under section 
205(g); 

(C) advise the President and the depart-
ments, agencies, and elements of the execu-
tive branch to ensure that privacy and civil 
liberties are appropriately considered in the 
development and implementation of such 
legislation, regulations, policies, and guide-
lines; and 

(D) in providing advice on proposals to re-
tain or enhance a particular governmental 
power, consider whether the department, 
agency, or element of the executive branch 
has explained— 

(i) that the power actually materially en-
hances security; 

(ii) that there is adequate supervision of 
the use by the executive branch of the power 
to ensure protection of privacy and civil lib-
erties; and 

(iii) that there are adequate guidelines and 
oversight to properly confine its use. 

(2) OVERSIGHT.—The Board shall contin-
ually review— 

(A) the regulations, policies, and proce-
dures, and the implementation of the regula-
tions, policies, and procedures, of the depart-
ments, agencies, and elements of the execu-
tive branch to ensure that privacy and civil 
liberties are protected; 

(B) the information sharing practices of 
the departments, agencies, and elements of 
the executive branch to determine whether 
they appropriately protect privacy and civil 
liberties and adhere to the information shar-
ing guidelines prescribed under section 205(g) 
and to other governing laws, regulations, 
and policies regarding privacy and civil lib-
erties; and 

(C) other actions by the executive branch 
related to efforts to protect the Nation from 
terrorism to determine whether such ac-
tions— 

(i) appropriately protect privacy and civil 
liberties; and 

(ii) are consistent with governing laws, 
regulations, and policies regarding privacy 
and civil liberties. 

(3) RELATIONSHIP WITH PRIVACY AND CIVIL 
LIBERTIES OFFICERS.—The Board shall— 

(A) review and assess reports and other in-
formation from privacy officers and civil lib-
erties officers described in section 212; 

(B) when appropriate, make recommenda-
tions to such privacy officers and civil lib-
erties officers regarding their activities; and 

(C) when appropriate, coordinate the ac-
tivities of such privacy officers and civil lib-
erties officers on relevant interagency mat-
ters. 

(4) TESTIMONY.—The Members of the Board 
shall appear and testify before Congress upon 
request. 

(e) REPORTS.— 
(1) IN GENERAL.—The Board shall— 
(A) receive and review reports from privacy 

officers and civil liberties officers described 
in section 212; and 

(B) periodically submit, not less than semi-
annually, reports— 

(i)(I) to the appropriate committees of 
Congress, including the Committees on the 
Judiciary of the Senate and the House of 
Representatives, the Committee on Govern-
mental Affairs of the Senate, the Committee 
on Government Reform of the House of Rep-
resentatives, the Select Committee on Intel-
ligence of the Senate, and the Permanent Se-
lect Committee on Intelligence of the House 
of Representatives; and 

(II) to the President; and 
(ii) which shall be in unclassified form to 

the greatest extent possible, with a classified 
annex where necessary. 
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(2) CONTENTS.—Not less than 2 reports sub-

mitted each year under paragraph (1)(B) 
shall include— 

(A) a description of the major activities of 
the Board during the preceding period; and 

(B) information on the findings, conclu-
sions, and recommendations of the Board re-
sulting from its advice and oversight func-
tions under subsection (d). 

(f) INFORMING THE PUBLIC.—The Board 
shall— 

(1) make its reports, including its reports 
to Congress, available to the public to the 
greatest extent that is consistent with the 
protection of classified information and ap-
plicable law; and 

(2) hold public hearings and otherwise in-
form the public of its activities, as appro-
priate and in a manner consistent with the 
protection of classified information and ap-
plicable law. 

(g) ACCESS TO INFORMATION.— 
(1) AUTHORIZATION.—If determined by the 

Board to be necessary to carry out its re-
sponsibilities under this section, the Board is 
authorized to— 

(A) have access from any department, 
agency, or element of the executive branch, 
or any Federal officer or employee, to all rel-
evant records, reports, audits, reviews, docu-
ments, papers, recommendations, or other 
relevant material, including classified infor-
mation consistent with applicable law; 

(B) interview, take statements from, or 
take public testimony from personnel of any 
department, agency, or element of the execu-
tive branch, or any Federal officer or em-
ployee; 

(C) request information or assistance from 
any State, tribal, or local government; and 

(D) require, by subpoena issued at the di-
rection of a majority of the members of the 
Board, persons (other than departments, 
agencies, and elements of the executive 
branch) to produce any relevant information, 
documents, reports, answers, records, ac-
counts, papers, and other documentary or 
testimonial evidence. 

(2) ENFORCEMENT OF SUBPOENA.—In the case 
of contumacy or failure to obey a subpoena 
issued under paragraph (1)(D), the United 
States district court for the judicial district 
in which the subpoenaed person resides, is 
served, or may be found may issue an order 
requiring such person to produce the evi-
dence required by such subpoena. 

(3) AGENCY COOPERATION.—Whenever infor-
mation or assistance requested under sub-
paragraph (A) or (B) of paragraph (1) is, in 
the judgment of the Board, unreasonably re-
fused or not provided, the Board shall report 
the circumstances to the head of the depart-
ment, agency, or element concerned without 
delay. The head of the department, agency, 
or element concerned shall ensure that the 
Board is given access to the information, as-
sistance, material, or personnel the Board 
determines to be necessary to carry out its 
functions. 

(h) MEMBERSHIP.— 
(1) MEMBERS.—The Board shall be com-

posed of a full-time chairman and 4 addi-
tional members, who shall be appointed by 
the President, by and with the advice and 
consent of the Senate. 

(2) QUALIFICATIONS.—Members of the Board 
shall be selected solely on the basis of their 
professional qualifications, achievements, 
public stature, expertise in civil liberties and 
privacy, and relevant experience, and with-
out regard to political affiliation, but in no 
event shall more than 3 members of the 
Board be members of the same political 
party. 

(3) INCOMPATIBLE OFFICE.—An individual 
appointed to the Board may not, while serv-
ing on the Board, be an elected official, offi-
cer, or employee of the Federal Government, 

other than in the capacity as a member of 
the Board. 

(4) TERM.—Each member of the Board shall 
serve a term of six years, except that— 

(A) a member appointed to a term of office 
after the commencement of such term may 
serve under such appointment only for the 
remainder of such term; 

(B) upon the expiration of the term of of-
fice of a member, the member shall continue 
to serve until the member’s successor has 
been appointed and qualified, except that no 
member may serve under this subpara-
graph— 

(i) for more than 60 days when Congress is 
in session unless a nomination to fill the va-
cancy shall have been submitted to the Sen-
ate; or 

(ii) after the adjournment sine die of the 
session of the Senate in which such nomina-
tion is submitted; and 

(C) the members initially appointed under 
this subsection shall serve terms of two, 
three, four, five, and six years, respectively, 
from the effective date of this Act, with the 
term of each such member to be designated 
by the President. 

(5) QUORUM AND MEETINGS.—After its ini-
tial meeting, the Board shall meet upon the 
call of the chairman or a majority of its 
members. Three members of the Board shall 
constitute a quorum. 

(i) COMPENSATION AND TRAVEL EXPENSES.— 
(1) COMPENSATION.— 
(A) CHAIRMAN.—The chairman shall be 

compensated at the rate of pay payable for a 
position at level III of the Executive Sched-
ule under section 5314 of title 5, United 
States Code. 

(B) MEMBERS.—Each member of the Board 
shall be compensated at a rate of pay pay-
able for a position at level IV of the Execu-
tive Schedule under section 5315 of title 5, 
United States Code, for each day during 
which that member is engaged in the actual 
performance of the duties of the Board. 

(2) TRAVEL EXPENSES.—Members of the 
Board shall be allowed travel expenses, in-
cluding per diem in lieu of subsistence, at 
rates authorized for persons employed inter-
mittently by the Government under section 
5703(b) of title 5, United States Code, while 
away from their homes or regular places of 
business in the performance of services for 
the Board. 

(j) STAFF.— 
(1) APPOINTMENT AND COMPENSATION.—The 

Chairman, in accordance with rules agreed 
upon by the Board, shall appoint and fix the 
compensation of a full-time executive direc-
tor and such other personnel as may be nec-
essary to enable the Board to carry out its 
functions, without regard to the provisions 
of title 5, United States Code, governing ap-
pointments in the competitive service, and 
without regard to the provisions of chapter 
51 and subchapter III of chapter 53 of such 
title relating to classification and General 
Schedule pay rates, except that no rate of 
pay fixed under this subsection may exceed 
the equivalent of that payable for a position 
at level V of the Executive Schedule under 
section 5316 of title 5, United States Code. 

(2) DETAILEES.—Any Federal employee may 
be detailed to the Board without reimburse-
ment from the Board, and such detailee shall 
retain the rights, status, and privileges of 
the detailee’s regular employment without 
interruption. 

(3) CONSULTANT SERVICES.—The Board may 
procure the temporary or intermittent serv-
ices of experts and consultants in accordance 
with section 3109 of title 5, United States 
Code, at rates that do not exceed the daily 
rate paid a person occupying a position at 
level IV of the Executive Schedule under sec-
tion 5315 of such title. 

(k) SECURITY CLEARANCES.—The appro-
priate departments, agencies, and elements 
of the executive branch shall cooperate with 
the Board to expeditiously provide the Board 
members and staff with appropriate security 
clearances to the extent possible under exist-
ing procedures and requirements. 

(l) TREATMENT AS AGENCY, NOT AS ADVI-
SORY COMMITTEE.—The Board— 

(1) is an agency (as defined in section 551(1) 
of title 5, United States Code); and 

(2) is not an advisory committee (as de-
fined in section 3(2) of the Federal Advisory 
Committee Act (5 U.S.C. App.)). 
SEC. 212. PRIVACY AND CIVIL LIBERTIES OFFI-

CERS. 
(a) DESIGNATION AND FUNCTIONS.—The At-

torney General, the Secretary of Defense, 
the Secretary of State, the Secretary of the 
Treasury, the Secretary of Health and 
Human Services, the Secretary of Homeland 
Security, the National Intelligence Director, 
the Director of the Central Intelligence 
Agency, and the head of any other depart-
ment, agency, or element of the executive 
branch designated by the Privacy and Civil 
Liberties Oversight Board to be appropriate 
for coverage under this section shall des-
ignate not less than 1 senior officer to— 

(1) assist the head of such department, 
agency, or element and other officials of 
such department, agency, or element in ap-
propriately considering privacy and civil lib-
erties concerns when such officials are pro-
posing, developing, or implementing laws, 
regulations, policies, procedures, or guide-
lines related to efforts to protect the Nation 
against terrorism; 

(2) periodically investigate and review de-
partment, agency, or element actions, poli-
cies, procedures, guidelines, and related laws 
and their implementation to ensure that 
such department, agency, or element is ade-
quately considering privacy and civil lib-
erties in its actions; 

(3) ensure that such department, agency, 
or element has adequate procedures to re-
ceive, investigate, respond to, and redress 
complaints from individuals who allege such 
department, agency, or element has violated 
their privacy or civil liberties; and 

(4) in providing advice on proposals to re-
tain or enhance a particular governmental 
power the officer shall consider whether such 
department, agency, or element has ex-
plained— 

(i) that the power actually materially en-
hances security; 

(ii) that there is adequate supervision of 
the use by such department, agency, or ele-
ment of the power to ensure protection of 
privacy and civil liberties; and 

(iii) that there are adequate guidelines and 
oversight to properly confine its use. 

(b) EXCEPTION TO DESIGNATION AUTHOR-
ITY.— 

(1) PRIVACY OFFICERS.—In any department, 
agency, or element referred to in subsection 
(a) or designated by the Board, which has a 
statutorily created privacy officer, such offi-
cer shall perform the functions specified in 
subsection (a) with respect to privacy. 

(2) CIVIL LIBERTIES OFFICERS.—In any de-
partment, agency, or element referred to in 
subsection (a) or designated by the Board, 
which has a statutorily created civil lib-
erties officer, such officer shall perform the 
functions specified in subsection (a) with re-
spect to civil liberties. 

(c) SUPERVISION AND COORDINATION.—Each 
privacy officer or civil liberties officer de-
scribed in subsection (a) or (b) shall— 

(1) report directly to the head of the de-
partment, agency, or element concerned; and 

(2) coordinate their activities with the In-
spector General of such department, agency, 
or element to avoid duplication of effort. 

(d) AGENCY COOPERATION.—The head of 
each department, agency, or element shall 
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ensure that each privacy officer and civil lib-
erties officer— 

(1) has the information, material, and re-
sources necessary to fulfill the functions of 
such officer; 

(2) is advised of proposed policy changes; 
(3) is consulted by decision makers; and 
(4) is given access to material and per-

sonnel the officer determines to be necessary 
to carry out the functions of such officer. 

(e) REPRISAL FOR MAKING COMPLAINT.—No 
action constituting a reprisal, or threat of 
reprisal, for making a complaint or for dis-
closing information to a privacy officer or 
civil liberties officer described in subsection 
(a) or (b), or to the Privacy and Civil Lib-
erties Oversight Board, that indicates a pos-
sible violation of privacy protections or civil 
liberties in the administration of the pro-
grams and operations of the Federal Govern-
ment relating to efforts to protect the Na-
tion from terrorism shall be taken by any 
Federal employee in a position to take such 
action, unless the complaint was made or the 
information was disclosed with the knowl-
edge that it was false or with willful dis-
regard for its truth or falsity. 

(f) PERIODIC REPORTS.— 
(1) IN GENERAL.—The privacy officers and 

civil liberties officers of each department, 
agency, or element referred to or described 
in subsection (a) or (b) shall periodically, but 
not less than quarterly, submit a report on 
the activities of such officers— 

(A)(i) to the appropriate committees of 
Congress, including the Committees on the 
Judiciary of the Senate and the House of 
Representatives, the Committee on Govern-
mental Affairs of the Senate, the Committee 
on Government Reform of the House of Rep-
resentatives, the Select Committee on Intel-
ligence of the Senate, and the Permanent Se-
lect Committee on Intelligence of the House 
of Representatives; 

(ii) to the head of such department, agen-
cy, or element; and 

(iii) to the Privacy and Civil Liberties 
Oversight Board; and 

(B) which shall be in unclassified form to 
the greatest extent possible, with a classified 
annex where necessary. 

(2) CONTENTS.—Each report submitted 
under paragraph (1) shall include informa-
tion on the discharge of each of the functions 
of the officer concerned, including— 

(A) information on the number and types 
of reviews undertaken; 

(B) the type of advice provided and the re-
sponse given to such advice; 

(C) the number and nature of the com-
plaints received by the department, agency, 
or element concerned for alleged violations; 
and 

(D) a summary of the disposition of such 
complaints, the reviews and inquiries con-
ducted, and the impact of the activities of 
such officer. 

(g) INFORMING THE PUBLIC.—Each privacy 
officer and civil liberties officer shall— 

(1) make the reports of such officer, includ-
ing reports to Congress, available to the pub-
lic to the greatest extent that is consistent 
with the protection of classified information 
and applicable law; and 

(2) otherwise inform the public of the ac-
tivities of such officer, as appropriate and in 
a manner consistent with the protection of 
classified information and applicable law. 

(h) SAVINGS CLAUSE.—Nothing in this sec-
tion shall be construed to limit or otherwise 
supplant any other authorities or respon-
sibilities provided by law to privacy officers 
or civil liberties officers. 

Subtitle C—Independence of Intelligence 
Agencies 

SEC. 221. INDEPENDENCE OF NATIONAL INTEL-
LIGENCE DIRECTOR. 

(a) LOCATION OUTSIDE EXECUTIVE OFFICE OF 
THE PRESIDENT.—The National Intelligence 
Director shall not be located within the Ex-
ecutive Office of the President. 

(b) PROVISION OF NATIONAL INTELLIGENCE.— 
The National Intelligence Director shall pro-
vide to the President and Congress national 
intelligence that is timely, objective, and 
independent of political considerations, and 
has not been shaped to serve policy goals. 
SEC. 222. INDEPENDENCE OF INTELLIGENCE. 

(a) DIRECTOR OF NATIONAL 
COUNTERTERRORISM CENTER.—The Director of 
the National Counterterrorism Center shall 
provide to the President, Congress, and the 
National Intelligence Director national in-
telligence related to counterterrorism that 
is timely, objective, and independent of po-
litical considerations, and has not been 
shaped to serve policy goals. 

(b) DIRECTORS OF NATIONAL INTELLIGENCE 
CENTERS.—Each Director of a national intel-
ligence center established under section 144 
shall provide to the President, Congress, and 
the National Intelligence Director intel-
ligence information that is timely, objective, 
and independent of political considerations, 
and has not been shaped to serve policy 
goals. 

(c) DIRECTOR OF CENTRAL INTELLIGENCE 
AGENCY.—The Director of the Central Intel-
ligence Agency shall ensure that intelligence 
produced by the Central Intelligence Agency 
is objective and independent of political con-
siderations, and has not been shaped to serve 
policy goals. 

(d) NATIONAL INTELLIGENCE COUNCIL.—The 
National Intelligence Council shall produce 
national intelligence estimates for the 
United States Government that are timely, 
objective, and independent of political con-
siderations, and have not been shaped to 
serve policy goals. 
SEC. 223. INDEPENDENCE OF NATIONAL 

COUNTERTERRORISM CENTER. 
No officer, department, agency, or element 

of the executive branch shall have any au-
thority to require the Director of the Na-
tional Counterterrorism Center— 

(1) to receive permission to testify before 
Congress; or 

(2) to submit testimony, legislative rec-
ommendations, or comments to any officer 
or agency of the United States for approval, 
comments, or review prior to the submission 
of such recommendations, testimony, or 
comments to Congress if such recommenda-
tions, testimony, or comments include a 
statement indicating that the views ex-
pressed therein are those of the agency sub-
mitting them and do not necessarily rep-
resent the views of the Administration. 
SEC. 224. ACCESS OF CONGRESSIONAL COMMIT-

TEES TO NATIONAL INTELLIGENCE. 
(a) DOCUMENTS REQUIRED TO BE PROVIDED 

TO CONGRESSIONAL COMMITTEES.—The Na-
tional Intelligence Director, the Director of 
the National Counterterrorism Center, and 
the Director of a national intelligence center 
shall provide to the Select Committee on In-
telligence of the Senate, the Permanent Se-
lect Committee on Intelligence of the House 
of Representatives, and any other committee 
of Congress with jurisdiction over the sub-
ject matter to which the information relates, 
all intelligence assessments, intelligence es-
timates, sense of intelligence community 
memoranda, and daily senior executive intel-
ligence briefs, other than the Presidential 
Daily Brief and those reports prepared exclu-
sively for the President. 

(b) RESPONSE TO REQUESTS FROM CONGRESS 
REQUIRED.— 

(1) IN GENERAL.—Except as provided in 
paragraph (2), in addition to providing mate-
rial under subsection (a), the National Intel-
ligence Director, the Director of the Na-
tional Counterterrorism Center, or the Di-
rector of a national intelligence center shall, 
not later than 15 days after receiving a re-
quest for any intelligence assessment, re-
port, or estimate or other intelligence infor-
mation from the Select Committee on Intel-
ligence of the Senate, the Permanent Select 
Committee on Intelligence of the House of 
Representatives, or any other committee of 
Congress with jurisdiction over the subject 
matter to which the information relates, 
make available to such committee such in-
telligence assessment, report, or estimate or 
other intelligence information. 

(2) CERTAIN MEMBERS.—In addition to re-
quests described in paragraph (1), the Na-
tional Intelligence Director shall respond to 
requests from the Chairman and Vice Chair-
man of the Select Committee on Intelligence 
of the Senate and the Chairman and Ranking 
Member of the Permanent Select Committee 
on Intelligence of the House of Representa-
tives. Upon making a request covered by this 
paragraph, the Chairman, Vice Chairman, or 
Ranking Member, as the case may be, of 
such committee shall notify the other of the 
Chairman, Vice Chairman, or Ranking Mem-
ber, as the case may be, of such committee of 
such request. 

(3) ASSERTIONS OF PRIVILEGE.—In response 
to requests described under paragraph (1) or 
(2), the National Intelligence Director, the 
Director of the National Counterterrorism 
Center, or the Director of a national intel-
ligence center shall provide information, un-
less the President certifies that such infor-
mation is not being provided because the 
President is asserting a privilege pursuant to 
the United States Constitution. 
SEC. 225. COMMUNICATIONS WITH CONGRESS. 

(a) DISCLOSURE OF CERTAIN INFORMATION 
AUTHORIZED.— 

(1) IN GENERAL.—Employees of covered 
agencies and employees of contractors car-
rying out activities under classified con-
tracts with covered agencies may disclose in-
formation described in paragraph (2) to the 
individuals referred to in paragraph (3) with-
out first reporting such information to the 
appropriate Inspector General. 

(2) COVERED INFORMATION.—Paragraph (1) 
applies to information, including classified 
information, that an employee reasonably 
believes provides direct and specific evidence 
of a false or inaccurate statement to Con-
gress contained in, or withheld from Con-
gress, any intelligence information material 
to, any intelligence assessment, report, or 
estimate, but does not apply to information 
the disclosure of which is prohibited by rule 
6(e) of the Federal Rules of Criminal Proce-
dure. 

(3) COVERED INDIVIDUALS.— 
(A) IN GENERAL.—The individuals to whom 

information in paragraph (2) may be dis-
closed are— 

(i) a Member of a committee of Congress 
having primary responsibility for oversight 
of a department, agency, or element of the 
United States Government to which the dis-
closed information relates and who is au-
thorized to receive information of the type 
disclosed; 

(ii) any other Member of Congress who is 
authorized to receive information of the type 
disclosed; and 

(iii) an employee of Congress who has the 
appropriate security clearance and is author-
ized to receive information of the type dis-
closed. 

(B) PRESUMPTION OF NEED FOR INFORMA-
TION.—An individual described in subpara-
graph (A) to whom information is disclosed 
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under paragraph (2) shall be presumed to 
have a need to know such information. 

(b) CONSTRUCTION WITH OTHER REPORTING 
REQUIREMENTS.—Nothing in this section may 
be construed to modify, alter, or otherwise 
affect— 

(1) any reporting requirement relating to 
intelligence activities that arises under this 
Act, the National Security Act of 1947 (50 
U.S.C. 401 et seq.), or any other provision of 
law; or 

(2) the right of any employee of the United 
States Government to disclose to Congress 
in accordance with applicable law informa-
tion not described in this section. 

(c) COVERED AGENCIES DEFINED.—In this 
section, the term ‘‘covered agencies’’ means 
the following: 

(1) The National Intelligence Authority, 
including the National Counterterrorism 
Center. 

(2) The Central Intelligence Agency. 
(3) The Defense Intelligence Agency. 
(4) The National Geospatial-Intelligence 

Agency. 
(5) The National Security Agency. 
(6) The Federal Bureau of Investigation. 
(7) Any other Executive agency, or element 

or unit thereof, determined by the President 
under section 2302(a)(2)(C)(ii) of title 5, 
United States Code, to have as its principal 
function the conduct of foreign intelligence 
or counterintelligence activities. 
TITLE III—MODIFICATIONS OF LAWS RE-

LATING TO INTELLIGENCE COMMUNITY 
MANAGEMENT 

Subtitle A—Conforming and Other 
Amendments 

SEC. 301. RESTATEMENT AND MODIFICATION OF 
BASIC AUTHORITY ON THE CENTRAL 
INTELLIGENCE AGENCY. 

(a) IN GENERAL.—Title I of the National Se-
curity Act of 1947 (50 U.S.C. 402 et seq.) is 
amended by striking sections 102 through 104 
and inserting the following new sections: 

‘‘CENTRAL INTELLIGENCE AGENCY 
‘‘SEC. 102. (a) CENTRAL INTELLIGENCE AGEN-

CY.—There is a Central Intelligence Agency. 
‘‘(b) FUNCTION.—The function of the Cen-

tral Intelligence Agency is to assist the Di-
rector of the Central Intelligence Agency in 
carrying out the responsibilities specified in 
section 103(d). 

‘‘DIRECTOR OF THE CENTRAL INTELLIGENCE 
AGENCY 

‘‘SEC. 103. (a) DIRECTOR OF CENTRAL INTEL-
LIGENCE AGENCY.—There is a Director of the 
Central Intelligence Agency who shall be ap-
pointed by the President, by and with the ad-
vice and consent of the Senate. 

‘‘(b) SUPERVISION.—The Director of the 
Central Intelligence Agency shall report to 
the National Intelligence Director regarding 
the activities of the Director of the Central 
Intelligence Agency. 

‘‘(c) DUTIES.—The Director of the Central 
Intelligence Agency shall— 

‘‘(1) serve as the head of the Central Intel-
ligence Agency; and 

‘‘(2) carry out the responsibilities specified 
in subsection (d). 

‘‘(d) RESPONSIBILITIES.—The Director of the 
Central Intelligence Agency shall— 

‘‘(1) collect intelligence through human 
sources and by other appropriate means, ex-
cept that the Director of the Central Intel-
ligence Agency shall have no police, sub-
poena, or law enforcement powers or internal 
security functions; 

‘‘(2) correlate and evaluate intelligence re-
lated to the national security and provide 
appropriate dissemination of such intel-
ligence; 

‘‘(3) provide overall direction for and co-
ordination of the collection of national intel-
ligence outside the United States through 

human sources by elements of the intel-
ligence community authorized to undertake 
such collection and, in coordination with 
other departments, agencies, or elements of 
the United States Government which are au-
thorized to undertake such collection, ensure 
that the most effective use is made of re-
sources and that appropriate account is 
taken of the risks to the United States and 
those involved in such collection; and 

‘‘(4) perform such other functions and du-
ties pertaining to intelligence relating to the 
national security as the President or the Na-
tional Intelligence Director may direct. 

‘‘(e) TERMINATION OF EMPLOYMENT OF CIA 
EMPLOYEES.—(1) Notwithstanding the provi-
sions of any other law, the Director of the 
Central Intelligence Agency may, in the dis-
cretion of the Director, terminate the em-
ployment of any officer or employee of the 
Central Intelligence Agency whenever the 
Director considers the termination of em-
ployment of such officer or employee nec-
essary or advisable in the interests of the 
United States. 

‘‘(2) Any termination of employment of an 
officer or employee under paragraph (1) shall 
not affect the right of the officer or em-
ployee to seek or accept employment in any 
other department, agency, or element of the 
United States Government if declared eligi-
ble for such employment by the Office of 
Personnel Management. 

‘‘(f) COORDINATION WITH FOREIGN GOVERN-
MENTS.—Under the direction of the National 
Intelligence Director and in a manner con-
sistent with section 207 of the Foreign Serv-
ice Act of 1980 (22 U.S.C. 3927), the Director of 
the Central Intelligence Agency shall coordi-
nate the relationships between elements of 
the intelligence community and the intel-
ligence or security services of foreign gov-
ernments on all matters involving intel-
ligence related to the national security or 
involving intelligence acquired through clan-
destine means.’’. 

(b) TRANSFORMATION OF CENTRAL INTEL-
LIGENCE AGENCY.—The Director of the Cen-
tral Intelligence Agency shall, in accordance 
with standards developed by the Director in 
consultation with the National Intelligence 
Director— 

(1) enhance the analytic, human intel-
ligence, and other capabilities of the Central 
Intelligence Agency; 

(2) develop and maintain an effective lan-
guage program within the Agency; 

(3) emphasize the hiring of personnel of di-
verse backgrounds for purposes of improving 
the capabilities of the Agency; 

(4) establish and maintain effective rela-
tionships between human intelligence and 
signals intelligence within the Agency at the 
operational level; and 

(5) achieve a more effective balance within 
the Agency with respect to unilateral oper-
ations and liaison operations. 

(c) REPORTS.—(1) Not later than 180 days 
after the effective date of this section, and 
annually thereafter, the Director of the Cen-
tral Intelligence Agency shall submit to the 
National Intelligence Director and the con-
gressional intelligence committees a report 
setting forth the following: 

(A) A strategy for improving the conduct 
of analysis (including strategic analysis) by 
the Central Intelligence Agency, and the 
progress of the Agency in implementing the 
strategy. 

(B) A strategy for improving the human in-
telligence and other capabilities of the Agen-
cy, and the progress of the Agency in imple-
menting the strategy, including— 

(i) the recruitment, training, equipping, 
and deployment of personnel required to ad-
dress the current and projected threats to 
the national security of the United States 
during each of the 2-year, 5-year, and 10-year 

periods beginning on the date of such report, 
including personnel with the backgrounds, 
education, and experience necessary for en-
suring a human intelligence capability ade-
quate for such projected threats; 

(ii) the achievement of a proper balance be-
tween unilateral operations and liaison oper-
ations; 

(iii) the development of language capabili-
ties (including the achievement of high 
standards in such capabilities by the use of 
financial incentives and other mechanisms); 

(iv) the sound financial management of the 
Directorate of Operations; and 

(v) the identification of other capabilities 
required to address the current and projected 
threats to the national security of the 
United States during each of the 2-year, 5- 
year, and 10-year periods beginning on the 
date of such report. 

(C) In conjunction with the Director of the 
National Security Agency, a strategy for 
achieving integration between signals and 
human intelligence capabilities, and the 
progress in implementing the strategy. 

(D) Metrics and milestones for measuring 
progress in the implementation of each such 
strategy. 

(2)(A) The information in each report 
under paragraph (1) on the element of the 
strategy referred to in paragraph (1)(B)(i) 
shall identify the number and types of per-
sonnel required to implement the strategy 
during each period addressed in such report, 
include a plan for the recruitment, training, 
equipping, and deployment of such personal, 
and set forth an estimate of the costs of such 
activities. 

(B) If as of the date of a report under para-
graph (1), a proper balance does not exist be-
tween unilateral operations and liaison oper-
ations, such report shall set forth the steps 
to be taken to achieve such balance. 

(C) The information in each report under 
paragraph (1) on the element of the strategy 
referred to in paragraph (1)(B)(v) shall iden-
tify the other capabilities required to imple-
ment the strategy during each period ad-
dressed in such report, include a plan for de-
veloping such capabilities, and set forth an 
estimate of the costs of such activities. 
SEC. 302. CONFORMING AMENDMENTS RELATING 

TO ROLES OF NATIONAL INTEL-
LIGENCE DIRECTOR AND DIRECTOR 
OF THE CENTRAL INTELLIGENCE 
AGENCY. 

(a) NATIONAL SECURITY ACT OF 1947.—(1) 
The National Security Act of 1947 (50 U.S.C. 
401 et seq.) is amended by striking ‘‘Director 
of Central Intelligence’’ each place it ap-
pears in the following provisions and insert-
ing ‘‘National Intelligence Director’’: 

(A) Section 3(5)(B) (50 U.S.C. 401a(5)(B)). 
(B) Section 101(h)(2)(A) (50 U.S.C. 

402(h)(2)(A)). 
(C) Section 101(h)(5) (50 U.S.C. 402(h)(5)). 
(D) Section 101(i)(2)(A) (50 U.S.C. 

402(i)(2)(A)). 
(E) Section 101(j) (50 U.S.C. 402(j)). 
(F) Section 105(a) (50 U.S.C. 403–5(a)). 
(G) Section 105(b)(6)(A) (50 U.S.C. 403– 

5(b)(6)(A)). 
(H) Section 105B(a)(1) (50 U.S.C. 403– 

5b(a)(1)). 
(I) Section 105B(b) (50 U.S.C. 403–5b(b)). 
(J) Section 110(b) (50 U.S.C. 404e(b)). 
(K) Section 110(c) (50 U.S.C. 404e(c)). 
(L) Section 112(a)(1) (50 U.S.C. 404g(a)(1)). 
(M) Section 112(d)(1) (50 U.S.C. 404g(d)(1)). 
(N) Section 113(b)(2)(A) (50 U.S.C. 

404h(b)(2)(A)). 
(O) Section 114(a)(1) (50 U.S.C. 404i(a)(1)). 
(P) Section 114(b)(1) (50 U.S.C. 404i(b)(1)). 
(R) Section 115(a)(1) (50 U.S.C. 404j(a)(1)). 
(S) Section 115(b) (50 U.S.C. 404j(b)). 
(T) Section 115(c)(1)(B) (50 U.S.C. 

404j(c)(1)(B)). 
(U) Section 116(a) (50 U.S.C. 404k(a)). 
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(V) Section 117(a)(1) (50 U.S.C. 404l(a)(1)). 
(W) Section 303(a) (50 U.S.C. 405(a)), both 

places it appears. 
(X) Section 501(d) (50 U.S.C. 413(d)). 
(Y) Section 502(a) (50 U.S.C. 413a(a)). 
(Z) Section 502(c) (50 U.S.C. 413a(c)). 
(AA) Section 503(b) (50 U.S.C. 413b(b)). 
(BB) Section 504(a)(2) (50 U.S.C. 414(a)(2)). 
(CC) Section 504(a)(3)(C) (50 U.S.C. 

414(a)(3)(C)). 
(DD) Section 504(d)(2) (50 U.S.C. 414(d)(2)). 
(EE) Section 506A(a)(1) (50 U.S.C. 415a– 

1(a)(1)). 
(FF) Section 603(a) (50 U.S.C. 423(a)). 
(GG) Section 702(a)(1) (50 U.S.C. 432(a)(1)). 
(HH) Section 702(a)(6)(B)(viii) (50 U.S.C. 

432(a)(6)(B)(viii)). 
(II) Section 702(b)(1) (50 U.S.C. 432(b)(1)), 

both places it appears. 
(JJ) Section 703(a)(1) (50 U.S.C. 432a(a)(1)). 
(KK) Section 703(a)(6)(B)(viii) (50 U.S.C. 

432a(a)(6)(B)(viii)). 
(LL) Section 703(b)(1) (50 U.S.C. 432a(b)(1)), 

both places it appears. 
(MM) Section 704(a)(1) (50 U.S.C. 432b(a)(1)). 
(NN) Section 704(f)(2)(H) (50 U.S.C. 

432b(f)(2)(H)). 
(OO) Section 704(g)(1)) (50 U.S.C. 432b(g)(1)), 

both places it appears. 
(PP) Section 1001(a) (50 U.S.C. 441g(a)). 
(QQ) Section 1102(a)(1) (50 U.S.C. 442a(a)(1)). 
(RR) Section 1102(b)(1) (50 U.S.C. 

442a(b)(1)). 
(SS) Section 1102(c)(1) (50 U.S.C. 442a(c)(1)). 
(TT) Section 1102(d) (50 U.S.C. 442a(d)). 
(2) That Act is further amended by striking 

‘‘of Central Intelligence’’ each place it ap-
pears in the following provisions: 

(A) Section 105(a)(2) (50 U.S.C. 403–5(a)(2)). 
(B) Section 105B(a)(2) (50 U.S.C. 403– 

5b(a)(2)). 
(C) Section 105B(b) (50 U.S.C. 403–5b(b)), the 

second place it appears. 
(3) That Act is further amended by striking 

‘‘Director’’ each place it appears in the fol-
lowing provisions and inserting ‘‘National 
Intelligence Director’’: 

(A) Section 114(c) (50 U.S.C. 404i(c)). 
(B) Section 116(b) (50 U.S.C. 404k(b)). 
(C) Section 1001(b) (50 U.S.C. 441g(b)). 
(C) Section 1001(c) (50 U.S.C. 441g(c)), the 

first place it appears. 
(D) Section 1001(d)(1)(B) (50 U.S.C. 

441g(d)(1)(B)). 
(E) Section 1001(e) (50 U.S.C. 441g(e)), the 

first place it appears. 
(4) Section 114A of that Act (50 U.S.C. 404i– 

1) is amended by striking ‘‘Director of Cen-
tral Intelligence’’ and inserting ‘‘National 
Intelligence Director, the Director of the 
Central Intelligence Agency’’ 

(5) Section 701 of that Act (50 U.S.C. 431) is 
amended— 

(A) in subsection (a), by striking ‘‘Oper-
ational files of the Central Intelligence 
Agency may be exempted by the Director of 
Central Intelligence’’ and inserting ‘‘The Di-
rector of the Central Intelligence Agency, 
with the coordination of the National Intel-
ligence Director, may exempt operational 
files of the Central Intelligence Agency’’; 
and 

(B) in subsection (g)(1), by striking ‘‘Direc-
tor of Central Intelligence’’ and inserting 
‘‘Director of the Central Intelligence Agency 
and the National Intelligence Director’’. 

(6) The heading for section 114 of that Act 
(50 U.S.C. 404i) is amended to read as follows: 

‘‘ADDITIONAL ANNUAL REPORTS FROM THE 
NATIONAL INTELLIGENCE DIRECTOR’’. 

(b) CENTRAL INTELLIGENCE AGENCY ACT OF 
1949.—(1) Section 1 of the Central Intel-
ligence Agency Act of 1949 (50 U.S.C. 403a) is 
amended— 

(A) by redesignating paragraphs (a), (b), 
and (c) as paragraphs (1), (2), and (3), respec-
tively; and 

(B) by striking paragraph (2), as so redesig-
nated, and inserting the following new para-
graph (2): 

‘‘(2) ‘Director’ means the Director of the 
Central Intelligence Agency; and’’. 

(2) That Act (50 U.S.C. 403a et seq.) is fur-
ther amended by striking ‘‘Director of Cen-
tral Intelligence’’ each place it appears in 
the following provisions and inserting ‘‘Na-
tional Intelligence Director’’: 

(A) Section 6 (50 U.S.C. 403g). 
(B) Section 17(f) (50 U.S.C. 403q(f)), both 

places it appears. 
(3) That Act is further amended by striking 

‘‘of Central Intelligence’’ in each of the fol-
lowing provisions: 

(A) Section 2 (50 U.S.C. 403b). 
(A) Section 16(c)(1)(B) (50 U.S.C. 

403p(c)(1)(B)). 
(B) Section 17(d)(1) (50 U.S.C. 403q(d)(1)). 
(C) Section 20(c) (50 U.S.C. 403t(c)). 
(4) That Act is further amended by striking 

‘‘Director of Central Intelligence’’ each place 
it appears in the following provisions and in-
serting ‘‘Director of the Central Intelligence 
Agency’’: 

(A) Section 14(b) (50 U.S.C. 403n(b)). 
(B) Section 16(b)(2) (50 U.S.C. 403p(b)(2)). 
(C) Section 16(b)(3) (50 U.S.C. 403p(b)(3)), 

both places it appears. 
(D) Section 21(g)(1) (50 U.S.C. 403u(g)(1)). 
(E) Section 21(g)(2) (50 U.S.C. 403u(g)(2)). 
(c) CENTRAL INTELLIGENCE AGENCY RETIRE-

MENT ACT.—Section 101 of the Central Intel-
ligence Agency Retirement Act (50 U.S.C. 
2001) is amended by striking paragraph (2) 
and inserting the following new paragraph 
(2): 

‘‘(2) DIRECTOR.—The term ‘Director’ means 
the Director of the Central Intelligence 
Agency.’’. 

(d) CIA VOLUNTARY SEPARATION PAY ACT.— 
Subsection (a)(1) of section 2 of the Central 
Intelligence Agency Voluntary Separation 
Pay Act (50 U.S.C. 2001 note) is amended to 
read as follows: 

‘‘(1) the term ‘Director’ means the Director 
of the Central Intelligence Agency;’’. 

(e) FOREIGN INTELLIGENCE SURVEILLANCE 
ACT OF 1978.—(1) The Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1801 et 
seq.) is amended by striking ‘‘Director of 
Central Intelligence’’ each place it appears 
and inserting ‘‘National Intelligence Direc-
tor’’. 

(f) CLASSIFIED INFORMATION PROCEDURES 
ACT.—Section 9(a) of the Classified Informa-
tion Procedures Act (5 U.S.C. App.) is amend-
ed by striking ‘‘Director of Central Intel-
ligence’’ and inserting ‘‘National Intel-
ligence Director’’. 

(g) INTELLIGENCE AUTHORIZATION ACTS.— 
(1) PUBLIC LAW 103–359.—Section 811(c)(6)(C) 

of the Counterintelligence and Security En-
hancements Act of 1994 (title VIII of Public 
Law 103–359) is amended by striking ‘‘Direc-
tor of Central Intelligence’’ and inserting 
‘‘National Intelligence Director’’. 

(2) PUBLIC LAW 107–306.—(A) The Intelligence 
Authorization Act for Fiscal Year 2003 (Pub-
lic Law 107–306) is amended by striking ‘‘Di-
rector of Central Intelligence, acting as the 
head of the intelligence community,’’ each 
place it appears in the following provisions 
and inserting ‘‘National Intelligence Direc-
tor’’: 

(i) Section 313(a) (50 U.S.C. 404n(a)). 
(ii) Section 343(a)(1) (50 U.S.C. 404n–2(a)(1)) 
(B) Section 341 of that Act (50 U.S.C. 404n– 

1) is amended by striking ‘‘Director of Cen-
tral Intelligence, acting as the head of the 
intelligence community, shall establish in 
the Central Intelligence Agency’’ and insert-
ing ‘‘National Intelligence Director shall es-
tablish within the Central Intelligence Agen-
cy’’. 

(C) Section 352(b) of that Act (50 U.S.C. 404– 
3 note) is amended by striking ‘‘Director’’ 

and inserting ‘‘National Intelligence Direc-
tor’’. 

(3) PUBLIC LAW 108–177.—(A) The Intelligence 
Authorization Act for Fiscal Year 2004 (Pub-
lic Law 108–177) is amended by striking ‘‘Di-
rector of Central Intelligence’’ each place it 
appears in the following provisions and in-
serting ‘‘National Intelligence Director’’: 

(i) Section 317(a) (50 U.S.C. 403–3 note). 
(ii) Section 317(h)(1). 
(iii) Section 318(a) (50 U.S.C. 441g note). 
(iv) Section 319(b) (50 U.S.C. 403 note). 
(v) Section 341(b) (28 U.S.C. 519 note). 
(vi) Section 357(a) (50 U.S.C. 403 note). 
(vii) Section 504(a) (117 Stat. 2634), both 

places it appears. 
(B) Section 319(f)(2) of that Act (50 U.S.C. 

403 note) is amended by striking ‘‘Director’’ 
the first place it appears and inserting ‘‘Na-
tional Intelligence Director’’. 

(C) Section 404 of that Act (18 U.S.C. 4124 
note) is amended by striking ‘‘Director of 
Central Intelligence’’ and inserting ‘‘Direc-
tor of the Central Intelligence Agency’’. 
SEC. 303. OTHER CONFORMING AMENDMENTS 

(a) NATIONAL SECURITY ACT OF 1947.—(1) 
Section 101(j) of the National Security Act of 
1947 (50 U.S.C. 402(j)) is amended by striking 
‘‘Deputy Director of Central Intelligence’’ 
and inserting ‘‘Principal Deputy National In-
telligence Director’’. 

(2) Section 112(d)(1) of that Act (50 U.S.C. 
404g(d)(1)) is amended by striking ‘‘section 
103(c)(6) of this Act’’ and inserting ‘‘section 
112(a)(11) of the National Intelligence Reform 
Act of 2004’’. 

(3) Section 116(b) of that Act (50 U.S.C. 
404k(b)) is amended by striking ‘‘to the Dep-
uty Director of Central Intelligence, or with 
respect to employees of the Central Intel-
ligence Agency, the Director may delegate 
such authority to the Deputy Director for 
Operations’’ and inserting ‘‘to the Principal 
Deputy National Intelligence Director, or, 
with respect to employees of the Central In-
telligence Agency, to the Director of the 
Central Intelligence Agency’’. 

(4) Section 504(a)(2) of that Act (50 U.S.C. 
414(a)(2)) is amended by striking ‘‘Reserve for 
Contingencies of the Central Intelligence 
Agency’’ and inserting ‘‘Reserve for Contin-
gencies of the National Intelligence Direc-
tor’’. 

(5) Section 506A(b)(1) of that Act (50 U.S.C. 
415a–1(b)(1)) is amended by striking ‘‘Office 
of the Deputy Director of Central Intel-
ligence’’ and inserting ‘‘Office of the Na-
tional Intelligence Director’’. 

(6) Section 701(c)(3) of that Act (50 U.S.C. 
431(c)(3)) is amended by striking ‘‘or the Of-
fice of the Director of Central Intelligence’’ 
and inserting ‘‘the Office of the Director of 
the Central Intelligence Agency, or the Of-
fice of the National Intelligence Director’’. 

(7) Section 1001(b) of that Act (50 U.S.C. 
441g(b)) is amended by striking ‘‘Assistant 
Director of Central Intelligence for Adminis-
tration’’ and inserting ‘‘Office of the Na-
tional Intelligence Director’’. 

(b) CENTRAL INTELLIGENCE AGENCY ACT OF 
1949.—Section 6 of the Central Intelligence 
Agency Act of 1949 (50 U.S.C. 403g) is amend-
ed by striking ‘‘section 103(c)(7) of the Na-
tional Security Act of 1947 (50 U.S.C. 403– 
3(c)(7))’’ and inserting ‘‘section 112(a)(11) of 
the National Intelligence Reform Act of 
2004’’. 

(c) CENTRAL INTELLIGENCE AGENCY RETIRE-
MENT ACT.—Section 201(c) of the Central In-
telligence Agency Retirement Act (50 U.S.C. 
2011(c)) is amended by striking ‘‘paragraph 
(6) of section 103(c) of the National Security 
Act of 1947 (50 U.S.C. 403–3(c)) that the Direc-
tor of Central Intelligence’’ and inserting 
‘‘section 112(a)(11) of the National Intel-
ligence Reform Act of 2004 that the National 
Intelligence Director’’. 
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(d) INTELLIGENCE AUTHORIZATION ACTS.— 
(1) PUBLIC LAW 107–306.—Section 343(c) of the 

Intelligence Authorization Act for Fiscal 
Year 2003 (Public Law 107–306; 50 U.S.C. 404n– 
2(c)) is amended by striking ‘‘section 103(c)(6) 
of the National Security Act of 1947 (50 
U.S.C. 403–3((c)(6))’’ and inserting ‘‘section 
112(a)(11) of the National Intelligence Reform 
Act of 2004’’. 

(2) PUBLIC LAW 108–177.—Section 317 of the 
Intelligence Authorization Act for Fiscal 
Year 2004 (Public Law 108–177; 50 U.S.C. 403– 
3 note) is amended— 

(A) in subsection (g), by striking ‘‘Assist-
ant Director of Central Intelligence for Anal-
ysis and Production’’ and inserting ‘‘Prin-
cipal Deputy National Intelligence Direc-
tor’’; and 

(B) in subsection (h)(2)(C), by striking ‘‘As-
sistant Director’’ and inserting ‘‘Principal 
Deputy National Intelligence Director’’. 
SEC. 304. MODIFICATIONS OF FOREIGN INTEL-

LIGENCE AND COUNTERINTEL-
LIGENCE UNDER NATIONAL SECU-
RITY ACT OF 1947. 

Section 3 of the National Security Act of 
1947 (50 U.S.C. 401a) is amended— 

(1) in paragraph (2), by striking ‘‘or foreign 
persons, or international terrorist activi-
ties’’ and inserting ‘‘foreign persons, or 
international terrorists’’; and 

(2) in paragraph (3), by striking ‘‘or foreign 
persons, or international terrorist activi-
ties’’ and inserting ‘‘foreign persons, or 
international terrorists’’. 
SEC. 305. ELEMENTS OF INTELLIGENCE COMMU-

NITY UNDER NATIONAL SECURITY 
ACT OF 1947. 

Paragraph (4) of section 3 of the National 
Security Act of 1947 (50 U.S.C. 401a) is 
amended to read as follows: 

‘‘(4) The term ‘intelligence community’ in-
cludes the following: 

‘‘(A) The National Intelligence Authority. 
‘‘(B) The Central Intelligence Agency. 
‘‘(C) The National Security Agency. 
‘‘(D) The Defense Intelligence Agency. 
‘‘(E) The National Geospatial-Intelligence 

Agency. 
‘‘(F) The National Reconnaissance Office. 
‘‘(G) Other offices within the Department 

of Defense for the collection of specialized 
national intelligence through reconnaissance 
programs. 

‘‘(H) The intelligence elements of the 
Army, the Navy, the Air Force, the Marine 
Corps, the Federal Bureau of Investigation, 
and the Department of Energy. 

‘‘(I) The Bureau of Intelligence and Re-
search of the Department of State. 

‘‘(J) The Office of Intelligence and Anal-
ysis of the Department of the Treasury. 

‘‘(K) The elements of the Department of 
Homeland Security concerned with the anal-
ysis of intelligence information, including 
the Office of Intelligence of the Coast Guard. 

‘‘(L) Such other elements of any depart-
ment or agency as may be designated by the 
President, or designated jointly by the Na-
tional Intelligence Director and the head of 
the department or agency concerned, as an 
element of the intelligence community.’’. 
SEC. 306. REDESIGNATION OF NATIONAL FOR-

EIGN INTELLIGENCE PROGRAM AS 
NATIONAL INTELLIGENCE PRO-
GRAM. 

(a) REDESIGNATION.—Section 3 of the Na-
tional Security Act of 1947 (50 U.S.C. 401a), as 
amended by this Act, is further amended— 

(1) by striking paragraph (6); and 
(2) by redesignating paragraph (7) as para-

graph (6). 
(b) CONFORMING AMENDMENTS.—(1) The Na-

tional Security Act of 1947, as amended by 
this Act, is further amended by striking 
‘‘National Foreign Intelligence Program’’ 
each place it appears in the following provi-
sions and inserting ‘‘National Intelligence 
Program’’: 

(A) Section 105(a)(2) (50 U.S.C. 403–5(a)(2)). 
(B) Section 105(a)(3) (50 U.S.C. 403–5(a)(3)). 
(C) Section 506(a) (50 U.S.C. 415a(a)). 
(2) Section 17(f) of the Central Intelligence 

Agency Act of 1949 (50 U.S.C. 403q(f)) is 
amended by striking ‘‘National Foreign In-
telligence Program’’ and inserting ‘‘National 
Intelligence Program’’. 

(c) HEADING AMENDMENTS.—(1) The heading 
of section 105 of that Act is amended to read 
as follows: 
‘‘RESPONSIBILITIES OF THE SECRETARY OF DE-

FENSE PERTAINING TO THE NATIONAL INTEL-
LIGENCE PROGRAM’’. 
(2) The heading of section 506 of that Act is 

amended to read as follows: 
‘‘SPECIFICITY OF NATIONAL INTELLIGENCE PRO-

GRAM BUDGET AMOUNTS FOR COUNTER-
TERRORISM, COUNTERPROLIFERATION, 
COUNTERNARCOTICS, AND COUNTERINTEL-
LIGENCE’’. 

SEC. 307. CONFORMING AMENDMENT ON CO-
ORDINATION OF BUDGETS OF ELE-
MENTS OF THE INTELLIGENCE COM-
MUNITY WITHIN THE DEPARTMENT 
OF DEFENSE. 

Section 105(a)(1) of the National Security 
Act of 1947 (50 U.S.C. 403–5(a)(1)) is amended 
by striking ‘‘ensure’’ and inserting ‘‘assist 
the Director in ensuring’’. 
SEC. 308. REPEAL OF SUPERSEDED AUTHORI-

TIES. 
(a) APPOINTMENT OF CERTAIN INTELLIGENCE 

OFFICIALS.—Section 106 of the National Secu-
rity Act of 1947 (50 U.S.C. 403–6) is repealed. 

(b) COLLECTION TASKING AUTHORITY.—Sec-
tion 111 of the National Security Act of 1947 
(50 U.S.C. 404f) is repealed. 
SEC. 309. CLERICAL AMENDMENTS TO NATIONAL 

SECURITY ACT OF 1947. 
The table of contents for the National Se-

curity Act of 1947 is amended— 
(1) by inserting after the item relating to 

section 101 the following new item: 
‘‘Sec. 101A. Joint Intelligence Community 

Council.’’; 

(2) by striking the items relating to sec-
tions 102 through 104 and inserting the fol-
lowing new items: 
‘‘Sec. 102. Central Intelligence Agency. 
‘‘Sec. 103. Director of the Central Intel-

ligence Agency.’’; 

(3) by striking the item relating to section 
105 and inserting the following new item: 
‘‘Sec 105. Responsibilities of the Secretary 

of Defense pertaining to the Na-
tional Intelligence Program.’’; 

(4) by striking the item relating to section 
114 and inserting the following new item: 
‘‘Sec. 114. Additional annual reports from 

the National Intelligence Direc-
tor.’’; 

and 
(5) by striking the item relating to section 

506 and inserting the following new item: 
‘‘Sec. 506. Specificity of National Intel-

ligence Program budget 
amounts for counterterrorism, 
counterproliferation, counter-
narcotics, and counterintel-
ligence’’. 

SEC. 310. MODIFICATION OF AUTHORITIES RE-
LATING TO NATIONAL COUNTER-
INTELLIGENCE EXECUTIVE. 

(a) APPOINTMENT OF NATIONAL COUNTER-
INTELLIGENCE EXECUTIVE.—Subsection (a)(2) 
of section 902 of the Counterintelligence En-
hancement Act of 2002 (title IX of Public 
Law 107–306; 116 Stat. 2432; 50 U.S.C. 402b) is 
amended by striking ‘‘Director of Central In-
telligence’’ and inserting ‘‘National Intel-
ligence Director, and Director of the Central 
Intelligence Agency’’. 

(b) COMPONENT OF OFFICE OF NATIONAL IN-
TELLIGENCE DIRECTOR.—Such section is fur-
ther amended— 

(1) by redesignating subsections (b) and (c) 
as subsections (c) and (d), respectively; and 

(2) by inserting after subsection (a) the fol-
lowing new subsection (b): 

‘‘(b) COMPONENT OF OFFICE OF NATIONAL IN-
TELLIGENCE DIRECTOR.—The National Coun-
terintelligence Executive is a component of 
the Office of the National Intelligence Direc-
tor under subtitle C of the National Intel-
ligence Reform Act of 2004.’’. 

(c) DUTIES.—Subsection (d) of such section, 
as redesignated by subsection (a)(1) of this 
section, is amended by adding at the end the 
following new paragraph: 

‘‘(5) To perform such other duties as may 
be provided under section 131(b) of the Na-
tional Intelligence Reform Act of 2004.’’. 

(d) OFFICE OF NATIONAL COUNTERINTEL-
LIGENCE EXECUTIVE.—Section 904 of the 
Counterintelligence Enhancement Act of 
2002 (116 Stat. 2434; 50 U.S.C. 402c) is amend-
ed— 

(1) by striking ‘‘Office of the Director of 
Central Intelligence’’ each place it appears 
in subsections (c) and (l)(1) and inserting 
‘‘Office of the National Intelligence Direc-
tor’’; 

(2) by striking ‘‘Director of Central Intel-
ligence’’ each place it appears in subsections 
(e)(4), (e)(5), (h)(1), and (h)(2) and inserting 
‘‘National Intelligence Director’’; and 

(3) in subsection (m), by striking ‘‘Director 
of Central Intelligence’’ and inserting ‘‘Na-
tional Intelligence Director, the Director of 
the Central Intelligence Agency’’. 

SEC. 311. CONFORMING AMENDMENT TO INSPEC-
TOR GENERAL ACT OF 1978. 

Section 8H(a)(1) of the Inspector General 
Act of 1978 (5 U.S.C. App.) is amended by add-
ing at the end the following new subpara-
graph: 

‘‘(D) An employee of the National Intel-
ligence Authority, an employee of an entity 
other than the Authority who is assigned or 
detailed to the Authority, or of a contractor 
of the Authority, who intends to report to 
Congress a complaint or information with re-
spect to an urgent concern may report the 
complaint or information to the Inspector 
General of the National Intelligence Author-
ity in accordance with section 141(h)(5) of the 
National Intelligence Reform Act of 2004.’’. 

SEC. 312. CONFORMING AMENDMENT RELATING 
TO CHIEF FINANCIAL OFFICER OF 
THE NATIONAL INTELLIGENCE AU-
THORITY. 

Section 901(b)(1) of title 31, United States 
Code, is amended by adding at the end the 
following new subparagraph: 

‘‘(Q) The National Intelligence Author-
ity.’’. 

Subtitle B—Transfers and Terminations 

SEC. 321. TRANSFER OF OFFICE OF DEPUTY DI-
RECTOR OF CENTRAL INTEL-
LIGENCE FOR COMMUNITY MANAGE-
MENT. 

(a) TRANSFER.—There shall be transferred 
to the Office of the National Intelligence Di-
rector the staff of the Office of the Deputy 
Director of Central Intelligence for Commu-
nity Management as of the date of the enact-
ment of this Act, including all functions and 
activities discharged by the Office of the 
Deputy Director of Central Intelligence for 
Community Management as of that date. 

(b) ADMINISTRATION.—The National Intel-
ligence Director shall administer the staff of 
the Office of the Deputy Director of Central 
Intelligence for Community Management 
after the date of the enactment of this Act 
as a component of the Office of the National 
Intelligence Director under section 121(d). 
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SEC. 322. TRANSFER OF NATIONAL COUNTER-

TERRORISM EXECUTIVE. 
(a) TRANSFER.—There shall be transferred 

to the Office of the National Intelligence Di-
rector the National Counterintelligence Ex-
ecutive and the Office of the National Coun-
terintelligence Executive under the Counter-
intelligence Enhancement Act of 2002 (title 
IX of Public Law 107–306; 50 U.S.C. 402b et 
seq.), as amended by section 309 of this Act, 
including all functions and activities dis-
charged by the National Counterintelligence 
Executive and the Office of the National 
Counterintelligence Executive as of the date 
of the enactment of this Act. 

(b) ADMINISTRATION.—The National Intel-
ligence Director shall treat the National 
Counterintelligence Executive, and admin-
ister the Office of the National Counterintel-
ligence Executive, after the date of the en-
actment of this Act as components of the Of-
fice of the National Intelligence Director 
under section 121(c). 
SEC. 323. TRANSFER OF TERRORIST THREAT IN-

TEGRATION CENTER. 
(a) TRANSFER.—There shall be transferred 

to the National Counterterrorism Center the 
Terrorist Threat Integration Center (TTIC), 
including all functions and activities dis-
charged by the Terrorist Threat Integration 
Center as of the date of the enactment of 
this Act. 

(b) ADMINISTRATION.—The Director of the 
National Counterterrorism Center shall ad-
minister the Terrorist Threat Integration 
Center after the date of the enactment of 
this Act as a component of the Directorate 
of Intelligence of the National 
Counterterrorism Center under section 
143(g)(2). 
SEC. 324. TERMINATION OF CERTAIN POSITIONS 

WITHIN THE CENTRAL INTEL-
LIGENCE AGENCY. 

(a) TERMINATION.—The positions within the 
Central Intelligence Agency referred to in 
subsection (b) are hereby abolished. 

(b) COVERED POSITIONS.—The positions 
within the Central Intelligence Agency re-
ferred to in this subsection are as follows: 

(1) The Deputy Director of Central Intel-
ligence for Community Management. 

(2) The Assistant Director of Central Intel-
ligence for Collection. 

(3) The Assistant Director of Central Intel-
ligence for Analysis and Production. 

(4) The Assistant Director of Central Intel-
ligence for Administration. 

Subtitle C—Other Transition Matters 
SEC. 331. EXECUTIVE SCHEDULE MATTERS. 

(a) EXECUTIVE SCHEDULE LEVEL I.—Section 
5312 of title 5, United States Code, is amend-
ed by adding the end the following new item: 

‘‘National Intelligence Director.’’. 
(b) EXECUTIVE SCHEDULE LEVEL II.—Sec-

tion 5313 of title 5, United States Code, is 
amended— 

(1) by striking the item relating to the Di-
rector of Central Intelligence; and 

(2) by adding at the end the following new 
items: 

‘‘Deputy National Intelligence Directors 
(5). 

‘‘Director of the National 
Counterterrorism Center.’’. 

(c) EXECUTIVE SCHEDULE LEVEL III.—Sec-
tion 5314 of title 5, United States Code, is 
amended by striking the item relating to the 
Deputy Directors of Central Intelligence and 
inserting the following new item: 

‘‘Director of the Central Intelligence Agen-
cy.’’. 

(d) EXECUTIVE SCHEDULE LEVEL IV.—Sec-
tion 5315 of title 5, United States Code, is 
amended by striking the item relating to the 
Assistant Directors of Central Intelligence. 
SEC. 332. PRESERVATION OF INTELLIGENCE CA-

PABILITIES. 
The National Intelligence Director, the Di-

rector of the Central Intelligence Agency, 

and the Secretary of Defense shall jointly 
take such actions as are appropriate to pre-
serve the intelligence capabilities of the 
United States during the establishment of 
the National Intelligence Authority under 
this Act. 
SEC. 333. REORGANIZATION. 

(a) REORGANIZATION.—The National Intel-
ligence Director may, with the approval of 
the President and after consultation with 
the department, agency, or element con-
cerned, allocate or reallocate functions 
among the officers of the National Intel-
ligence Program, and may establish, consoli-
date, alter, or discontinue organizational 
units within the Program, but only after pro-
viding notice of such action to Congress, 
which shall include an explanation of the ra-
tionale for the action. 

(b) LIMITATION.—The authority under sub-
section (a) does not extend to any action in-
consistent with law. 

(c) CONGRESSIONAL REVIEW.—An action 
may be taken under the authority under sub-
section (a) only with the approval of the fol-
lowing: 

(1) Each of the congressional intelligence 
committees. 

(2) Each of the Committee on Govern-
mental Affairs of the Senate and the Com-
mittee on Government Reform of the House 
of Representatives. 
SEC. 334. NATIONAL INTELLIGENCE DIRECTOR 

REPORT ON IMPLEMENTATION OF 
INTELLIGENCE COMMUNITY RE-
FORM. 

Not later than one year after the date of 
the enactment of this Act, the National In-
telligence Director shall submit to Congress 
a report on the progress made in the imple-
mentation of this Act, including the amend-
ments made by this Act. The report shall in-
clude a comprehensive description of the 
progress made, and may include such rec-
ommendations for additional legislative or 
administrative action as the Director con-
siders appropriate. 
SEC. 335. COMPTROLLER GENERAL REPORTS ON 

IMPLEMENTATION OF INTEL-
LIGENCE COMMUNITY REFORM. 

(a) REPORTS.—(1) Not later than two years 
after the date of the enactment of this Act, 
the Comptroller General of the United States 
shall submit to Congress a comprehensive re-
port on the implementation of this Act and 
the amendments made by this Act. 

(2) The Comptroller General may submit to 
Congress at any time during the two-year pe-
riod beginning on the date of the enactment 
of this Act, such reports on the progress 
made in the implementation of this Act and 
the amendments made by this Act as the 
Comptroller General considers appropriate. 

(b) REPORT ELEMENTS.—Each report under 
subsection (a) shall include the following: 

(1) The assessment of the Comptroller Gen-
eral of the progress made in the implementa-
tion of this Act (and the amendments made 
by this Act) as of the date of such report. 

(2) A description of any delays or other 
shortfalls in the implementation of this Act 
that have been identified by the Comptroller 
General. 

(3) Any recommendations for additional 
legislative or administrative action that the 
Comptroller General considers appropriate. 

(c) AGENCY COOPERATION.—Each depart-
ment, agency, and element of the United 
States Government shall cooperate with the 
Comptroller General in the assessment of the 
implementation of this Act, and shall pro-
vide the Comptroller General timely and 
complete access to relevant documents in ac-
cordance with section 716 of title 31, United 
States Code. 
SEC. 336. GENERAL REFERENCES. 

(a) DIRECTOR OF CENTRAL INTELLIGENCE AS 
HEAD OF INTELLIGENCE COMMUNITY.—Any ref-

erence to the Director of Central Intel-
ligence or the Director of the Central Intel-
ligence Agency in the Director’s capacity as 
the head of the intelligence community in 
any law, regulation, document, paper, or 
other record of the United States shall be 
deemed to be a reference to the National In-
telligence Director. 

(b) DIRECTOR OF CENTRAL INTELLIGENCE AS 
HEAD OF CIA.—Any reference to the Director 
of Central Intelligence or the Director of the 
Central Intelligence Agency in the Director’s 
capacity as the head of the Central Intel-
ligence Agency in any law, regulation, docu-
ment, paper, or other record of the United 
States shall be deemed to be a reference to 
the Director of the Central Intelligence 
Agency. 

(c) OFFICE OF THE DEPUTY DIRECTOR OF 
CENTRAL INTELLIGENCE FOR COMMUNITY MAN-
AGEMENT.—Any reference to the Office of the 
Deputy Director of Central Intelligence for 
Community Management in any law, regula-
tion, document, paper, or other record of the 
United States shall be deemed to be a ref-
erence to the staff of such office within the 
Office of the National Intelligence Director 
under section 121. 

Subtitle D—Effective Date 
SEC. 341. EFFECTIVE DATE. 

(a) IN GENERAL.—Except as provided in 
subsection (b), this Act, and the amendments 
made by this Act, shall take effect 180 days 
after the date of the enactment of this Act. 

(b) EARLIER EFFECTIVE DATE.—In order to 
ensure the rapid implementation of this Act 
while simultaneously ensuring a smooth 
transition that will safeguard the national 
security of the United States, the President 
may provide that this Act (including the 
amendments made by this Act), or one or 
more particular provisions of this Act (in-
cluding the amendments made by such provi-
sion or provisions), shall take effect on such 
date that is earlier than the date otherwise 
provided under subsection (a) as the Presi-
dent shall specify. 

(c) NOTIFICATION OF EFFECTIVE DATES.—If 
the President exercises the authority in sub-
section (b), the President shall— 

(1) notify Congress of the exercise of such 
authority; and 

(2) publish in the Federal Register notice 
of the earlier effective date or dates in-
volved, including each provision (and amend-
ment) covered by such earlier effective date. 

Subtitle E—Other Matters 
SEC. 351. SEVERABILITY. 

If any provision of this Act, or an amend-
ment made by this Act, or the application of 
such provision to any person or cir-
cumstance is held invalid, the remainder of 
this Act, or the application of such provision 
to persons or circumstances other than those 
to which such provision is held invalid, shall 
not be affected thereby. 
SEC. 352. AUTHORIZATION OF APPROPRIATIONS. 

There are specifically authorized to be ap-
propriated for fiscal year 2005 such sums as 
may be necessary to carry out this Act and 
the amendments made by this Act. 

By Mrs. BOXER (for herself, Mrs. 
FEINSTEIN, and Mr. JEFFORDS): 

S. 2842. A bill to amend title 49, 
United States Code, to require motor 
carriers to comply with vehicle emis-
sion performance standards established 
by the Environmental Protection 
Agency, and for other purposes; to the 
Committee on Commerce, Science, and 
Transportation. 

Mrs. BOXER. Madam President, 
today I am introducing legislation to 
protect communities from pollution 
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emitted by heavy-duty diesel trucks. I 
am pleased to be joined in this effort 
by Senators FEINSTEIN and JEFFORDS. 
The Clean Trucks Act will require all 
trucks operating within the United 
States to comply with Federal clean 
air requirements. It will also require 
the Federal Motor Carrier Safety Ad-
ministration to collect and provide in-
formation on long-haul heavy-duty 
truck travel and fuel consumption to 
the United States Environmental Pro-
tection Agency to enable the EPA to 
estimate emissions. 

More than 130 million Americans 
continue to breathe dirty, unhealthy 
air. The Los Angeles and San Joaquin 
Valley air basins have the highest lev-
els of ozone, or smog, pollution in the 
Nation, and are among the most pol-
luted from particulate matter, or soot. 
Many other areas of California also 
face severe air quality threats, includ-
ing the Imperial Valley as well as Riv-
erside, Sacramento, and Ventura Coun-
ties. 

According to the California Air Re-
sources Board, almost 59 percent of 
California’s pollution is from mobile 
sources. Although overall mobile 
source emissions have decreased since 
1975, the percentage contributed by die-
sel vehicles has increased. In Cali-
fornia, heavy-duty diesel trucks ac-
count for 4 percent of vehicle traffic, 
but cause 40 percent of all nitrogen 
oxide emissions, which is a cause of 
smog. Emissions from diesel-fueled en-
gines include over 40 other cancer caus-
ing substances, particulate matter, and 
ozone-forming pollutants. 

According to the Environmental Pro-
tection Agency, hazardous pollutants 
in the air increase the risk of cancer— 
and 78 percent of that increased risk is 
due to diesel exhaust. Individuals are 
also at greater risk of developing asth-
ma, respiratory conditions, and cardio-
vascular disease. 

Pursuant to the NAFTA and a recent 
Supreme Court decision, the United 
States will begin allowing foreign 
heavy-duty diesel truck to operate 
freely within the United States. But, 
under current law, those trucks will 
not be required to meet Federal or 
state air quality standards. This will 
only make the air quality problem and 
the health risk worse. 

The Clean Trucks Act is a reasonable 
measure to protect our communities as 
millions of foreign trucks are added to 
our highways. It simply says that all 
trucks, foreign and domestic, must 
meet the same emissions standards. I 
urge my colleagues to cosponsor this 
measure. 

By Mr. CAMPBELL: 
S. 2843. A bill to make technical cor-

rections to laws relating to Native 
Americans, and for other purposes; to 
the Committee on Indian Affairs. 

Mr. CAMPBELL. Mr. President today 
I am pleased to introduce the Native 
American Technical Corrections Act of 
2004 to amend a variety of Federal stat-
utes affecting Indian tribes and Indian 
people. 

The bill provides 13 amendments in-
cluding changes to the Indian Arts and 
Craft Act, the Indian Financing Act, 
the Indian Pueblo Lands Act, and oth-
ers. 

Though modest, this bill provides re-
lief to the many tribes that seek 
Congress’s assistance and I urge my 
colleagues to support it. 

I ask unanimous consent that the 
text of the bill be printed in the 
RECORD. 

There being no objection, the bill was 
ordered to be printed in the RECORD, as 
follows: 

S. 2843 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Native 
American Technical Corrections Act of 
2004’’. 
SEC. 2. DEFINITION OF SECRETARY. 

In this Act, the term ‘‘Secretary’’ means 
the Secretary of the Interior. 
SEC. 3. INDIAN ARTS AND CRAFTS ACT AMEND-

MENTS. 
(a) POWERS OF THE INDIAN ARTS AND 

CRAFTS BOARD.—Section 2 of the Act of Au-
gust 27, 1935 (25 U.S.C. 305a), is amended by 
inserting before the period at the end the fol-
lowing: ‘‘; (j) to investigate violations of this 
Act; (k) to enforce this Act through the im-
position of penalties for violations under sec-
tion 6; (l) to request the Secretary of the In-
terior, with advice of the Solicitor, to en-
force this Act through injunctive relief; (m) 
notwithstanding any other provision of law, 
to enter into reimbursable support agree-
ments with Federal, State, tribal, regional, 
and local investigative or law enforcement 
entities in furtherance of the purposes and 
provisions of this Act’’. 

(b) APPROPRIATIONS.—Section 4 of the Act 
of August 27, 1935 (25 U.S.C. 305c), is amended 
to read as follows: 
‘‘SEC. 4. APPROPRIATIONS. 

‘‘(a) IN GENERAL.—There are authorized to 
be appropriated such sums as are necessary 
to pay the expenses of the Board and carry 
out this Act. 

‘‘(b) FUND.—All income received by the 
Board from any source shall be deposited in 
a special fund, which shall be available to be 
expended by the Board, without further ap-
propriation, to carry out this Act. 

‘‘(c) USE OF AMOUNTS.—Amounts received 
by the Board resulting from any civil action 
or enforcement action brought under this 
Act may be used by the Board consistent 
with this Act, as necessary for the accom-
plishment for the purposes of this Act.’’. 

(c) REFERRAL FOR CRIMINAL AND CIVIL VIO-
LATIONS; COMPLAINTS; RECOMMENDATIONS.— 
Section 5 of the Act of August 27, 1935 (25 
U.S.C. 305d), is amended to read as follows: 
‘‘SEC. 5. REFERRAL FOR CRIMINAL AND CIVIL 

PROCEEDINGS. 
‘‘(a) CRIMINAL PROCEEDINGS.— 
‘‘(1) INVESTIGATION.—The Board shall in-

vestigate violations of section 1159 of title 18, 
United States Code. 

‘‘(2) ACTION BY THE BOARD.—After an inves-
tigation is complete, or at any time during 
an investigation, the Board may— 

‘‘(A) refer the matter to the Attorney Gen-
eral for additional investigation; and 

‘‘(B) recommend to the Attorney General 
that criminal proceedings be brought under 
section 1159 of title 18, United States Code. 

‘‘(b) CIVIL PROCEEDINGS.— 
‘‘(1) INVESTIGATIONS.—The Board shall in-

vestigate violations of section 6. 

‘‘(2) ACTION BY THE BOARD.—After an inves-
tigation is complete, or at any time during 
an investigation, the Board may— 

‘‘(A) levy penalties in accordance with sec-
tion 6; or 

‘‘(B) refer the matter to the Attorney Gen-
eral for civil action under section 6. 

‘‘(c) MANDATORY INVESTIGATIONS.—The 
Board shall receive and investigate all com-
plaints of violations of section 1159 of title 
18, United States Code, and section 6.’’. 

(d) CAUSE OF ACTION FOR MISREPRESENTA-
TION OF INDIAN-PRODUCED GOODS.—Section 6 
of the Act of August 27, 1935 (25 U.S.C. 305e), 
is amended to read as follows: 

‘‘SEC. 6. CAUSE OF ACTION FOR MISREPRESENTA-
TION OF INDIAN-PRODUCED GOODS. 

‘‘(a) DEFINITIONS.—In this section: 
‘‘(1) INDIAN.—The term ‘Indian’ means— 
‘‘(A) an individual who is a member of an 

Indian tribe; and 
‘‘(B) an individual who, for the purposes of 

this section, is certified as an Indian artisan 
by an Indian tribe. 

‘‘(2) INDIAN PRODUCT.—Subject to sub-
section (g), the term ‘Indian product’ has the 
meaning given the term in regulations that 
may be promulgated by the Secretary. 

‘‘(3) INDIAN TRIBE.—The term ‘Indian tribe’ 
means— 

‘‘(A) an Indian tribe, band, nation, Alaska 
native village, or other organized group or 
community that is recognized as eligible for 
the special programs and services provided 
by the United States to Indians because of 
their status as Indians; and 

‘‘(B) an Indian group that has been for-
mally recognized as an Indian tribe by a 
State legislature or by a State commission 
or similar organization legislatively vested 
with State tribal recognition authority. 

‘‘(4) PRODUCT OF A PARTICULAR INDIAN TRIBE 
OR INDIAN ARTS AND CRAFTS ORGANIZATION.— 
Subject to subsection (g), the term ‘product 
of a particular Indian tribe or Indian arts 
and crafts organization’ has the meaning 
given the term in regulations that may be 
promulgated by the Secretary. 

‘‘(5) SECRETARY.—The term ‘Secretary’ 
means the Secretary of the Interior. 

‘‘(b) IMPOSITION OF PENALTIES BY THE 
BOARD.— 

‘‘(1) IN GENERAL.—The Board may impose a 
civil penalty against a person that, directly 
or indirectly, offers or displays for sale or 
sells a good, with or without a Government 
trademark, in a manner that falsely suggests 
that the good is Indian-produced, an Indian 
product, or the product of a particular In-
dian or Indian tribe or Indian arts and crafts 
organization resident within the United 
States. 

‘‘(2) AMOUNT.—A civil penalty under para-
graph (1) shall not exceed 100 percent of the 
price of the goods offered or displayed for 
sale in violation of the Act, not to exceed 
$500,000 per person, per violation. 

‘‘(3) FACTORS AFFECTING PENALTY 
AMOUNT.—In determining the amount of a 
civil penalty to be imposed, the Board shall 
consider— 

‘‘(A) the severity of the violation; 
‘‘(B) any history of prior violations; and 
‘‘(C) whether the amount of the civil pen-

alty will be likely to deter future violations. 
‘‘(4) INJUNCTIVE RELIEF.—If the Board de-

termines that enforcement of this Act under 
this section will be insufficient to avoid ir-
reparable harm, the Board, with the concur-
rence of the Solicitor of the Department of 
the Interior, may request the Secretary to 
seek injunctive relief in accordance with sec-
tion 2 in a court of competent jurisdiction. 

‘‘(5) NOTICE AND APPEAL OF BOARD DETER-
MINATION.— 

‘‘(A) NOTICE.— 
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‘‘(i) IN GENERAL.—If, as a result of an inves-

tigation conducted by the Board, it is deter-
mined that a violation of this Act has oc-
curred, the Board may, at any time during 
the investigation, notify the person under in-
vestigation regarding the nature of the al-
leged violation. 

‘‘(ii) CONTENT.—A notice under clause (i) 
shall include, at a minimum— 

‘‘(I) a detailed description of the violation; 
‘‘(II) possible remedies, if appropriate; 
‘‘(III) opportunity to cure, if appropriate; 

and 
‘‘(IV) any other information that the 

Board considers necessary. 
‘‘(B) APPEAL.—Any person determined to 

be in violation of this Act under this sub-
section may appeal the Board’s findings and 
imposition of civil penalties to the Office of 
Hearings and Appeals of the Department of 
the Interior in accordance with part 4 of title 
43, Code of Federal Regulations (or any suc-
cessor regulation). 

‘‘(c) INJUNCTIVE OR EQUITABLE RELIEF; 
DAMAGES.— 

‘‘(1) IN GENERAL.—A person specified in 
subsection (e) may, in a civil action in a 
court of competent jurisdiction, bring an ac-
tion against a person that, directly or indi-
rectly, offers or displays for sale or sells a 
good, with or without a government trade-
mark, in a manner that falsely suggests that 
the good is Indian-produced, an Indian prod-
uct, or the product of a particular Indian or 
Indian tribe or Indian arts and crafts organi-
zation resident within the United States, 
to— 

‘‘(A) obtain injunctive or other equitable 
relief; and 

‘‘(B) recover the greater of— 
‘‘(i) treble damages; or 
‘‘(ii) in the case of each aggrieved indi-

vidual Indian, Indian tribe, or Indian arts 
and crafts organization, not less than $1,000 
for each day on which the offer or display for 
sale or sale continues. 

‘‘(2) DAMAGES.—For purposes of paragraph 
(1)(B)(i), damages includes all gross profits 
realized by the defendant as a result of the 
activities found in violation of this sub-
section. 

‘‘(d) PUNITIVE DAMAGES; ATTORNEY’S FEE.— 
In addition to the relief specified in sub-
section (c), the court may award punitive 
damages, and costs of the civil action, and a 
reasonable attorney’s fee. 

‘‘(e) PERSONS WHO MAY INITIATE CIVIL AC-
TIONS.— 

‘‘(1) IN GENERAL.—A civil action under sub-
section (b) may be brought— 

‘‘(A) by the Attorney General, on request 
of the Secretary on behalf of— 

‘‘(i) an Indian tribe; 
‘‘(ii) an Indian; or 
‘‘(iii) an Indian arts and crafts organiza-

tion; 
‘‘(B) by an Indian tribe on behalf of itself, 

an Indian, or an Indian arts and crafts orga-
nization; 

‘‘(C) by an Indian; or 
‘‘(D) by an Indian arts and crafts organiza-

tion. 
‘‘(2) DISPOSITION OF AMOUNTS RECOVERED.— 

Any amount recovered under this section 
shall be paid to the Indian tribe, Indian, or 
Indian arts and crafts organization, except 
that— 

‘‘(A) in the case of a civil action under 
paragraph (1)(A), the Attorney General may 
deduct from the amount recovered— 

‘‘(i) the amount for the costs of the civil 
action and reasonable attorney’s fee awarded 
pursuant to subsection (d), to be deposited in 
the Treasury of the United States and cred-
ited to appropriations currently available to 
the Attorney General at the time of receipt 
of the amount; and 

‘‘(ii) the amount for the costs of investiga-
tion awarded pursuant to subsection (d), to 
be used to reimburse the Board the amount 
of such costs incurred as a direct result of 
Board activities in the civil action; 

‘‘(B) in the case of a civil action under 
paragraph (1)(B), the amount recovered for 
the costs of the civil action and reasonable 
attorney’s fee pursuant to subsection (d) 
may be deducted. 

‘‘(f) SEVERABILITY.—If any provision of this 
section is held invalid, it is the intent of 
Congress that the remaining provisions of 
this section shall continue in full force and 
effect. 

‘‘(g) REGULATIONS.—Not later than 180 days 
after the date of enactment of this sub-
section, the Board shall promulgate regula-
tions to include in the definition of the term 
‘Indian product’ specific examples of each 
such product to provide guidance to Indian 
artisans and to purveyors and consumers of 
Indian arts and crafts.’’. 
SEC. 4. INDIAN FINANCING ACT AMENDMENTS. 

(a) SALE OR ASSIGNMENT OF LOANS AND UN-
DERLYING SECURITY.—Section 205 of the In-
dian Financing Act of 1974 (25 U.S.C. 1485) is 
amended— 

(1) by striking ‘‘SEC. 205.’’ and all that fol-
lows through subsection (b) and inserting the 
following: 
‘‘SEC. 205. SALE OR ASSIGNMENT OF LOANS AND 

UNDERLYING SECURITY. 
‘‘(a) IN GENERAL.—All or any portion of a 

loan guaranteed or insured under this title, 
including the security given for the loan— 

‘‘(1) may be transferred by the lender by 
sale or assignment to any person; and 

‘‘(2) may be retransferred by the trans-
feree. 

‘‘(b) TRANSFERS OF LOANS.—With respect to 
a transfer described in subsection (a)— 

‘‘(1) the transfer shall be consistent with 
such regulations as the Secretary shall pro-
mulgate under subsection (h); and 

‘‘(2) the transferee shall give notice of the 
transfer to the Secretary.’’; 

(2) by striking subsection (c); 
(3) by redesignating subsections (d), (e), (f), 

(g), (h), and (i) as subsections (c), (d), (e), (f), 
(g), and (h), respectively; 

(4) in subsection (c) (as redesignated by 
paragraph (3))— 

(A) by striking ‘‘VALIDITY.—’’ and all that 
follows through ‘‘subparagraph (B),’’ and in-
serting ‘‘VALIDITY.—Except as provided by 
regulations in effect on the date on which a 
loan is made,’’; and 

(B) by striking ‘‘incontestable’’ and all 
that follows and inserting ‘‘incontestable.’’; 

(5) in subsection (e) (as redesignated by 
paragraph (3))— 

(A) by striking ‘‘The Secretary’’ and in-
serting the following: 

‘‘(1) IN GENERAL.—The Secretary’’; and 
(B) by adding at the end the following: 
‘‘(2) COMPENSATION OF FISCAL TRANSFER 

AGENT.—A fiscal transfer agent designated 
under subsection (f) may be compensated 
through any of the fees assessed under this 
section and any interest earned on any funds 
or fees collected by the fiscal transfer agent 
while the funds or fees are in the control of 
the fiscal transfer agent and before the time 
at which the fiscal transfer agent is contrac-
tually required to transfer such funds to the 
Secretary or to transferees or other hold-
ers.’’; and 

(6) in subsection (f) (as redesignated by 
paragraph (3))— 

(A) by striking ‘‘subsection (i)’’ and insert-
ing ‘‘subsection (h)’’; and 

(B) in paragraph (2)(B), by striking ‘‘, and 
issuance of acknowledgments,’’. 
SEC. 5. INDIAN PUEBLO LAND ACT AMENDMENTS. 

(a) IN GENERAL.—The Act of June 7, 1924 (43 
Stat. 636, chapter 331), is amended by adding 
at the end the following: 

‘‘SEC. 20. CRIMINAL JURISDICTION. 
‘‘(a) IN GENERAL.—Except as otherwise pro-

vided by Congress, jurisdiction over offenses 
committed anywhere within the exterior 
boundaries of any grant from a prior sov-
ereign, as confirmed by Congress or the 
Court of Private land Claims to a Pueblo In-
dian tribe of new Mexico, shall be as pro-
vided in this section. 

‘‘(b) JURISDICTION OF THE PUEBLO.—The 
Pueblo has jurisdiction, as an act of the 
Pueblos’ inherent power as an Indian tribe, 
over any offense committed by a member of 
the Pueblo or of another federally recognized 
Indian tribe, or by any other Indian-owned 
entity. 

‘‘(c) JURISDICTION OF THE UNITED STATES.— 
The United States has jurisdiction over any 
offense described in chapter 53 of title 18, 
United States Code, committed by or against 
a member of any federally recognized Indian 
tribe or any Indian-owned entity, or that in-
volves any Indian property or interest. 

‘‘(d) JURISDICTION OF THE STATE OF NEW 
MEXICO.—The State of New Mexico shall 
have jurisdiction over any offense com-
mitted by a person who is not a member of 
a federally recognized Indian tribe, which of-
fense is not subject to the jurisdiction of the 
United States.’’. 
SEC. 6. INDIAN REORGANIZATION ACT CORPORA-

TION AMENDMENT. 
Section 17 of the Act of June 18, 1936 (25 

U.S.C. 477) (commonly known as the ‘‘Indian 
Reorganization Act’’) is amended in the sec-
ond sentence by striking ‘‘with law’’ and all 
that follows through ‘‘twenty-five’’ and in-
serting ‘‘with law, and not for purposes of 
conducting gaming (within the meaning of 
section 4 of the Indian Gaming Regulatory 
Act (25 U.S.C. 2703)), but no authority shall 
be granted to sell or mortgage or to lease for 
a period exceeding 99’’. 
SEC. 7. PRAIRIE ISLAND LAND CONVEYANCE. 

(a) IN GENERAL.—The Secretary of the 
Army shall convey all right, title, and inter-
est of the United States in and to the land 
described in subsection (b), including all im-
provements, cultural resources, and sites on 
the land, subject to the flowage and slough-
ing easement described in subsection (d) and 
to the conditions stated in subsection (f), to 
the Secretary, to be— 

(1) held in trust by the United States for 
the benefit of the Prairie Island Indian Com-
munity in Minnesota; and 

(2) included in the Prairie Island Indian 
Community Reservation in Goodhue County, 
Minnesota. 

(b) LAND DESCRIPTION.—The land to be con-
veyed under subsection (a) is the approxi-
mately 1290 acres of land associated with the 
Lock and Dam #3 on the Mississippi River in 
Goodhue County, Minnesota, located in 
tracts identified as GO–251, GO–252, GO–271, 
GO–277, GO–278, GO–284, GO–301 through GO– 
313, GO–314A, GO–314B, GO–329, GO–330A, GO– 
330B, GO–331A, GO–331B, GO–331C, GO–332, 
GO–333, GO–334, GO–335A, GO–335B, GO–336 
through GO–338, GO–339A, GO–339B, GO–339C, 
GO–339D, GO–339E, GO–340A, GO–340B, GO– 
358, GO–359A, GO–359B, GO–359C, GO–359D, 
and GO–360, as depicted on the map entitled 
‘‘United States Army Corps of Engineers sur-
vey map of the Upper Mississippi River 9- 
Foot Project, Lock & Dam No. 3 (Red Wing), 
Land & Flowage Rights’’ and dated Decem-
ber 1936. 

(c) BOUNDARY SURVEY.—Not later than 5 
years after the date of conveyance under 
subsection (a), the boundaries of the land 
conveyed shall be surveyed as provided in 
section 2115 of the Revised Statutes (25 
U.S.C. 176). 

(d) EASEMENT.— 
(1) IN GENERAL.—The Corps of Engineers 

shall retain a flowage and sloughing ease-
ment for the purpose of navigation and pur-
poses relating to the Lock and Dam No. 3 
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project over the portion of the land described 
in subsection (b) that lies below the ele-
vation of 676.0. 

(2) INCLUSIONS.—The easement retained 
under paragraph (1) includes— 

(A) the perpetual right to overflow, flood, 
and submerge property as the District Engi-
neer determines to be necessary in connec-
tion with the operation and maintenance of 
the Mississippi River Navigation Project; 
and 

(B) the continuing right to clear and re-
move any brush, debris, or natural obstruc-
tions that, in the opinion of the District En-
gineer, may be detrimental to the project. 

(e) OWNERSHIP OF STURGEON LAKE BED UN-
AFFECTED.—Nothing in this section dimin-
ishes or otherwise affects the title of the 
State of Minnesota to the bed of Sturgeon 
Lake located within the tracts of land de-
scribed in subsection (b). 

(f) CONDITIONS.—The conveyance under 
subsection (a) is subject to the conditions 
that the Prairie Island Indian Community 
shall not— 

(1) use the conveyed land for human habi-
tation; 

(2) construct any structure on the land 
without the written approval of the District 
Engineer; or 

(3) conduct gaming (within the meaning of 
section 4 of the Indian Gaming Regulatory 
Act (25 U.S.C. 2703)) on the land. 

(g) NO EFFECT ON ELIGIBILITY FOR CERTAIN 
PROJECTS.—Notwithstanding the conveyance 
under subsection (a), the land shall continue 
to be eligible for environmental management 
planning and other recreational or natural 
resource development projects on the same 
basis as before the conveyance. 

(h) EFFECT OF SECTION.—Nothing in this 
section diminishes or otherwise affects the 
rights granted to the United States pursuant 
to letters of July 23, 1937, and November 20, 
1937, from the Secretary to the Secretary of 
War and the letters of the Secretary of War 
in response to the Secretary dated August 18, 
1937, and November 27, 1937, under which the 
Secretary granted certain rights to the 
Corps of Engineers to overflow the portions 
of Tracts A, B, and C that lie within the Mis-
sissippi River 9-Foot Channel Project bound-
ary and as more particularly shown and de-
picted on the map entitled ‘‘United States 
Army Corps of Engineers survey map of the 
Upper Mississippi River 9-Foot Project, Lock 
& Dam No. 3 (Red Wing), Land & Flowage 
Rights’’ and dated December 1936. 
SEC. 8. GILA RIVER INDIAN COMMUNITY MANDA-

TORY BINDING ARBITRATION. 
(a) AMENDMENTS.—Subsection (f) of the 

first section of the Act of August 9, 1955 (25 
U.S.C. 415(f)), is amended— 

(1) in the first sentence— 
(A) by striking ‘‘Any lease’’ and all that 

follows through ‘‘affecting land’’ and insert-
ing ‘‘Any contract, including a lease, affect-
ing land’’; and 

(B) in the second sentence, by striking 
‘‘such leases or contracts entered into pursu-
ant to such Acts’’ and inserting ‘‘Such con-
tracts’’. 

(b) EFFECTIVE DATE.—The amendments 
made by subsection (a) shall take effect as if 
included in the Act of August 9, 1955 (69 Stat. 
539, chapter 615) and Public 107–159 (116 Stat. 
122). 
SEC. 9. ALASKA NATIVE CLAIMS SETTLEMENT 

ACT VOTING STANDARDS AMEND-
MENT. 

(a) IN GENERAL.—Subsection (d)(3) of sec-
tion 36 of the Alaska Native Claims Settle-
ment Act (43 U.S.C. 1629b) (as amended by 
subsection (b)) is amended— 

(1) by inserting after ‘‘of this section’’ the 
following: ‘‘or an amendment to the articles 
of incorporation described in section 
7(g)(1)(B)’’; and 

(2) by inserting ‘‘or amendment’’ after 
‘‘meeting relating to such resolution’’ each 
place it appears. 

(b) TECHNICAL CORRECTIONS.— 
(1)(A) Section 337(a) of the Department of 

the Interior and Related Agencies Appropria-
tions Act, 2003 (Division F of Public Law 108– 
7; 117 Stat. 278; February 20, 2003) is amend-
ed— 

(i) in the matter preceding paragraph (1), 
by striking ‘‘Section 1629b of title 43, United 
States Code,’’ and inserting ‘‘Section 36 of 
the Alaska Native Claims Settlement Act (43 
U.S.C. 1629b)’’; and 

(ii) in paragraph (2), by striking ‘‘by cre-
ating the following new subsection:’’ and in-
serting ‘‘in subsection (d), by adding at the 
end the following:’’. 

(B) Section 36 of the Alaska Native Claims 
Settlement Act (43 U.S.C. 1629b) is amend-
ed— 

(i) in subsection (d)(3), by striking ‘‘(d)’’; 
and 

(ii) in subsection (f), by striking ‘‘section 
1629e of this title’’ and inserting ‘‘section 
39’’. 

(2)(A) Section 337(b) of the Department of 
the Interior and Related Agencies Appropria-
tions Act, 2003 (Division F of Public Law 108– 
7; 117 Stat. 278; February 20, 2003) is amended 
by striking ‘‘Section 1629e(a)(3) of title 43, 
United States Code,’’ and inserting ‘‘Section 
39(a)(3) of the Alaska Native Claims Settle-
ment Act (43 U.S.C. 1629e(a)(3))’’. 

(B) Section 39(a)(3)(B)(ii) of the Alaska Na-
tive Claims Settlement Act (43 U.S.C. 
1629e(a)(3)(B)(ii)) is amended by striking 
‘‘(a)(4) of section 1629b of this title’’ and in-
serting ‘‘section 36(a)(4)’’. 

(3) The amendments made by this sub-
section take effect on February 20, 2003. 
SEC. 10. BEAVER AIRPORT LAND AMENDMENT. 

(a) IN GENERAL.—The Secretary shall exe-
cute such instruments as are necessary to re-
lease the condition on a portion of land situ-
ated adjacent to the community of Beaver, 
Alaska, conveyed pursuant to Patent No. 50– 
69–0130 and dated August 23, 1968, that the 
land revert to the United States if the land 
is not used for airport purposes. 

(b) TRACTS.—The release of the condition 
provided for in subsection (a)— 

(1) shall apply to approximately 33 acres of 
land identified as tracts II through VI of the 
Beaver Airport, a part of U.S. Survey No. 
3798, Alaska (referred to in this section as 
the ‘‘community expansion land’’); 

(2) shall be without any requirement for re-
ceipt of fair market value for the release and 
conveyance of the conditions otherwise ap-
plicable to the community expansion land; 
and 

(3) shall be contingent on the conveyance 
by the State of Alaska of the community ex-
pansion land to the Beaver Kwit’chin cor-
poration, the Village Corporation of the vil-
lage of Beaver, Alaska. 

(c) RECONVEYANCE.—The Beaver Kwit’chin 
Corporation— 

(1) shall reconvey to any individual who 
currently occupies a portion of the land, or 
successor in interest to such an individual, 
title to such land as is currently occupied; 
and 

(2) may subsequently— 
(A) convey the remaining land to other in-

dividuals or persons for community expan-
sion purposes; or 

(B) retain the remaining land in whole or 
in part for community uses. 
SEC. 11. PUYALLUP INDIAN TRIBE LAND CLAIMS 

SETTLEMENT AMENDMENTS. 
(a) IN GENERAL.—Notwithstanding any 

other provision of law, the Secretary shall— 
(1) accept the conveyance of the parcels of 

land within the Puyallup Reservation de-
scribed in subsection (b); and 

(2) hold the land in trust for the benefit of 
the Puyallup Indian Tribe. 

(b) LAND DESCRIPTION.—The parcels of land 
referred to in subsection (a) are as follows: 

(1) PARCEL A.—Lot B, boundary line adjust-
ment 9508150496: according to the map there-
of recorded August 15, 1995, records of Pierce 
County Auditor, situate in the city of Fife, 
county of Pierce, State of Washington. 

(2) PARCEL B.—Lots 3 and 4, Pierce County 
Short Plat No. 8908020412: according to the 
map thereof recorded August 2, 1989, records 
of Pierce County Auditor, together with por-
tion of SR 5 abutting lot 4, conveyed by deed 
recorded under recording number 9309070433, 
described as follows: 

That portion of Government lot 1, sec. 07, 
T. 20 N., R. 4 E., of the Willamette Meridian, 
described as commencing at Highway Engi-
neer’s Station (hereinafter referred to as 
HES) AL 26 6+38.0 P.O.T. on the AL26 line 
survey of SR 5, Tacoma to King County line: 
Thence S88°54′30″ E., along the north line of 
said lot 1 a distance of 95 feet to the true 
point of beginning: Thence S01°05′30″ W87.4′ 
feet: Thence westerly to a point opposite 
HES AL26 5+0.6 P.O.T. on said AL26 line sur-
vey and 75 feet easterly therefrom; Thence 
northwesterly to a point opposite AL26 5+80.6 
on said AL26 line survey and 55 feet easterly 
therefrom: Thence northerly parallel with 
said line survey to the north line of said lot 
1: Thence N88°54′30″ E., to the true point of 
beginning. 

Except that portion of lot 4 conveyed to 
the State of Washington by deed recorded 
under recording number 9308100165 and more 
particularly described as follows: 

Commencing at the northeast corner of 
said lot 4: Thence N80°53′30″ W., along the 
north line of said lot 4 a distance of 147.44 
feet to the true point of beginning and a 
point of curvature; thence southwesterly 
along a curve to the left, the center of which 
bears S0°06′30″ W., 55.00 feet distance, 
through a central angle of 89°01′00″, an arc 
distance of 85.45 feet; Thence S01°05′30″ W., 
59.43 feet; Thence N88°54′30″ W., 20.00 feet to a 
point on the westerly line of said lot 4; 
Thence N0°57′10″ E., along said westerly line 
113.15 feet to the northwest corner of said lot 
4; Thence S89°53′30″ east along said north 
line, a distance of 74.34 feet to the true point 
of beginning. 

Chicago Title Insurance Company Order 
No. 4293514 Lot A boundary line adjustment 
recorded under Recording No. 9508150496. Ac-
cording to the map thereof recorded August 
15, 1995, records of Pierce County Auditor. 

Situate in the city of Fife, county of 
Pierce, State of Washington. 
SEC. 12. CHEYENNE RIVER SIOUX TRIBE, LOWER 

BRULE SIOUX TRIBE, AND STATE OF 
SOUTH DAKOTA TERRESTRIAL WILD-
LIFE HABITAT RESTORATION. 

(a) DISBURSEMENT PROVISIONS OF THE 
STATE OF SOUTH DAKOTA AND THE CHEYENNE 
RIVER SIOUX TRIBE AND THE LOWER BRULE 
SIOUX TRIBE TERRESTRIAL WILDLIFE HABITAT 
RESTORATION TRUST FUNDS.—Section 
602(a)(4) of the Water Resources Develop-
ment Act of 1999 (113 Stat. 386) is amended— 

(1) in subparagraph (A)— 
(A) in clause (i), by inserting ‘‘and the Sec-

retary of the Treasury’’ after ‘‘Secretary’’; 
and 

(B) by striking clause (ii) and inserting the 
following: 

‘‘(ii) AVAILABILITY OF FUNDS.—On notifica-
tion in accordance with clause (i), the Sec-
retary of the Treasury shall make available 
to the State of South Dakota funds from the 
State of South Dakota Terrestrial Wildlife 
Habitat Restoration Trust Fund established 
under section 603, to be used to carry out the 
plan for terrestrial wildlife habitat restora-
tion submitted by the State of South Dakota 
after the State certifies to the Secretary of 
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the Treasury that the funds to be disbursed 
will be used in accordance with section 
603(d)(3) and only after the Trust Fund is 
fully capitalized.’’; and 

(2) in subparagraph (B), by striking clause 
(ii) and inserting the following: 

‘‘(ii) AVAILABILITY OF FUNDS.—On notifica-
tion in accordance with clause (i), the Sec-
retary of the Treasury shall make available 
to the Cheyenne River Sioux Tribe and the 
Lower Brule Sioux Tribe funds from the 
Cheyenne River Sioux Terrestrial Wildlife 
Habitat Restoration Trust Fund and the 
Lower Brule Sioux Terrestrial Wildlife Habi-
tat Restoration Trust Fund, respectively, es-
tablished under section 604, to be used to 
carry out the plans for terrestrial wildlife 
habitat restoration submitted by the Chey-
enne River Sioux Tribe and the Lower Brule 
Sioux Tribe, respectively, after the respec-
tive tribe certifies to the Secretary of the 
Treasury that the funds to be disbursed will 
be used in accordance with section 604(d)(3) 
and only after the Trust Fund is fully cap-
italized.’’. 

(b) INVESTMENT PROVISIONS OF THE STATE 
OF SOUTH DAKOTA TERRESTRIAL WILDLIFE 
RESTORATION TRUST FUND.—Section 603 of 
the Water Resources Development Act of 
1999 (113 Stat. 388) is amended— 

(1) by striking subsection (c) and inserting 
the following: 

‘‘(c) INVESTMENTS.— 
‘‘(1) ELIGIBLE OBLIGATIONS.—Notwith-

standing any other provision of law, the Sec-
retary of the Treasury shall invest the 
amounts deposited under subsection (b) and 
the interest earned on those amounts only in 
interest-bearing obligations of the United 
States issued directly to the Fund. 

‘‘(2) INVESTMENT REQUIREMENTS.— 
‘‘(A) IN GENERAL.—The Secretary of the 

Treasury shall invest the Fund in accordance 
with all of the requirements of this para-
graph. 

‘‘(B) SEPARATE INVESTMENTS OF PRINCIPAL 
AND INTEREST.— 

‘‘(i) PRINCIPAL ACCOUNT.—The amounts de-
posited in the Fund under subsection (b) 
shall be credited to an account within the 
Fund (referred to in this paragraph as the 
‘principal account’) and invested as provided 
in subparagraph (C). 

‘‘(ii) INTEREST ACCOUNT.—The interest 
earned from investing amounts in the prin-
cipal account of the Fund shall be trans-
ferred to a separate account within the Fund 
(referred to in this paragraph as the ‘interest 
account’) and invested as provided in sub-
paragraph (D). 

‘‘(iii) CREDITING.—The interest earned from 
investing amounts in the interest account of 
the Fund shall be credited to the interest ac-
count. 

‘‘(C) INVESTMENT OF PRINCIPAL ACCOUNT.— 
‘‘(i) INITIAL INVESTMENT.—Each amount de-

posited in the principal account of the Fund 
shall be invested initially in eligible obliga-
tions having the shortest maturity then 
available until the date on which the amount 
is divided into 3 substantially equal portions 
and those portions are invested in eligible 
obligations that are identical (except for 
transferability) to the next-issued publicly 
issued Treasury obligations having a 2-year 
maturity, a 5-year maturity, and a 10-year 
maturity, respectively. 

‘‘(ii) SUBSEQUENT INVESTMENT.—As each 2- 
year, 5-year, and 10-year eligible obligation 
matures, the principal of the maturing eligi-
ble obligation shall also be invested initially 
in the shortest-maturity eligible obligation 
then available until the principal is rein-
vested substantially equally in the eligible 
obligations that are identical (except for 
transferability) to the next-issued publicly 
issued Treasury obligations having 2-year, 5- 
year, and 10-year maturities. 

‘‘(iii) DISCONTINUANCE OF ISSUANCE OF OBLI-
GATIONS.—If the Department of the Treasury 
discontinues issuing to the public obliga-
tions having 2-year, 5-year, or 10-year matu-
rities, the principal of any maturing eligible 
obligation shall be reinvested substantially 
equally in eligible obligations that are iden-
tical (except for transferability) to the next- 
issued publicly issued Treasury obligations 
of the maturities longer than 1 year then 
available. 

‘‘(D) INVESTMENT OF INTEREST ACCOUNT.— 
‘‘(i) BEFORE FULL CAPITALIZATION.—Until 

the date on which the Fund is fully capital-
ized, amounts in the interest account of the 
Fund shall be invested in eligible obligations 
that are identical (except for transferability) 
to publicly issued Treasury obligations that 
have maturities that coincide, to the great-
est extent practicable, with the date on 
which the Fund is expected to be fully cap-
italized. 

‘‘(ii) AFTER FULL CAPITALIZATION.—On and 
after the date on which the Fund is fully 
capitalized, amounts in the interest account 
of the Fund shall be invested and reinvested 
in eligible obligations having the shortest 
maturity then available until the amounts 
are withdrawn and transferred to fund the 
activities authorized under subsection (d)(3). 

‘‘(E) PAR PURCHASE PRICE.—The price to be 
paid for eligible obligations purchased as in-
vestments of the principal account shall not 
exceed the par value of the obligations so 
that the amount of the principal account 
shall be preserved in perpetuity. 

‘‘(F) HIGHEST YIELD.—Among eligible obli-
gations having the same maturity and pur-
chase price, the obligation to be purchased 
shall be the obligation having the highest 
yield. 

‘‘(G) HOLDING TO MATURITY.—Eligible obli-
gations purchased shall generally be held to 
their maturities. 

‘‘(3) ANNUAL REVIEW OF INVESTMENT ACTIVI-
TIES.—Not less frequently than once each 
calendar year, the Secretary of the Treasury 
shall review with the State of South Dakota 
the results of the investment activities and 
financial status of the Fund during the pre-
ceding 12-month period.’’; and 

(2) in subsection (d)(2), by inserting ‘‘of the 
Treasury’’ after Secretary’’. 

(c) INVESTMENT PROVISIONS FOR THE CHEY-
ENNE RIVER SIOUX TRIBE AND LOWER BRULE 
SIOUX TRIBE TRUST FUNDS.—Section 604 of 
the Water Resources Development Act of 
1999 (113 Stat. 389) is amended by striking 
subsection (c) and inserting the following: 

‘‘(c) INVESTMENTS.— 
‘‘(1) ELIGIBLE OBLIGATIONS.—Notwith-

standing any other provision of law, the Sec-
retary of the Treasury shall invest the 
amounts deposited under subsection (b) and 
the interest earned on those amounts only in 
interest-bearing obligations of the United 
States issued directly to the Funds. 

‘‘(2) INVESTMENT REQUIREMENTS.— 
‘‘(A) IN GENERAL.—The Secretary of the 

Treasury shall invest each of the Funds in 
accordance with all of the requirements of 
this paragraph. 

‘‘(B) SEPARATE INVESTMENTS OF PRINCIPAL 
AND INTEREST.— 

‘‘(i) PRINCIPAL ACCOUNT.—The amounts de-
posited in each Fund under subsection (b) 
shall be credited to an account within the 
Fund (referred to in this paragraph as the 
‘principal account’) and invested as provided 
in subparagraph (C). 

‘‘(ii) INTEREST ACCOUNT.—The interest 
earned from investing amounts in the prin-
cipal account of each Fund shall be trans-
ferred to a separate account within the Fund 
(referred to in this paragraph as the ‘interest 
account’) and invested as provided in sub-
paragraph (D). 

‘‘(iii) CREDITING.—The interest earned from 
investing amounts in the interest account of 
each Fund shall be credited to the interest 
account. 

‘‘(C) INVESTMENT OF PRINCIPAL ACCOUNT.— 
‘‘(i) INITIAL INVESTMENT.—Each amount de-

posited in the principal account of each Fund 
shall be invested initially in eligible obliga-
tions having the shortest maturity then 
available until the date on which the amount 
is divided into 3 substantially equal portions 
and those portions are invested in eligible 
obligations that are identical (except for 
transferability) to the next-issued publicly 
issued Treasury obligations having a 2-year 
maturity, a 5-year maturity, and a 10-year 
maturity, respectively. 

‘‘(ii) SUBSEQUENT INVESTMENT.—As each 2- 
year, 5-year, and 10-year eligible obligation 
matures, the principal of the maturing eligi-
ble obligation shall also be invested initially 
in the shortest-maturity eligible obligation 
then available until the principal is rein-
vested substantially equally in the eligible, 
obligations that are identical (except for 
transferability) to the next-issued publicly 
issued Treasury obligations having 2-year, 5- 
year, and 10-year maturities. 

‘‘(iii) DISCONTINUATION OF ISSUANCE OF OB-
LIGATIONS.—If the Department of the Treas-
ury discontinues issuing to the public obliga-
tions having 2-year, 5-year, or 10-year matu-
rities, the principal of any maturing eligible 
obligation shall be reinvested substantially 
equally in eligible obligations that are iden-
tical (except for transferability) to the next- 
issued publicly issued Treasury obligations 
of the maturities longer than 1 year then 
available. 

‘‘(D) INVESTMENT OF THE INTEREST AC-
COUNT.— 

‘‘(i) BEFORE FULL CAPITALIZATION.—Until 
the date on which each Fund is fully capital-
ized, amounts in the interest account of the 
Fund shall be invested in eligible obligations 
that are identical (except for transferability) 
to publicly issued Treasury obligations that 
have maturities that coincide, to the great-
est extent practicable, with the date on 
which the Fund is expected to be fully cap-
italized. 

‘‘(ii) AFTER FULL CAPITALIZATION.—On and 
after the date on which each Fund is fully 
capitalized, amounts in the interest account 
of the Fund shall be invested and reinvested 
in eligible obligations having the shortest 
maturity then available until the amounts 
are withdrawn and transferred to fund the 
activities authorized under subsection (d)(3). 

‘‘(E) PAR PURCHASE PRICE.—The price to be 
paid for eligible obligations purchased as in-
vestments of the principal account shall not 
exceed the par value of the obligations so 
that the amount of the principal account 
shall be preserved in perpetuity. 

‘‘(F) HIGHEST YIELD.—Among eligible obli-
gations having the same maturity and pur-
chase price, the obligation to be purchased 
shall be the obligation having the highest 
yield. 

‘‘(G) HOLDING TO MATURITY.—Eligible obli-
gations purchased shall generally be held to 
their maturities. 

‘‘(3) ANNUAL REVIEW OF INVESTMENT ACTIVI-
TIES.—Not less frequently than once each 
calendar year, the Secretary of the Treasury 
shall review with the Cheyenne River Sioux 
Tribe and the Lower Brule Sioux Tribe the 
results of the investment activities and fi-
nancial status of the Funds during the pre-
ceding 12-month period.’’. 

SEC. 13. LAKE TRAVERSE RESERVATION 
HEIRSHIP. 

(a) IN GENERAL.—Public Law 98–513 is 
amended by striking section 5 (98 Stat. 2413) 
and inserting the following: 
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‘‘SEC. 5. INHERITANCE OF SMALL FRACTIONAL 

INTERESTS. 
‘‘(a) DEFINITION OF SMALL FRACTIONAL IN-

TEREST.—In this section, the term ‘small 
fractional interest’ means an undivided trust 
or restricted interest in a parcel of land 
within the reservation that— 

‘‘(1) represents less than 5 percent of the 
entire undivided ownership of the parcel of 
land (as reflected in the decedent’s estate in-
ventory as of the date on which the decision-
maker enters the final decision determining 
heirs); and 

‘‘(2) does not exceed the equivalent of 21⁄2 
acres if the interest were to be expressed in 
terms of its proportionate share of the total 
acreage of the parcel of land of which the in-
terest is a part. 

‘‘(b) INTESTATE INHERITANCE IN GENERAL.— 
Notwithstanding section 3, no small frac-
tional interest shall pass by intestate succes-
sion under this Act or any other provision of 
law except as provided in subsection (c). 

‘‘(c) INHERITANCE BY TRIBE.—If a person 
dies possessed of a small fractional interest 
that has not been devised in accordance with 
subsection (d) to 1 or more eligible devisees 
described in that subsection, the small frac-
tional interest shall pass to the Tribe, with 
title to the interest to be held by the United 
States in trust for the Tribe. 

‘‘(d) INHERITANCE BY TESTAMENTARY DE-
VISE.— 

‘‘(1) ELIGIBLE DEVISEES.—Notwithstanding 
any other provision of this Act, and subject 
to paragraph (2), a small fractional interest 
may be devised only to the following eligible 
devisees: 

‘‘(A) The tribe. 
‘‘(B) Any person who is a member, or eligi-

ble to be a member, of the tribe. 
‘‘(2) REQUIREMENTS.—No devise of a small 

fractional interest shall be valid as to a devi-
see unless— 

‘‘(A) the devisee is eligible to receive the 
interest by devise under paragraph (1); 

‘‘(B) the devisee is expressly identified in 
the devise by name; and 

‘‘(C) the devise is made in a will that has 
been approved by the Secretary of the Inte-
rior in accordance with section 2 of the Act 
of June 25, 1910 (36 Stat. 856, chapter 431). 

‘‘(3) HOLDING IN TRUST.—Any small frac-
tional interest devised in accordance with 
this subsection shall pass to the devisee or 
devisees on the death of the testator, with 
title to be held by the United States in trust 
for the devisee or devisees.’’. 

(b) NOTICE TO LANDOWNERS; CERTIFI-
CATION.— 

(1) NOTICE.—Not later than 180 days after 
the date of enactment of this Act, the Sec-
retary shall provide notice of the amend-
ment made by subsection (a) to owners of 
trust and restricted interests in land within 
the Lake Traverse Indian Reservation by— 

(A) posting written notice of the amend-
ment at the administrative headquarters of 
the Sisseton-Wahpeton Sioux Tribe of North 
Dakota and South Dakota and at the Agency 
of the Bureau of Indian Affairs located in 
Agency Village, South Dakota; 

(B) publishing the notice not fewer than 4 
times in newspapers of general circulation in 
all counties in which any part of the Lake 
Traverse Indian Reservation is located; and 

(C) sending the notice by first class mail to 
the last known addresses of Indians with in-
terests in trust or restricted land within the 
Lake Traverse Indian Reservation for whom 
the Secretary has such an addresss. 

(2) CERTIFICATION.—After providing notice 
under paragraph (1), the Secretary shall— 

(A) certify that notice has been given in 
accordance with that paragraph; and 

(B) publish notice of the certification in 
the Federal Register. 

(c) EFFECTIVE DATE.— 

(1) EFFECT ON INTERESTS.—The amendment 
made by subsection (a) shall not affect any 
interest in the estate of a person who dies 
before the date that is 1 year after the date 
on which the Secretary publishes notice of 
the certification under subsection (b)(2). 

(2) EFFECT ON WILLS.—The amendment 
made by subsection (a) shall not affect the 
validity or effect of any will executed before 
the date that is 1 year after the date on 
which the Secretary publishes notice of the 
certification under subsection (b)(2). 
SEC. 14. AMENDMENT OF DEFINITION. 

Section 2(9) of Public Law 101–601 (25 U.S.C. 
3001(9)) is amended by inserting ‘‘or was’’ 
after ‘‘is’’. 

By Mr. SANTORUM (for himself 
and Ms. MIKULSKI): 

S. 2844. A bill to designate Poland as 
a program country under the visa waiv-
er program established under section 
217 of the Immigration and Nationality 
Act; read the first time. 

Mr. SANTORUM. Mr. President, I 
rise today to introduce, along with 
Senator MIKULSKI, a bill that would 
designate Poland as a program country 
under the visa waiver program under 
section 217 of the Immigration Nation-
ality Act. 

As our soldiers preserve America’s 
beliefs and values which have been 
threatened by terrorists at home and 
abroad, it is important to appreciate 
the sacrifices our allies have made dur-
ing the War on Terror. America must 
continue to solidify the bond with its 
allies by assisting their government 
and citizens when possible. This legis-
lation brings us closer to a country 
that has been by our side through a 
time of war and continues to be a part-
ner in the fight for global freedom. 

Since the founding of the United 
States, Poland has proven its steadfast 
dedication to the causes of freedom and 
friendship with the United States. This 
has been exemplified by the brave ac-
tions of Polish patriots such as Casimir 
Pulaski and Tadeusz Kosciuszco during 
the American Revolution. Polish his-
tory provides pioneering examples of 
democracy and religious tolerance, and 
this is reflected in their constitution 
that states, ‘‘Freedom of faith and reli-
gion shall be ensured to everyone.’’ 

Poland’s revolt from the Soviet 
Union’s communist stranglehold is a 
more recent example of their dedica-
tion to freedom. They are a prime ex-
ample of Ronald Reagan’s vision to end 
the Cold War. As I met this morning 
with Lech Walesa, the tenacious leader 
of Poland’s Solidarity movement and 
former President of Poland, I was re-
minded of the hard and inspiring strug-
gle the country endured to bring de-
mocracy to their people. 

And their commitment to preserving 
freedom and global security continues 
today. On March 12, 1999, Poland be-
came a member of the North Atlantic 
Treaty Organization. This was followed 
by admission into the European Union 
on May 1, 2004. Poland was a staunch 
ally to the United States in Operation 
Iraqi Freedom and has committed 2,300 
troops to help with the ongoing peace 
efforts in Iraq. 

In addition to Poland’s efforts as a 
global ally, its people have contributed 
greatly within our borders. Nearly 9 
million people of Polish ancestry live 
in the United States. Polish immi-
grants have been a contributing factor 
to the success of industry and agri-
culture in Pennsylvania and through-
out the United States. 

Currently, the United States admin-
isters the visa waiver program to citi-
zens of 27 countries. The program al-
lows citizens from visa waiver program 
countries to visit-the United States as 
tourists, and Poland has earned the 
right to participate. For the 100,000 
Polish citizens that visit the United 
States annually, I ask through this leg-
islation that Poland be deemed a des-
ignated program country for the pur-
poses of the visa waiver program. I 
thank my colleagues for their support. 

Ms. MIKULSKI. Mr. President, I am 
here today to right a wrong in Amer-
ica’s visa program. I am here to intro-
duce a bill to extend the visa waiver 
program to Poland. 

The cold war is over. Poland is a free 
and democratic nation. Poland is a 
NATO ally and a member of the Euro-
pean Union. But America’s visa policy 
still treats Poland as a second-class 
citizen. That is just wrong. 

Poland is a reliable ally, not just by 
treaty but in deeds. Two Polish ships 
participated in Desert Shield and 
Desert Storm during the 1990–91 gulf 
war. Poland sent troops to Bosnia as 
part of UNPROFOR and IFOR. Warsaw 
hosted an international conference on 
combating terrorism less than 2 
months after the September 11 attacks. 
Poland sent troops as part of the inter-
national coalition in Afghanistan. And 
Polish troops fought alongside Amer-
ican and British and Australian troops 
from day one of the war in Iraq. They 
are still there, sharing the burden and 
the risk and the casualties. 

So why are Singapore and San 
Marino among the 27 countries in the 
visa waiver program, but Poland is 
not? 

This morning, we met with a hero of 
the cold war, Lech Walesa. When he 
jumped over the wall of the Gdansk 
shipyard, he took Poland and the whole 
world with him. He told us that the 
visa issue is a question of honor for Po-
land. We should once again stand in 
solidarity with the father of Solidarity, 
and extend the visa waiver program to 
Poland. 

President Kwasniewski raised this 
issue with President Bush in January. 
The President said this is a matter for 
Congress. It is about time for us to act. 

The bill Senator SANTORUM and I are 
introducing today will add Poland to 
the list of designated countries in the 
visa waiver program. That will allow 
Polish citizens to travel to the United 
States for business or tourism for up to 
60 days without needing to stand in 
line to get a visa. That means it, will 
be easier for Poles to visit family and 
friends or do business in America. 
Should not we remove a barrier so the 
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Pulaskis and Kosciuszkos and Marie 
Curies of today can visit our country? 

We know that our borders will be no 
less secure because of these Polish visi-
tors to our country. But we know that 
the alliance will be more secure be-
cause of this SANTORUM-MIKULSKI legis-
lation. 

I urge our colleagues to join us in 
support of this important bill, so that 
we can pass it and get it signed into 
law before we adjourn. 

f 

SUBMITTED RESOLUTIONS 

SENATE RESOLUTION 433—COM-
MEMORATING THE 215TH ANNI-
VERSARY OF THE UNITED 
STATES MARSHALS SERVICE 

Mr. LAUTENBERG (for himself and 
Mr. CRAIG) submitted the following res-
olution; which was considered and 
agreed to: 

S. RES. 433 

Whereas the Act entitled ‘‘An Act to estab-
lish the Judicial Court of the United 
States’’, approved September 24, 1789 (1 Stat. 
73) (‘‘the Judiciary Act of 1789’’), directed the 
appointment of a Marshal and launched the 
United States Marshals Service; 

Whereas the Judiciary Act of 1789 deter-
mined that law enforcement would be the 
primary function of the United States Mar-
shal; 

Whereas President George Washington sub-
sequently appointed the first 13 United 
States Marshals that same year; 

Whereas during 215 years of service, United 
States Marshals have executed warrants, dis-
tributed presidential proclamations, reg-
istered enemy aliens in time of war, and 
helped conduct the national census; 

Whereas during 215 years of service, United 
States Marshals have protected the Presi-
dent and the Federal courts, provided for the 
custody and transportation of Federal pris-
oners, and maintained and disposed of seized 
and forfeited properties; 

Whereas through the Witness Security 
Program, United States Marshals have pro-
vided for the security, health, and safety of 
more than 7,500 government witnesses and 
9,500 family members whose lives were in 
danger as a result of the witnesses’ testi-
mony against drug traffickers, terrorists, or-
ganized crime members, and other major 
criminals; 

Whereas during 215 years of service, United 
States Marshals have conducted their mis-
sion of fugitive apprehension with skill and 
valor; and 

Whereas United States Marshals carry out 
complex and life-threatening missions daily 
to maintain the integrity of the judicial 
process of the United States: Now, therefore, 
be it 

Resolved, That the Senate— 
(1) commemorates the 215th anniversary of 

the United States Marshals Service; 
(2) recognizes the United States Marshals 

Service as one of the most versatile and ef-
fective law enforcement agencies in the 
world; and 

(3) honors the men and women who have 
served the United States Marshals Service 
and our Nation so well with their dedication 
to justice, integrity, and service. 

Mr. LAUTENBERG. Mr. President, I 
rise to submit a resolution honoring 
our Nation’s oldest Federal law en-
forcement agency, the United States 

Marshals Service, on the occasion of 
the Service’s 215th anniversary. 

The United States Marshals Service 
was created when President George 
Washington signed the Judiciary Act 
into law on September 24, 1789. Subse-
quently, President Washington ap-
pointed the first 13 United States mar-
shals that same year. Although their 
primary mission was to support the 
Federal courts, United States marshals 
and deputy United States marshals 
performed a wide variety of duties, in-
cluding: executing warrants; distrib-
uting Presidential proclamations; reg-
istering enemy aliens in time of war; 
controlling riots; conducting the na-
tional census; collecting commerce sta-
tistics; and protecting the President of 
the United States. Although some of 
its responsibilities have changed over 
the past 215 years, the Service’s dedica-
tion to justice, integrity, and service 
remains constant. As it continues to 
serve in the 21st century, the United 
States Marshals Service only enhances 
its role as one of the most versatile and 
effective law enforcement agencies in 
the world. 

Today, the United States Marshals 
Service remains steadfast in its com-
mitment to protect the Federal judici-
ary and carry out all Federal court or-
ders. This entails providing for the cus-
tody and transportation of Federal 
prisoners, ensuring protection of wit-
nesses, and maintaining and disposing 
of seized and forfeited properties. Of 
great importance is the fugitive appre-
hension mission of the Service: United 
States marshals capture more Federal 
fugitives than all other Federal agen-
cies combined, and they have become 
an invaluable resource for State and 
local law enforcement agencies regard-
ing fugitive apprehension tactics and 
techniques. Across the Nation, the 
United States marshals and deputy 
United States marshals carry out com-
plex and life-threatening missions 
daily to maintain the integrity of the 
American judicial process. 

The 4,500 men and women of the 
United States Marshals Service are 
proud of their history and their service 
to our Nation. I, too, am proud of their 
commitment to justice. On behalf of 
the Senate, I wish to honor the men 
and women of the United States Mar-
shals Service and thank them for their 
contributions to the law enforcement 
community and to our Nation for 215 
years and counting. 

I ask Unanimous Consent that the 
full text of the Senate resolution be in-
cluded in the record following my re-
marks. 

SENATE RESOLUTION 434—RECOG-
NIZING AND SUPPORTING ALL 
EFFORTS TO PROMOTE GREATER 
CIVIC AWARENESS AMONG THE 
PEOPLE OF THE UNITED STATES 

Mr. LEVIN (for himself, Mr. COCH-
RAN, Mr. LEAHY, Mr. ALLEN, Mr. JEF-
FORDS, Mr. REID, Mr. BAUCUS, Mrs. 
BOXER, Mr. LAUTENBERG, Mr. CRAIG, 

Mr. KENNEDY, Mr. KOHL, Mr. BIDEN, Mr. 
DASCHLE, Mr. WYDEN, Mr. AKAKA, and 
Mr. DAYTON) submitted the following 
resolution; which was considered and 
agreed to: 

S. RES. 434 
Whereas the Constitution of the United 

States establishes a representative form of 
government in which the people of the 
United States elect Members of the House of 
Representatives and Senators of the Senate, 
and each of the States appoint electors who, 
based on the popular vote of the State, select 
the President and the Vice-President; 

Whereas the 15th, 19th, 24th, and 26th 
amendments to the Constitution establish 
that the right of citizens of the United 
States to vote shall not be denied or 
abridged on account of race, color, or pre-
vious condition of servitude; on account of 
sex; by reason of failure to pay any poll tax 
or other tax; and on account of age for those 
18 years of age and older; 

Whereas the right of citizens of the United 
States to vote is fundamental to our rep-
resentative form of government; 

Whereas many eligible citizens do not ex-
ercise the right to vote; 

Whereas numerous civic awareness organi-
zations and advocacy groups at the Federal, 
State, and local level actively promote voter 
registration and voter participation; and 

Whereas many communities and schools 
have instituted civic awareness programs: 
Now, therefore, be it 

Resolved, That the Senate— 
(1) recognizes and supports all efforts to 

promote greater civic awareness among the 
people of the United States, including civic 
awareness programs such as candidate fo-
rums and voter registration drives; and 

(2) encourages local communities and 
elected officials at all levels of government 
to promote greater awareness among the 
electorate of civic responsibility and the im-
portance of participating in these elections. 

f 

AMENDMENTS SUBMITTED AND 
PROPOSED 

SA 3670. Mr. ENSIGN submitted an amend-
ment intended to be proposed by him to the 
bill H.R. 4818, making appropriations for for-
eign operations, export financing, and re-
lated programs for the fiscal year ending 
September 30, 2005, and for other purposes; 
which was ordered to lie on the table. 

SA 3671. Mr. CORZINE (for himself, Mr. 
DEWINE, Mr. BIDEN, Mr. DURBIN, Mr. 
LIEBERMAN, Ms. LANDRIEU, Mr. FEINGOLD, 
Mr. LEAHY, Ms. MIKULSKI, Ms. STABENOW, 
Mr. LAUTENBERG, Mr. DODD, and Mr. SAR-
BANES) submitted an amendment intended to 
be proposed by him to the bill H.R. 4818, 
supra. 

SA 3672. Mr. DAYTON (for himself and Mr. 
REID) submitted an amendment intended to 
be proposed by him to the bill H.R. 4818, 
supra. 

SA 3673. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill H.R. 4818, supra; which was or-
dered to lie on the table. 

SA 3674. Mr. SCHUMER (for himself and 
Mrs. CLINTON) submitted an amendment in-
tended to be proposed by him to the bill H.R. 
4818, supra; which was ordered to lie on the 
table. 

SA 3675. Mr. SCHUMER submitted an 
amendment intended to be proposed by him 
to the bill H.R. 4818, supra; which was or-
dered to lie on the table. 

SA 3676. Mrs. FEINSTEIN submitted an 
amendment intended to be proposed by her 
to the bill H.R. 4818, supra; which was or-
dered to lie on the table. 
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